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Revision History

Rev. 1.0: Initial release.

Rev. 1.1: Added the Fast Initialization as the configuration option. Added a note on how to
restore system defaults.

/\ WARNING:

1. No storage system is completely fail-safe. Damage to data might occur due to file system
corruption, operating system malfunction, virus infection, HDD component failures, and so on.
Therefore, it is highly recommended to regularly back up your data, and VIVOTEK disclaims
responsibilities of data loss or recovery.

2. Always power off the system using the power down button on system desktop. Do not
disconnect the power cord while the system is still operating. Doing so will result in data
inconsistencies. The normal power-off procedure allows cached data to be written to disks.



Read Before Use

The use of surveillance devices may be prohibited by law in your country. The Network Camera
is not only a high-performance web-ready camera but can also be part of a flexible surveillance
system. It is the user’s responsibility to ensure that the operation of such devices is legal before
installing this unit for its intended use.

It is important to first verify that all contents received are complete according to the Package
Contents listed below. Take note of the warnings in the Quick Installation Guide before the
Network Camera is installed; then carefully read and follow the instructions in the Installation
chapter to avoid damage due to faulty assembly and installation. This also ensures the product is
used properly as intended.

The Network Camera is a network device and its use should be straightforward for those who
have basic networking knowledge. It is designed for various applications including video sharing,
general security/surveillance, etc. The Configuration chapter suggests ways to best utilize the
Network Camera and ensure proper operations. For creative and professional developers, the
URL Commands of the Network Camera section serves as a helpful reference to customizing
existing homepages or integrating with the current web server.

ﬁ NOTE:

The operating system and management software are installed on a flash memory mounted on
the main board. Except for the plug-ins for onscreen display, there is no need to install software.

Package Contents

m NR9581 or NR9681

m Power cords

m Software CD

m Warranty Card

m Quick Installation Guide
m Screws and slide rails

Symbols and Statements in this Document
INFORMATION: provides important messages or advices that might help prevent inconvenient

or problem situations.

ﬁ NOTE: Notices provide guidance or advices that are related to the functional integrity of the
machine.

1/
1N

Tips: Tips are useful information that helps enhance or facilitae an installation, function, or
process.

WARNING! or IMPORTANT: These statements indicate situations that can be dangerous or
hazardous to the machine or you.

Electrical Hazard: This statement appears when high voltage electrical hazards might occur
to an operator.

>5



Chapter One Hardware Installation and
Initial Configuration

Introducing the NR9581/9681 Network Video Recorder

NR9581/9681 is the latest 64-channel H.265, RAID-protected NVR from VIVOTEK, bringing
stable and efficient system operation under a wide range of recording/network management/
system settings. The unit supports all VIVOTEK camera models, including the latest 5-Megapixel
and fisheye cameras. The support for RAID 1/5/6/10 provides data security in the event of disk
drive failure.

The unit is equipped with two gigabit Ethernet RJ45 ports which provide network failover func-
tionality to avoid the risk of recording loss. When one network line is disconnected, the system
will shift to the other network automatically, providing continuous access for video data. Up to 8
HDDs can be installed in the NR9581/9681 for a total storage capacity of up to 48TB (6TB max.
each). Eight removable HDD trays are available in the front of the unit, with hot-swap functional-
ity for easy replacement.

A VAST CMS server runs on the machine that manages surveillance recording and playback.
The compatibility with the iViewer application allows for remote access to the NR9581/9681
on handheld devices. By integrating all of the components together using VIVOTEK’s
NR9581/9681, network cameras, VAST, and iViewer software, users can realize a fully-featured
and robust next-generation surveillance system. This ingenious NVR also features the remote
management capability with a full range of server/client structures and thus is capable for robust
and diverse applications.

Special Features

e Runs on embedded Windows

e 2U Rack Mount Design

e RAID 0, 1, 5, 6, 10, 50, 60 in virtual drive storage configurations
e 8 x HDD Tray, for a max. capacity of 48TB

e 2 x Gigabit RJ45 Ethernet ports

e 8 x USB Port (2 x Front / 6 x Back)

e Size: 437 mm (W) x 648 mm (D) x 89 mm (H)

e 64-CH Live View & 16-CH Synchronous Playback

e H.265/H.264/ MPEG-4

e PTZ Support

e Snapshot / Export Media

e PiP Video Control

e Bookmark Design

e Fast Configuration Backup / Restore

e Pre-installed VIVOTEK VAST Central Management Software*
e Full Integration with VIVOTEK Network Cameras

e VIVOTEK iViewer Support (i0S/Android)



Safety

Connect the system to an earthed main power outlet.

Never open the housing of the power supply unit.

Install and operate the system only in a dry, weather-proof location.

Observe the following safety factors:

+ Is there visible damage to the system or power cord

+ Is the system operating correctly.

+ Has the system been exposed to rain or moisture

+ Has the system been in a long storage under harsh conditions or exposed to
unconforming stress.

The relevant electrical engineering regulations must be complied with at all times during
installation.

Ensure that all maintenance and repair work is handled by qualified personnel such as
electrical engineers or network specialists.

Read this manual before installing or operating the system. The documentation contains
important safety instructions about permitted uses.

The rated AC input is: 100-240V, 11-3.5A, 60-50Hz; the max. output power: 740W.

If a fault occurs, disconnect the power cord from the power supply.

Do not install the system close to heaters or other heat sources. Avoid locations with direct
sunlight.

All ventilation openings must be not be blocked.

Use only the cables shipped with system or use appropriate cables that can withstand elec-
tromagnetic interference.



Installation Instructions

Warning:
Read the installation instructions before connecting the system to the power source.

Warning:
This product relies on the building’s installation for short-circuit (overcurrent) protection.
Ensure that the protective device is rated not greater than: 250V, 20 A.

Warning:

The system must be disconnected from all sources of power and the power cord.re-
moved from the power supply module(s) before accessing the chassis interior to install or
remove system components.

Warning:
Only trained and qualifiedpersonnel should be allowed to install, replace, or service this
equipment.

Warning:

This unit is intended for installation in restricted access areas. A restricted access area
can be accessed only through the use of a special tool, lock and key, or other means of
security. (This warning does not apply to workstations).

Warning:

There is the danger of explosion if the battery is replaced incorrectly. Replace the bat-
tery only with the same or equivalent type recommended by the manufacturer. Dispose of
used batteries according to the manufacturer’s instructions.

Warning:
This unit might have more than one power supply connection. All connections must be re-
moved to de-energize the unit.

Warning:
Hazardous voltage or energy is present on the backplane when the system is operating.
Use caution when servicing.

Warning:
Installation of the equipment must comply with local and national electrical codes.

Warning:
Ultimate disposal of this product should be handled according to all national laws and
regulations.

Warning:

The fans might still be turning when you remove the fan assembly from the chassis. Keep
fingers,screwdrivers, and other objects away from the openings in the fan assembly’s
housing.
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Warning:

When installing the product, use the provided or designated connection cables, power
cables and AC adaptors. Using any other cables and adaptors could cause a malfunction
or a fire.Electrical Appliance and Material Safety Law prohibits the use of UL or CSA -cer-
tified cables (that have UL/CSA shown on the code) for any other electrical devices than
products designated by the manufacturer only.

User's Manual - 13




Physical Description
() Front View

Control Panel
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Control Panel buttons and LEDs
ey Power failure LED Flashes to indicate a power failure.
Ui
o Status LED Status Description
@ Constant on and red An overheat condition. (e.g., by cable
congestion)
Blinking red (1 Hz) Fan failure: check for an inoperable
fan.
Blinking red (0.25 Hz)  |Power failure: check for an inoperative
power supply.
Solide blue Local UID has been activated. Use
this button to locate the serverin a
rack environment.
Blinking blue (300 msec)|Remote UID has been activated. Use
this button to locate the server from a
remote site.
_ NIC2 Indicates network activity on GLAN2 when flashing.
_ NIC1 Indicates network activity on GLAN1 when flashing.
- HDD Indicates activity on the SAS/SATA drives when flashing.
N Power Indicates power is being supplied to the system power supply
- @ - units. This LED should normally be lit when the system is
operating.




Control Panel buttons and LEDs

Reset This button is used to reboot the system.

Power The main power switch is used to apply or remove power from
the power supplies to the server. Turning off system power
using this button removes the main power but keeps standby
power supplied to the system. You must unplug the system
before servicing components inside the chassis.

Drive Tray LEDs

Green When lit, indicates drive activity. Blinking indicates the drive is being
accessed.
Red Red indicates a SAS/SATA drive failure.
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AC100~240V
50/60Hz, 11-3.5A

RAID card

Make sure you
connect both power
supplies to the mains.

USB 3.0 and 2.0
VGA, DVI, Display
port, HDMI
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/\ IMPORTANT:

It is important to leave a clearance of 76cm to the rear side of the chassis. The clearance is re-
quired to ensure an adequate airflow through the chassis to ventilate heat. A 64cm clearance is

also required on the front of the chassis.

To ensure normal operation, maintain ambient airflow. Do not block the airflow around chassis
such as placing the system in a closed cabinet.
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Rack-mounting

A IMPORTANT:

If you have either a round-holed or square-holed rack, install cage nuts or clip nuts to the
desired positions on the rack posts.

The instructions below are based on the installation to a 4-post equipment rack.

1. Remove the inner rails from the slide rail assembly. Pull the inner rail out of the assembly
untill it is fully extended and press the retention tab to release the inner rail.

Middle Rail

Inner Rail



2. Secure the inner rails to the sides of the chassis using the included screws. Slide the inner
rails forward until they are locked into position. Secure the inner rails each with a screw.




3. Press the locking tab and push the middle rail back into the slide rail assembly.

4. Attach the slide rails to the front rack post by hanging them to the rack holes. You may secure
them with screws.

Optional
Screws

W
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5. Extend the rails as necessary, and repeat the previous step to hang the slide rails to four rack
posts.

/&
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6. Pull the middle rail out of the front end, and make sure the ball bearing shuttle is locked at the
front of the middle rail.

Align the tips of the inner rails with
the middle rails, and then push the
chassis until it clicks into the slide
rails.

Ball Bearing
Shuttle

Press the locking tabs on both sides of the chassis simultaneously and push the chassis into the
rack cabinet.



7. If additional security is required, secure the chassis handles to the front rack posts (optional).

Screw

I 77
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Complete




Installing Hard Disk Drives

/N IMPORTANT:
+ Refer to VIVOTEK's website for the hard disk compatibility information.

» Avoid touching the hard drive's circuit board or connector pins. Doing so can damage the
hard drive by electro-static discharge.

1. Remove drive trays from the chassis. Push the release tab to the side, the tray lever will pop
out. Pull the lever to remove drive trays.




2. Use a Phillips screwdriver to remove screws from the side and then remove the plastic
Dummy Drive.

Drive Carrier

It is recommended to wear an anti-static wrist
strap when handling hard drives.

ESD

3. Install hard drives by driving screws from the sides. When done, gently install the drive trays
into the chassis.

SAS/SATA
Hard Drive

Drive Carrier \




Connecting Interfaces

Refer to page 15 for the interface connections.

1. Make sure all cameras have been properly installed, either they are powered by 12V power
lines or using one or several PoE switches. Refer to the cameras' documentation for details.

2. Connect all other interfaces to USB mouse/keyboard, one or two monitors, and audio input/
output devices.

3. Make sure you connect both power supplies to power mains.

Initial Configuration

1. Power up the system by pressing the power on button.

A4

©

e

=8
00

2. Skip the BIOS screens and select Enter NVR at the selection screen. The system will start.
Wait for the start-up process to complete.

1 Restore to default

0 Enter NVR .
2 Reboot

3 Shutdown

A IMPORTANT:

*  When restored to default, the default password is "admin."

* Once restored to default, you need to manually reboot the system again.



)

RAID5/6/10 Virtual Drive
N @ @
}g @

All hard drives will be combined into one or more drive groups, and the capacities of these
drive drive will be utilized to form one or more virtual drives. The video feeds from the network
cameras will be recorded to the virtual drive(s).

@

Drive Group

-
-

f
—

Recording will not take place unless you create a virtual drive first. You can select RAID5,
RAIDG, or RAID10 as the RAID level during the configuration process.

If you have the maximum of 64 channels, it is recommended you create a RAID5 drive group
consisting of 8 hard drives. You then create two Virtual Drives, with 32 cameras configured into
a Recording Group and a Virtual Drive assigned to each Recording Group. As shown below, try
divide the work load into two Virtual Drives when you have more than 32 channels.

32 CH Recording Group 32 CH Recording Group
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1. The system will boot up to the system main screen. Double-click on the RAID Config shortcut
to start the MegaRAID storage configuration utility.

Vol ALY Fherweos Siane Cyrern Shans

==

A .
&
E

@

Languape

X2

2. Select the default server, namely, the Windows 7 server running on this machine. Click Login
to begin your configuration.

= = LS

3. Enter VIVOTEK as the User Name. By default, there is no preset password. Click Login to
proceed.
LSI¢

Server : 192,168.6.203

Use your Operating 5 @

and password to login
User Name: 'VIVOTEK
Password: |
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4. A Dashboard view will appear. Click the Logical tab.
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5. Left-click to select the AVAGO MegaRAID controller, and then right-click to display a
command menu.
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6. Click on Create Virtual Drive.

¢
i
|
i

e w3 e g E R e

£

7. The Create Virtual Drive wizard will start. Click to select the Advanced mode. Then click the
Next button to proceed.

é A

LSk
This wizard will help you quickly create virtual drives.
Choose how to create the virtual drive:
() Smple
mﬁfa_iﬁlzdmnbaofsemgsmdhave the system pick drives for you. This is the easiest way to create a

Choose additional settings and customize virtual drive creation. This option provides greater flexibility when creating
virtual drives for your specific requirements.

!
:
k

[ teb ]
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8. Select a RAID level, and then select multiple disk drives as the members of your drive group.
Left-click to select a disk drive, and click Add to add it to group. You do not need to select the
Data protection option.

3 Create Drive Group - Drive Group Settings @
M .s-
LSI

Create the drive group by specifying the RAID rive security method.
RAID level:
RAID 5 - This RAID level is suitable for multi-user environments(database

L | MR or file system) with large IO size and high proportion of read activity.

Drive security method:

Drive security will make the virtual drive secure by applying encryption logic to

Select
= underlying data in the drive.
Data protection:

Disable - Data Protection is a guard that detects corruption of data on media; thereby preventing

system errors caused by silent data corruption (SDC).

Select unconfigured drivm ? Drive groups:

AVAGO 3108 MegaRAID{Bus 2,Dev 0)

Drive Type Capa

& Backplane (252), Slot: 0 |SATA  [2.729 A

2 Backplane (252), Slot: 1 SATA 2729 (=

2 Backplane (252), Slo{Backplane (252), Slot: 0
=23 Radnlana MICN Clad 3 CATA n Ta
4 nr 2

Refer to the next section: RAID Basics on page 41, for details about RAID levels.

9. Click on the Drive Group 0 entry you have just configured. The Create Drive Group button
will become available. Click Next to proceed.

3 Create Drive Group - Drive Group Settings @

Create the drive group by spedfying the RAID level and Drive security method.

RAID level:

RAID 5 _?R_IE [ This RAID level i; suitable for .mult'-use.r envirg)
BRIl or file system) with large 10 size and high pr

Drive security method:

Drive security will make the virtual drive se

Select
- underlying data in the drive.

Data protection:
Disable

Data Protection is a guard that detects corr
system errors caused by silent data corruptiol

Select unconfigured drives: Drive groups:

Drive Type Capa...

Backplane (25
Backplane (252), Slot: 1: SATA: 2.7

P ; Backplane (252), Slgt: 2: SATA: 931
] I 3 - ] 1 /}\ 3

1

l Cancel H Back H Next




9. Select the following key parameters:
Initialization State: Fast Initialization, Strip size: 64KB, RAID policy: No Read Ahead,
Write policy: Always Write Back.

These are important parameters to the disk array performance, and have to be correctly
configured. Click Create Virtual Drive.

a Create Virtual Drive - Virtual drive settings — ﬁ

|
LS

Spedfy parameters for the new virtual drive. Drive groups:

B@ AVAGO 3108 MegaRAID(Bus 2,Dev 0)

515 GrouoD: RAID 0: Avaible Capacity: 3,636 T

Virtual drive name: |\VD_0

Capacity: 3,638+ Units: [TB + |

Fast Initialization
64 KB
No Read Ahead

Always Write Back

Initialization state: | Fast Initialization - |

Strip size: 64KB

Read policy: :No Read Ahead -

Write policy: :Always Write Back =

1f0 policy: Direct1o - |
Access policy: :Read Write

Disk cache policy: :Disabled -

10. Click Yes to leave the Write Back concern message.

Always Write Back Selected @

Always Write Back mode provides optimal performance, but data loss will
l % occurif there is a power failure and no cache battery installed or the battery
is failed or discharged.

Are you sure you want to select Always Write Back mode?

Ves %\No |

~~
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11. The wizard may prompt for another virtual drive. Multiple virtual drives can be created from a
physical drive group. Since we only need one virtual drive in this configuration, click to select
the Virtual Drive 0,VD_0, and then click Next to proceed.

3 LSI:¢

RS
Spedify parameters for the new virtual drive. Drive groups:

Virtual drive name: 4@ AVAGO 3108 MegaRAID Bus 2ev 3
Capadty: Urits: _
Initialization state:
svo
s
o
sossr
.
ook ot

Update Virtual Drive Create Virtual Drive Remove Virtual Drive ?

f: 0 Bytes

12. The virtual drive is instantly created. Click OK, and then click Finish to close the wizard. You
can then terminate the MegaRAID utility.

— s

e

Review the summary and go bad o you need tn male eorections. The wirtual drive(s) vwil be oreated when you dick finish,
‘Summary!

Oriwe group nase Drive Groud
FAID Level: PAID 5
Mumber of drives uzed, 4

Ortve Secur] ty sethod;
Dats Protection,

pa
1o%al capacity: o Th vitdal i) i ety e
Wirtusl drive 1 nemse:

e ——
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13. Double-click on the Disk Management shortcut on the desktop to open the utility.

Contrel Canter Dk Stakuy Netweri St Syater Statm

¢ € & m

Irrgsset | Exsert Uity
Spterd ﬂ etad Langunge
X2
Contrgd RAID Cariy
14. The virtual drive you created should appear as a new disk partition. You need to initialize

and format the partition before using the disk capacity. Left-click to select and then right-click
to display the command menu. Click Initialize Disk to proceed.

[ —_—

Lot akall Eli-1 3%

| otuma limyost  [Type | -

=] fmgls Gamic | FATH Flaaky (A 039 G G n% Fa 0%
a4 [ ] Mkt (L. BE3 OB MO W to o
jo= Ty S it FatT Hash®y F_  LETGE ElIME A% Mo %

Initialize Disk |

Offline
Detach VHD
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15. Select GPT (GUID Partition Table), and then click OK to proceed. This window may
automatically pop up when Disk Management is started.

Initialize Disk ==

You must intialize a disk before Logical Disk Manager can access it.
Select disks:
[+ Disk 2

Ilze t \ng partition style for the selected disks:

%er Boot Record)
@ GPT (GUID Parttion Tahle}< G PT

Mote: The GFT partition style is not recognized by all previous vergjons of
Windows. It is recommended for disks larger than 2TE. or dj an
tanium-+based computers.

| oK | Cancel |

16. Once initialized, you can create a new volume. Right-click to display the New Simple
Volume command. Click to proceed.

4 Disk 0 e

Basic )
59.63 GB 10,00 GB FAT32 49,562 GB NTFS
Online Healthy {Active, Primary Partition) Healthy (System, Boot, Primary Partition)

== Disk 1 |

Removable (D)
1.87 GB 1.87 GB FAT
Online Healthy (Primary Partition)

4 Disk 2 |

Basic
5588.00 GB 204800 GB
Online Unallocated

Mew Simple Volume...
Mew Spanned Volume...
Mew Striped Volume...
MNew Mirrored Volume...

MNew RAID-5 Volume...
Properties

Help

B Unallocated [l Primary partition



17. The New Simple Volume Wizard will prompt. Click Next to proceed.

Mew Simple Volurme Wizard @

Welcome to the New Simple
Volume Wizard

Thig wizard helps you create a simple volume on a disk.

A zimple volume can only be on a single disk.

To continue, click Nexd.

< Back [ Mext > [ Cancel ]

18. Leave the volume size unchanged. Click Next to proceed.

Mew Simple Volume Wizard IEI

Specify Volume Size
Choose a volume size that is between the maxdimum and minimum sizes.

Maximum disk space in MB: 5721982
Minimum disk space in MB: 8
Simple volume size in MB: 57215828

cBack | New? Cancel




19. On the Format Partition page, select the Allocation unit size as 64KB. \When done, click
Next to proceed.

Mew Simple Volume Wizard @

Format Partition
To store data on this partition, you must format it first.

Choose whether you want to format this volume, and if so, what settings you want to use.

() Do not format this volume

(@ Format this volume with the following settings:

File system: [NTFS "]
Allocation unit size: Default M
Volume label: 512

1024

Perform a quick format | 2048

[ Enable file and folder cor g?gg
16K

64KB ——= [

<Back || Net> | [ Cancel |

20. Click Finish to end the wizard.

Mew Simple Velume Wizard @

Completing the New Simple
Volume Wizard

You have successfully completed the New Simple Volume
Wizard.

You selected the following settings:

Volume type: Simple Volume
Disk selected: Disk 2 3
Volume size: 5721982 MB
Drive letter or path: E:

File system: NTFS
Alocation unit size: Default B
Volume label: New Volums i
Dhiirke frrmat- Yae

»

m

To close this wizard, click Finish.

<Back | Finish Cancel




21. The formatting process will run in the background. When done, the new volume shall be
indicated as a healthy new volume. Close the Disk Management window.

SIALE U FULLAR RaB FM ] 32 D BB NIES

Online Healthry [Active, Primary Partition) Hralthry [Systern, Boot, Primarny Partitior
ekl
Hernovable [D:)
157 &b LET GEFAT
Omlire Heslhy [Primary Partstion]
ANk 2
Basic
5587.88 GB SEATAT GR
Online Formatting
=Disk 1
Remaovable (D:)
1.8?. GB 1.57 GB FAT
Online Healthy (Primary Partition)
i Disk 2
Basic New Volume (E:)
558?.88 GB 5587.87 GB NTFS
Online Healthy (Primary Partition)

22. Start VIVOTEK LiveClient utility by double-clicking its shortbut. Enter admin and admin as
the User Name and default Password. You can change the password later in the utility. Click
Log in to proceed.

Lok

X2

€ & &
"'il"-!‘r I..' s

LreeChent Pk Service Import [ Export Uiy
4 VAST LiveClient
_ < B
3 Log in local station
i
Shegpherd Fie Marager Address: 12 -._ I |:|I |:| 1
| . Authentication: |Basic Account
B

=]
_J-_-‘ User Name: admin ad m i n
admin

Login ] I Cancel ‘ I Maore == ‘

Control Dk Management

Password: AL Ly
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23. Click Configuration > Station Settings > Recording Storage Settings.

System | Edit | View | Configuration | Layout | Help

Camera Management

Station Management...

Logical Tree View Management...

/O Box Management ’

User Management... FehA0ks /2009 11:3%'9'@00511:35:

Association Management...

Alarm Management... ’ , I {

Virtual Matrix Management
Search VivoCam Switches...

Station Settings General Settings
Client Settings Metwork Settings

Videe Enhancement iy = el
Recerding Schedule Settings
Scheduled Backup Settings
Server Settings

Relay 5ettings

24. Click on the Add Local Path button. Select the new local path displayed as D:/ or E:/ drive
(your new volume). Click OK to proceed.

7 Dt st ath iclar ik
Camerm n Storsge Graug ————— —
awailabile Camiras:
BT 1924
Mg Pl Meowors Comery 1924
e |_'is  Aenarse...
Eath: i
Stornages Inlormation
Totsh SSETAT  CHylss  Frees sEREL
Roeved TR L Givm
[ =
e =
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25. The selected Storage path will appear on the list along with its total, reserved, and Free
storage spaces information. Click Apply.

B
storsge Group: emme =] (@) ]

Fabu i Shrace e
[ (] (5] s
S —— Sierage Tnformalion
. | e A Gl
Foesereed: S34.08  GBytes
Froa 3587.61 GOytes
[ Dot revorded e okder fan 7 sy
e e s | raedaild
T P AR E8 OwlaibGeoup | T
Mege Pl birteot Camers BLHLEIE  Defalton
</ -

26. Open the Camera Management > Insert Camera or Batch Insert Cameras window.
Use the Search button to locate cameras in your local area network. Select and click Insert.
Select and insert all cameras of your choice in your deployment, and then close the Camera
Management window.

System | Edit | View | Configuration | Layout | Help

Insert Camera...
Update Camera...
Delete Cameras...
Batch Insert Cameras...
Camera Configuration...

Camera Management »

Station Management...

Logical Tree View Management...

""" A d 1/0 Box Management »
User Management...

Association Management...

Alarm Management...
Virtual Matrix Management 3
Search VivoCam Switches...

Station Settings 3
Client Settings
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27. You will return to the Live View window. By default, once cameras have been inserted and
the storage path is ready, the NVR starts recording the video streams. Note the red light icons
on the view cells. If red icons appear on the view cells, recording is taking place.
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Virtual Drive

28. You are done with the initial configuration. Refer to the rest of the manual for the configurable
options in the VAST management software.

% NOTE:

1. Cameras and the NVR must reside in the same subnet. Otherwise, the NVR will not be able
to recruit them into a recording configuration.

2. lItis recommended all network cameras use static IPs. If you let a DHCP server assign IPs to
these cameras, IPs may be changed later and the NVR may not recognize them.



RAID Basics

A IMPORTANT:

For a RAID volume configuration, it is recommended you use hard drives of the same model
featuring the same capacity and rotation speed. It is also preferred that these drives are running
the same version of firmware.

A Redundant Array of Independent Disks is an array, or group, of multiple independent physical
drives that provide high performance and fault tolerance. A RAID drive group improves 1/O
performance and reliability. The RAID drive group appears to the host computer as a single
storage volume or as multiple virtual units. An I/O transaction is expedited because several
drives can be accessed simultaneously.

A RAID drive group improves data storage reliability and fault tolerance compared to single drive
storage. Data loss resulting from a drive failure can be prevented by reconstructing missing data
from the remaining drives. The benefits of RAID come from the improvement of I/O performance
and the increased reliability.

What are the Virtual drives?
Virtual drives are drive groups that are available to the operating systems. The storage space in
a virrtual drive comes from all the members in the drive group.

The RAID functions available for virtual drives include:
Hot spare drives.

Drive group and virtual drive configurations.

Initializing one or more virtual drives.

Individual access to controllers, virtual drives, and disk drives.

Failed drive rebuild.

Verification of redundancy data in virtual drives using RAID levels 1, 5, 6, 10, 50, and 60.
Reconstructing virtual drives after the RAID levels or adding a drive to a drive group.
Indepently selecting a host controller to work for.

RAID configuration components
B Drive group: a group of physical drives. These drives will be managed in partitions known as
virtual drives.
W Virtual drive: a partition in a drive group made of continguous data segments from the
individual disk drives. A virtual drive can consist of the following components:
B An entire drive group.
B More than one entire drive group.
W A part of drive group.
B Parts of more than one drive group.
B A combination of any two of the conditions above.



RAID Fault Tolerance

RAID level No. of tolerable drive failure
0 No fault tolerance
1 1, each drive group
5 1
6 2
10 multiple, as long as each failure is in a separate drive group
50 1 in each drive group
60 2 in each drive group

For example, if disk failure occurs in different drive groups, a RAID10 configuration can
tolerate multiple drive failures. In each RAID1 drive group, data is mirrored to a counterpart
disk drive. Data remains intact if one disk drive should fail in each drive group.

RAID10

RAIDO

N\
RAID1 RAID1 RAID1 RAID1 RAID1 RAID1

Consistency Check

The consistency check operation verifies the correctness of the data in virtual drives that use
RAID levels 1, 5, 6, 10, 50, and 60. RAIDO does not provide data redundancy. In a system with
parity, check consistency means calculating the data on one drive and comparing the results to

the contents of the parity drive.



Background Initialization

Background initialization is a check for media errors on the drives when you create a virtual
drive. It is an automatic operation that starts five minutes after you create a virtual drive. This
check ensures that striped data segments are the same on all of the drives in the drive group.

Background initialization is similar to a consistency check. The difference between the two is
that a background initialization is forced on new virtual drives and a consistency check is not.

New RAID 5 virtual drives and new RAID 6 virtual drives require a minimum number of drives
for a background initialization to start. If fewer drives exist, the background initialization does not
start. The background initialization needs to be started manually. The following number of drives
are required:

B New RAID 5 virtual drives must have at least five drives for background initialization to start.
B New RAID 6 virtual drives must have at least seven drives for background initialization to
start.

The default and recommended background initialization rate is 30 percent. Before you change
the rebuild rate, you must stop the background initialization or the rate change will not affect the
background initialization rate. After you stop background initialization and change the rebuild
rate, the rate change takes effect when you restart background initialization.2.1.7Patrol Read

Disk Striping

Disk striping lets you write data across multiple drives instead of just one drive. Disk striping
involves partitioning each drive storage space into stripes that can vary in size from a minimum
of 64 KB to 1 MB for MegaRAID controllers and 64 KB for Integrated MegaRAID controllers. The
LSISAS2108 controller allows stripe size from 8 KB to 1 MB. These stripes are interleaved in

a repeated sequential manner. The combined storage space is composed of stripes from each
drive. It is recommended that you keep stripe sizes the same across RAID drive groups.

For example, in a four-disk system using only disk striping (used in RAID level 0), segment 1 is
written to disk 1, segment 2 is written to disk 2, and so on. Disk striping enhances performance
because multiple drives are accessed simultaneously, but disk striping does not provide data
redundancy.

Segment 1 Segment 2 Segment 3 Segment 4
Segment 5 Segment 6 Segment 7 Segment 8
Segment 9 Segment 10 Segment 11 Segment 12



Stripe Width
Stripe width is the number of drives involved in a drive group where striping is implemented. For
example, a four-disk drive group with disk striping has a stripe width of four.

Stripe Size

The stripe size is the length of the interleaved data segments that the RAID controller writes
across multiple drives, not including parity drives. For example, consider a stripe that contains

1 MB of drive space and has 64 KB of data residing on each drive in the stripe. In this case, the
stripe size is 1 MB and the strip size is 64 KB.

Strip Size
The strip size is the portion of a stripe that resides on a single drive.

Disk Mirroring

With disk mirroring (used in RAID 1 and RAID 10), data written to one drive is simultaneously
written to another drive. The primary advantage of disk mirroring is that it provides 100 percent
data redundancy. Because the contents of the disk are completely written to a second disk, data
is not lost if one disk fails. In addition, both drives contain the same data at all times, so either
disk can act as the operational disk. If one disk fails, the contents of the other disk can run the
system and reconstruct the failed disk.

Disk mirroring provides 100 percent redundancy, but it is expensive because each drive in the
system must be duplicated. The following figure shows an example of disk mirroring.

Segment 1 Segment 1 Duplicated
Segment 2 Segment 2 Duplicated
Segment 3 Segment 3 Duplicated
Segment 4 Segment 4 Duplicated

3_01080-00

Parity

Parity generates a set of redundancy data from two or more parent data sets. The redundancy
data can be used to reconstruct one of the parent data sets in the event of a drive failure. Parity
data does not fully duplicate the parent data sets, but parity generation can slow the write
process. In a RAID drive group, this method is applied to entire drives or stripes across all of the
drives in a drive group. The types of parity are described in the following table.



Parity Type Description

Dedicated The parity data on two or more drives is stored on an additional disk.

Distributed The parity data is distributed across more than one drive in the system.

A RAID 5 drive group combines distributed parity with disk striping. If a single drive fails, it can
be rebuilt from the parity and the data on the remaining drives. An example of a RAID 5 drive
group is shown in the following figure. A RAID 5 drive group uses parity to provide redundancy
for one drive failure without duplicating the contents of entire drives. A RAID 6 drive group also
uses distributed parity and disk striping, but adds a second set of parity data so that it can
survive up to two drive failures.

Segment 1 Segment 2 Segment 3 Segment 4 Segment 5 Parity (1 to 5)
Segment 7 Segment 8 Segment 9 Segment 10 Parity (6 to 10) Segment 6
Segment 13 Segment 14 Segment 15 Parity (11 to 15) Segment 11 Segment 12
Segment 19 Segment 20 Parity (16 to 20) Segment 16 Segment 17 Segment 18
Segment 25 Parity (21 to 25) Segment 21 Segment 22 Segment 23 Segment 24
Parity (26 to 30) Segment 26 Segment 27 Segment 28 Segment 29 Segment 30

Disk Spanning

Disk spanning allows multiple drives to function like one big drive. Spanning overcomes lack
of disk space and simplifies storage management by combining existing resources or adding
relatively inexpensive resources. For example, four 20-GB drives can be combined to appear
to the operating system as a single 80-GB drive.Spanning alone does not provide reliability or
performance enhancements. Spanned virtual drives must have the same stripe size and must
be contiguous. In the following figure, RAID 1 drive groups are turned into a RAID 10 drive

group.

Can Be Accessed As
One 120-GB Drive

Can Be Accessed As
One 120-GB Drive

o ———— = ——
o ———— = ——

N N

Spanning two contiguous RAID 0 virtual drives does not produce a new RAID level or add
fault tolerance. It does increase the capacity of the virtual drive and improves performance by
doubling the number of spindles.

Spanning for RAID 00, RAID 10, RAID 50, and RAID 60 Drive Groups

The following table describes how to configure RAID 00, RAID 10, RAID 50, and RAID 60
drive groups by spanning. The virtual drives must have the same stripe size and the maximum
number of spans is 8. The full drive capacity is used when you span virtual drives; you cannot
specify a smaller drive capacity.



Level Description

00 Configure a RAID 00 by spanning two or more contiguous RAID 0 virtual drives, up to the
maximum number of supported devices for the controller.
10 Configure RAID 10 by spanning two or more contiguous RAID 1 virtual drives, up to

the maximum number of supported devices for the controller. A RAID 10 drive group
supports a maximum of 8 spans. You must use an even number of drives in each RAID
virtual drive in the span. The RAID 1 virtual drives must have the same stripe size.

50 Configure a RAID 50 drive group by spanning two or more contiguous RAID 5 virtual
drives. The RAID 5 virtual drives must have the same stripe size.
60 Configure a RAID 60 drive group by spanning two or more contiguous RAID 6 virtual

drives. The RAID 6 virtual drives must have the same stripe size.

Hot Spares

A hot spare is an extra, unused drive that is part of the disk subsystem. It is usually in Standby
mode, ready for service if a drive fails. Hot spares let you replace failed drives without system
shutdown or user intervention. The MegaRAID SAS RAID controllers can implement automatic
and transparent rebuilds of failed drives using hot spare drives, which provide a high degree of
fault tolerance and zero downtime.

The RAID management software lets you specify drives as hot spares. When a hot spare is
needed, the RAID controller assigns the hot spare that has a capacity closest to and at least as
great as that of the failed drive to take the place of the failed drive. The failed drive is removed
from the virtual drive and marked ready awaiting removal after the rebuild to a hot spare begins.
You can make hot spares of the drives that are not in a RAID virtual drive.

You can use the RAID management software to designate the hot spare to have enclosure
affinity, which means that if drive failures are present on a split backplane configuration, the hot
spare will be used first on the backplane side in which it resides.If the hot spare is designated as
having enclosure affinity, it tries to rebuild any failed drives on the backplane in which it resides
before rebuilding any other drives on other backplanes.

The hot spare can be of two types:
* Global hot spare
* Dedicated hot spare

Global Hot Spare

Use a global hot spare drive to replace any failed drive in a redundant drive group as long as
its capacity is equal to or larger than the coerced capacity of the failed drive. A global hot spare
defined on any channel should be available to replace a failed drive on both channels.

Dedicated Hot Spare

Use a dedicated hot spare to replace a failed drive only in a selected drive group. One or more
drives can be designated as a member of a spare drive pool. The most suitable drive from the

pool is selected for failover. A dedicated hot spare is used before one from the global hot spare
pool.



Hot spare drives can be located on any RAID channel. Standby hot spares (not being used in
RAID drive group) are polled every 60 seconds at a minimum, and their status made available
in the drive group management software. RAID controllers offer the ability to rebuild with a disk
that is in a system but not initially set to be a hot spare.

Observe the following parameters when using hot spares:

* Hot spares are used only in drive groups with redundancy: RAID levels 1, 5, 6, 10, 50, and
60.

* Ahot spare connected to a specific RAID controller can be used to rebuild a drive that is
connected only to the same controller.

* You must assign the hot spare to one or more drives through the controller BIOS or use drive
group management software to place it in the hot spare pool.

* Ahot spare must have free space equal to or greater than the drive it replaces. For example,
to replace a 500-GB drive, the hot spare must be 500-GB or larger.

Disk Rebuilds

When a drive in a RAID drive group fails, you can rebuild the drive by re-creating the data that
was stored on the drive before it failed. The RAID controller re-creates the data using the data
stored on the other drives in the drive group. Rebuilding can be performed only in drive groups
with data redundancy, which includes RAID 1, 5, 6, 10, 50, and 60 drive groups.

The RAID controller uses hot spares to rebuild failed drives automatically and transparently,

at user-defined rebuild rates. If a hot spare is available, the Rebuild operation can start
automatically when a drive fails. If a hot spare is not available, the failed drive must be replaced
with a new drive so that the data on the failed drive can be rebuilt.

The failed drive is removed from the virtual drive and marked ready awaiting removal when the
Rebuild operation to a hot spare begins. If the system goes down during a Rebuild operation,
the RAID controller automatically resumes the rebuild after the system reboots.

NOTE:

When the Rebuild operation to a hot spare begins, the failed drive is often removed from

the virtual drive before management applications detect the failed drive. When this removal
occurs, the event logs show the drive rebuilding to the hot spare without showing the failed
drive. The formerly failed drive will be marked as ready after a Rebuild operation begins to a
hot spare. If a source drive fails during a rebuild to a hot spare, the Rebuild operation fails,
and the failed source drive is marked as offline. In addition, the rebuilding hot spare drive

is changed back to a hot spare. After a Rebuild operation fails because of a source drive
failure, the dedicated hot spare is still dedicated and assigned to the correct drive group, and
the global hot spare is still global.

An automatic drive Rebuild operation will not start if you replace a drive during a RAID-level
migration. The Rebuild operation must be started manually after the expansion or migration
procedure is complete. (RAID-level migration changes a virtual drive from one RAID level to
another.)



Hot Swap

A hot swap is the manual replacement of a defective drive unit while the computer is still
running. When a new drive has been installed, a Rebuild operation occurs automatically if these
situation occurs:

+ The newly inserted drive is the same capacity as or larger than the failed drive.

+ The newly inserted drive is placed in the same drive bay as the failed drive it is replacing.

The RAID controller can be configured to detect the new drives and rebuild the contents of the
drive automatically.

Drive States

A drive state is a property indicating the status of the drive. The drive states are described in the
following table.

Parity Type Description

Online A drive that can be accessed by the RAID controller and is part of the virtual drive.

Unconfigured Good A drive that is functioning normally but is not configured as a part of a virtual drive or as a
hot spare.

Hot Spare A drive that is powered up and ready for use as a spare in case an online drive fails.

Failed A drive that was originally configured as Online or Hot Spare, but on which the firmware
detects an unrecoverable error.

Rebuild A drive to which data is being written to restore full redundancy for a virtual drive.

Unconfigured Bad A drive on which the firmware detects an unrecoverable error; the drive was Unconfigured
Good or the drive could not be initialized.

Missing A drive that was Online but which has been removed from its location.

Offline A drive that is part of a virtual drive but which has invalid data as far as the RAID
configuration is concerned.

Shield State An interim state of physical drive for diagnostic operations.

Copyback A drive that has replaced the failed drive in the RAID configuration.




Virtual Drive States
The virtual drive states are described in the following table.

Parity Type Description
Online The virtual drive operating condition is good. All configured drives are online.
Degraded The virtual drive operating condition is not optimal. One of the configured drives has

failed or is offline.
The operating condition in a RAID 6 virtual drive is not optimal. One of the configured

drives has failed or is offline. A RAID 6 drive group can tolerate up to two drive failures.

Partial Degraded

Failed The virtual drive has failed.
Offline The virtual drive is not available to the RAID controller.
Beep Codes

An alarm sounds on the MegaRAID controller when a virtual drive changes from an optimal
state to another state, when a hot spare rebuilds, and for test purposes.

drives

Parity Type Virtual Drive State Beep Code

RAID 0 virtual drive loses a virtual drive |Offline 3 seconds on and 1 second off
RAID 1 virtual drive loses a mirror drive |Degraded 1 second on and 1 second off
RAID 1 virtual drive loses both drives Offline 3 seconds on and 1 second off
RAID 5 virtual drive loses one drive Degraded 1 second on and 1 second off
RAID 5 virtual drive loses two or more  |Offline 3 seconds on and 1 second off

RAID 6 virtual drive loses one drive

Partially degraded

1 second on and 1 second off

RAID 6 virtual drive loses two drives Degraded 1 second on and 1 second off
RAID 6 virtual drive loses more than two |Offline 3 seconds on and 1 second off
drives

A hot spare completes the Rebuild B/A 1 second on and 3 seconds off
process and is brought into a drive group

A copy back occurs after a Rebuild Optimal 1 second on and 3 seconds off

operation completes

RAID Levels

The RAID controller supports RAID levels 0, 00, 1, 5, 6, 10, 50, and 60. The supported RAID
levels are summarized in the following section.

In addition, the RAID controller supports independent drives (configured as RAID 0 and RAID 00
drive groups) The following sections describe the RAID levels in detail.

Summary of RAID Levels

A RAID 0 drive group uses striping to provide high data throughput, especially for large files in
an environment that does not require fault tolerance.

A RAID 1 drive group uses mirroring so that data written to one drive is simultaneously written
to another drive. The RAID 1 drive group is good for small databases or other applications that
require small capacity but complete data redundancy.



A RAID 5 drive group uses disk striping and parity data across all drives (distributed parity) to
provide high data throughput, especially for small random access.A RAID 6 drive group uses
distributed parity, with two independent parity blocks per stripe, and disk striping.

A RAID 6 virtual drive can survive the loss of any two drives without losing data. A RAID 6 drive
group, which requires a minimum of three drives, is similar to a RAID 5 drive group. Blocks of
data and parity information are written across all drives. The parity information is used to recover
the data if one or two drives fail in the drive group.

A RAID 00 drive group is a spanned drive group that creates a striped set from a series of
RAID 0 drive groups.A RAID 10 drive group, a combination of RAID 0 and RAID 1 drive groups,
consists of striped data across mirrored spans.

A RAID 10 drive group is a spanned drive group that creates a striped set from a series of
mirrored drives. A RAID 10 drive group allows a maximum of 8 spans. You must use an even
number of drives in each RAID virtual drive in the span. The RAID 1 virtual drives must have
the same stripe size. A RAID 10 drive group provides high data throughput and complete data
redundancy but uses a larger number of spans.

A RAID 50 drive group, a combination of RAID 0 and RAID 5 drive groups, uses distributed
parity and disk striping. A RAID 50 drive group is a spanned drive group in which data is striped
across multiple RAID 5 drive groups. A RAID 50 drive group works best with data that requires
high reliability, high request rates, high data transfers, and medium-to-large capacity.

% NOTE

Having virtual drives of different RAID levels, such as RAID Level0 and RAID Level5, in the
same drive group is not allowed. For example, if an existing RAIDS5 virtual drive is created out
of partial space in an array, the next virtual drive in the array has to be RAID Level 5 only.

A RAID 60 drive group, a combination of RAID level 0 and RAID Level 6, uses distributed parity,
with two independent parity blocks per stripe in each RAID set, and disk striping. A RAID 60
virtual drive can survive the loss of two drives in each of the RAID 6 sets without losing data. A
RAID 60 drive group works best with data that requires high reliability, high request rates, high
data transfers, and medium-to-large capacity.

% NOTE

The MegaSR controller supports the standard RAID levels — RAIDO, RAID1, RAID5, and
RAID10. The MegaSR controller comes in two variants, SCU and AHCI, both supporting a
maximum of eight physical drives. A maximum of eight virtual drives can be created (using
RAIDO, RAID 1, RAID5, and RAID10 only) and controlled by the MegaSR controller. One
virtual drive can be created on an array (a maximum of eight if no other virtual drives are
already created on the MegaSR controller), or you can create eight arrays with one virtual
drive each. However, on a RAID10 drive group, you can create only one virtual drive on a
particular array.



RAID 0 Drive Groups

A RAID 0 drive group provides disk striping across all drives in the RAID drive group. A RAIDO
drive group does not provide any data redundancy, but the RAID 0 drive group offers the best
performance of any RAID level. The RAID 0 drive group breaks up data into smaller segments,
and then stripes the data segments across each drive in the drive group. The size of each data
segment is determined by the stripe size. A RAID 0 drive group offers high bandwidth.

By breaking up a large file into smaller segments, the RAID controller can use both SAS

drives and SATA drives to read or write the file faster. A RAID 0 drive group involves no parity
calculations to complicate the write operation. This situation makes the RAID 0 drive group ideal
for applications that require high bandwidth but do not require fault tolerance. The following
table provides an overview of the RAID 0 drive group. The following figure provides a graphic
example of a RAID 0 drive group.

% NOTE

RAID level 0 is not fault tolerant. If a drive in a RAID 0 drive group fails, the entire virtual drive (all drives
associated with the virtual drive) fails.

Uses Provides high data throughput, especially for large files.Any environment that does not
require fault tolerance.
Strong points Provides increased data throughput for large files.
No capacity loss penalty for parity.
Weak points Does not provide fault tolerance or high bandwidth.All data is lost if any drive fails.
Drives 1to 32

Segment 1 Segment 2

Segment 3 Segment 4
Segment 5 Segment 6

Segment 7 Segment 8




RAID 1 Drive Groups

In RAID 1 drive groups, the RAID controller duplicates all data from one drive to a second drive
in the drive group. A RAID 1 drive group supports an even number of drives from 2 through 32

in a single span. The

RAID1 drive group provides complete data redundancy, but at the cost

of doubling the required data storage capacity. The following table provides an overview of a
RAID1 drive group. The following figure provides a graphic example of a RAID1 drive group.

Uses

Use RAID 1 drive groups for small databases or any other environment that requires fault
tolerance but small capacity.

Strong points

Provides complete data redundancy.A RAID 1 drive group is ideal for any application that
requires fault tolerance and minimal capacity.

Weak points Requires twice as many drives.
Performance is impaired during drive rebuilds.
Drives 2 through 32 (must be an even number of drives)
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RAID 5 Drive Groups

A RAID 5 drive group
property of being odd

includes disk striping at the block level and parity. Parity is the data’s
or even, and parity checking is used to detect errors in the data. In RAID5S

drive groups, the parity information is written to all drives. A RAIDS drive group is best suited for
networks that perform a lot of small input/output (I/0O) transactions simultaneously.The following
table provides an overview of a RAIDS drive group. The following figure provides a graphic
example of a RAIDS drive group.

Uses

Provides high data throughput, especially for large files.

Use RAID 5 drive groups for transaction processing applications because each drive can
read and write independently.

If a drive fails, the RAID controller uses the parity drive to re-create all missing
information.Use also for online customer service that requires fault tolerance.Use for any
application that has high read request rates but random write request rates.

Strong points

Provides data redundancy, high read rates, and good performance in most environments.
Provides redundancy with lowest loss of capacity.

Weak points

Not well suited to tasks requiring lots of small writes or small block write operations.
Suffers more impact if no cache is used.

Drive performance is reduced if a drive is being rebuilt.

Environments with few processes do not perform as well because the RAID drive group
overhead is not offset by the performance gains in handling simultaneous processes.

Drives

3 through 32




Segment 1 Segment 2 Segment 3 Segment 4 Segment 5 Parity (1 to 5)

Segment 7 Segment 8 Segment 9 Segment 10 Parity (6 to 10) Segment 6

Segment 13 Segment 14 Segment 15 Parity (11 to 15) Segment 11 Segment 12
Segment 19 Segment 20 Parity (16 to 20) Segment 16 Segment 17 Segment 18
Segment 25 Parity (21 to 25) Segment 21 Segment 22 Segment 23 Segment 24
Parity (26 to 30) Segment 26 Segment 27 Segment 28 Segment 29 Segment 30

RAID 6 Drive Groups

A RAIDG drive group is similar to a RAID5 drive group (disk striping and parity), except that
instead of one parity block per stripe, there are two. With two independent parity blocks, A
RAIDG drive group can survive the loss of any two drives in a virtual drive without losing data.
A RAIDG drive group provides a high level of data protection through the use of a second
parity block in each stripe. Use a RAID6 drive group for data that requires a very high level of
protection from loss.

In the case of a failure of one drive or two drives in a virtual drive, the RAID controller uses the
parity blocks to re-create all of the missing information. If two drives in a RAIDG6 virtual drive fail,
two drive rebuilds are required, one for each drive. These rebuilds do not occur at the same
time. The controller rebuilds one failed drive, and then the other failed drive.The following table
provides an overview of a RAID6 drive group.

Uses Use for any application that has high read request rates but low random or small block
write rates.
Strong points Provides data redundancy, high read rates, and good performance in most environments.

Can survive the loss of two drives or the loss of a drive while another drive is being
rebuilt.Provides the highest level of protection against drive failures of all of the RAID
levels.Performance is similar to that of a RAID5 drive group.

Weak points Not well-suited to tasks requiring a lot of small and/or random write operations.A RAID 6
virtual drive must generate two sets of parity data for each write operation, which results
in a significant decrease in performance during write operations.

Drive performance is reduced during a drive Rebuild operation.Environments with
few processes do not perform as well because the RAID overhead is not offset by the
performance gains in handling simultaneous processes.

A RAIDG6 drive group costs more because of the extra capacity required by using two
parity blocks per stripe.

Drives 3 through 32

The following figure shows a RAIDG6 drive group data layout. The second set of parity drives is
denoted by Q. The P drives follow the RAIDS drive group parity scheme.

Segment 1 Segment 2 Segment 3 Segment 4 Parity (P1-P4) Parity (Q1-Q4)
Segment 6 Segment 7 Segment 8 Parity (P5-P8) Parity (Q5-Q8) Segment 5
Segment 11 Segment 12 Parity (P9-P12) Parity (Q9-Q12) Segment 9 Segment 10
Segment 16 Parity (P13-P16)  Parity (Q13—-Q16) Segment 13 Segment 14 Segment 15
Parity (P17-P20)  Parity (Q17-Q20) Segment 17 Segment 18 Segment 19 Segment 20

Note: Parity is distributed across all drives in the drive group.



RAID 00 Drive Groups

A RAID 00 drive group is a spanned drive group that creates a striped set from a series of
RAIDO drive groups. A RAIDOO drive group does not provide any data redundancy, but, along
with the RAIDO drive group, does offer the best performance of any RAID level. A RAIDOO drive
group breaks up data into smaller segments and then stripes the data segments across each
drive in the drive groups. The size of each data segment is determined by the stripe size. A
RAIDOQO drive group offers high bandwidth.

% NOTE

RAID level 00 is not fault tolerant. If a drive in a RAID 0 drive group fails, the entire virtual drive (all drives
associated with the virtual drive) fails.

By breaking up a large file into smaller segments, the controller can use both SAS drives and
SATA drives to read or write the file faster. A RAIDOO drive group involves no parity calculations
to complicate the write operation. This situation makes the RAIDOO drive group ideal for
applications that require high bandwidth but do not require fault tolerance. The following table
provides an overview of the RAIDOO drive group. The following figure provides a graphic
example of a RAID 00 drive group.

Uses Provides high data throughput, especially for large files.Any environment that does not
require fault tolerance.
Strong points Provides increased data throughput for large files.

No capacity loss penalty for parity.

Weak points Does not provide fault tolerance or high bandwidth.

All data lost if any drive fails.

Drives 2 through 256

~
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Segment7  Segment 8

Segment1  Segment 2 Segment3  Segment 4 Segment5  Segment 6

RAID 00

Segment9 Segment 10 Segment 11 Segment 12 Segment 13 Segment 14 Segment 15 Segment 16

Segment 17 Segment 18 Segment 19 Segment 20 Segment 21 Segment 22 Segment 23 Segment 24

e N o e o ——————

e N o e ——————




RAID 10

A RAID10 drive group is a combination of RAID level 0 and RAID level 1, and it consists of
stripes across mirrored drives. A RAID10 drive group breaks up data into smaller blocks and
then mirrors the blocks of data to each RAID1 drive group. The first RAID1 drive in each drive
group then duplicates its data to the second drive. The size of each block is determined by the
stripe size parameter, which is set during the creation of the RAID set. The RAID 1 virtual drives
must have the same stripe size.

Spanning is used because one virtual drive is defined across more than one drive group. Virtual
drives defined across multiple RAIDIevel 1 drive groups are referred to as RAID level 10, (1+0).

Data is striped across drive groups to increase performance by enabling access to multiple drive
groups simultaneously.

Each spanned RAID 10 virtual drive can tolerate multiple drive failures, as long as each failure
is in a separate drive group. If drive failures occur, less than total drive capacity is available.
Configure RAID 10 drive groups by spanning two contiguous RAID1 virtual drives, up to the
maximum number of supported devices for the controller. A RAID10 drive group supports a
maximum of 8spans, with a maximum of 32drives per span. You must use an even number of
drives in each RAID10 virtual drive in the span.

% NOTE

Other factors, such as the type of controller, can restrict the number of drives supported by RAID 10 virtual drives.

The following table provides an overview of a RAID10 drive group.

Uses Appropriate when used with data storage that needs 100 percent redundancy of mirrored
drive groups and that also needs the enhanced I/0O performance of RAID 0 (striped drive

groups.)

A RAID10 drive group works well for medium-sized databases or any environment that
requires a higher degree of fault tolerance and moderate-to-medium capacity.

Strong points Provides both high data transfer rates and complete data redundancy.
Weak points Requires twice as many drives as all other RAID levels except in RAID 1 drive groups.
Drives 4 to 32 in multiples of 4 — The maximum number of drives supported by the controller

(using an even number of drives in each RAID 10 virtual drive in the span).

In the following figure, virtual drive 0 is created by distributing data across four drive groups (drive groups 0
through3).
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RAID 50

A RAID50 drive group provides the features of both RAIDO and RAIDS drive groups. A RAID50
drive group includes both distributed parity and drive striping across multiple drive groups. A
RAIDS0 drive group is best implemented on two RAIDS drive groups with data striped across
both drive groups.

A RAID50 drive group breaks up data into smaller blocks and then stripes the blocks of data to
each RAIDS disk set. A RAIDS drive group breaks up data into smaller blocks, calculates parity
by performing an exclusive OR operation on the blocks, and then performs write operations

to the blocks of data and parity to each drive in the drive group. The size of each block is
determined by the stripe size parameter, which is set during the creation of the RAID set.

A RAID level 50 drive group can support up to eight spans and tolerate up to eight drive failures,
though less than total drive capacity is available. Though multiple drive failures can be tolerated,
only one drive failure can be tolerated in each RAID 5 level drive group.

The following table provides an overview of a RAID50 drive group.

Uses Appropriate when used with data that requires high reliability, high request rates, high
data transfer, and medium-to-large capacity.

Also used when a virtual drive of greater than 32 drives is needed.

Strong points Provides high data throughput, data redundancy, and very good performance.
Weak points Requires two times to eight times as many parity drives as a RAID 5 drive group.
Drives Eight spans of RAID 5 drive groups that contain 3 to 32 drives each (limited by the

maximum number of devices supported by the controller)
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RAID 60

A RAID 60 drive group provides the features of both RAID 0 and RAID 6 drive groups, and
includes both parity and disk striping across multiple drive groups. A RAIDG6 drive group supports
two independent parity blocks per stripe. A RAID 60 virtual drive can survive the loss of two
drives in each of the RAIDG6 drive group sets without losing data. A RAIDG0 drive group is best
implemented on two RAIDG6 drive groups with data striped across both drive groups.

A RAIDG60 drive group breaks up data into smaller blocks and then stripes the blocks of data to
each RAIDG6 disk set. A RAID6 drive group breaks up data into smaller blocks, calculates parity
by performing an exclusive-OR operation on the blocks, and then performs write operations to
the blocks of data and writes the parity to each drive in the drive group. The size of each block is
determined by the stripe size parameter, which is set during the creation of the RAID set.

A RAIDG0 drive group can support up to 8spans and tolerate up to 16 drive failures, though less
than total drive capacity is available. Two drive failures can be tolerated in each RAID 6 level
drive group.

Uses Provides a high level of data protection through the use of a second parity block in each
stripe. Use a RAID60 drive group for data that requires a very high level of protection
from loss.

In the case of a failure of one drive or two drives in a RAID set in a virtual drive, the RAID
controller uses the parity blocks to re-create all of the missing information. If two drives in
a RAID 6 set in a RAID60 virtual drive fail, two drive Rebuild operations are required, one
for each drive. These Rebuild operations can occur at the same time.

Use for online customer service that requires fault tolerance. Use for any application that
has high read request rates but low write request rates. Also used when a virtual drive of
greater than 32 drives is needed.

Strong points Provides data redundancy, high read rates, and good performance in most environments.
Each RAID6 set can survive the loss of two drives or the loss of a drive while another
drive is being rebuilt.Provides the highest level of protection against drive failures of all of
the RAID levels.

Weak points Not well-suited for small block write or random write operations. A RAID 60 virtual

drive must generate two sets of parity data for each write operation, which results in

a significant decrease in performance during write operations.Drive performance is
reduced during a drive Rebuild operation. Environments with few processes do not
perform as well because the RAID overhead is not offset by the performance gains in
handling simultaneous processes.

A RAIDG6 drive group costs more because of the extra capacity required by using two
parity blocks per stripe.

Drives A minimum of 6.
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Technical Specifications

Hardware Information

Model NR9681 Network Interface 10/100/1000Mbps Ethernet (RJ-45) x2
Protocols IPv4,TCP/IP, HTTP, HTTPS, UPnP, RTSP/RTP/RTCP, SMTP, FTP,
os Embedded Windows DHCP, NTP, DNS, DDNS, IP Filter
CPU Intel Xeon E3
Flash 64G SATA DOM Power Input Redundant Power 100~220V AC
RAM 8GB Power Consumption Max. 740 W
‘Watchdog Hardware + Software
Power Restoration System Restart Automatically after Power Recovery LED Indicator Power, HDD, Netl, Net2, Overheat, Power fail
HDD Devices Hot-Swappable Tray x8 Form Factor 2U Rackmount
HDD Max. Capacity 6TB x8 Operation Buttons Power, Reset
Disk Management Create, Format and Remove Disk Dimensions 89 (H) x 437 (W) x 648 (D) mm
of RAIDO, 1,5, 6, Weight 27 kg (without HDD)
Operating Temperature 5°C ~ 35°C (41°F ~ 95°F)
Video Output HDMI x1, Display Port x1, VGA x1, DVI x1 Humidity 0 ~ 95%
HDMI: 4096x2304
Resolution DP: 32002000 Safety Certifications CE, LVD, FCC, VCClI, C-Tick, UL
VGA/DVI: 1920x1200 Warranty 36 months
Graphics Decoder Hardware decoding
H.265/H.264:
" Microsoft Windows 8, 7, Vista, XP
25601920 @ 30 fps (2-CH) Operating System Microsoft Windows Server 2012, 2008, 2003, 2000
Decoding Capacity 1920x1080 @ 120 fps (8-CH) CPU Intel Celeron or above
1280x720 @ 240 fps (16-CH)
1280x720 @ 480 fps (32-CH) Memory 2 GB or above
1280x720 @ 480 fps (64-CH) Ethenet 10/100Mbps
Camera Position Change the viewcell position on the Live View screens Display Resolution 1024x768 pixels or above
Web Browser Internet Explorer 11/10/9 (32 bit)
USB 2.0 x4 Software AP Installation Wizard 2, Shepherd, VAST
USB Interface " U N N
USB 3.0 x2 Mobile/Tablet App iViewer (i0S/Android)
Microphone audio jack Input x1
Audio 3.5 Line input audio jack x1 oth Power Cord, Quick Installation Guide, 8x H.D.D. Tray, 1x USB
3.5 Line output audio jack x1 ers Mouse
Software Informa
CRecord Metion, DI/O, Video L . PIR,
Maximum Channel 64 Camera Event IR, Line Crossing Detection, Lolterlng Detection, Field Detectlon
Record Throughput (MB) 512 Mbps Camera Status C ion Status, ing Status, ing Error
Network Throughput (ME) 400 Mbps Substation Substation Connection Status
Audio Format G.711, G.726, AMR, AAC Storage Status Storage Connection Status, Storage Capacity Status
Video Format MIPEG, MPEG4, H.264 AVC, H.264 SVC, H.265 Station Status License Status, Network Status, Virtual Memory Status
Video Resolution VGA, IMP, 2MP, 3MP, 5MP & OMP Camera Action Email, Start Recording, Set DO, GSM Short Message, HTTP &
Pro-Record: 3~ 15 Client Notification
Recording Time (sec.) Post-Recor r&: 10~ 60 Recording Time (sec.) Max. 30
Recording Stream Single
' Continuous, Schedule, Manual, Event, Activity Adaptive UsB Dongle (FAT Format)
Recording Mode Streaming v Adap Manual NAS (SMB & CIFS)
Recording Setting Recycle (unit: Size or Day)
Recording Path Local Path or Network Path Authentication: Basic Account / Windows AD Account
Record Video Format 36P User Account: 1024
User Management User Account Time Limit: No limitation
| LiveView(localDisplay) User Level: Administrator / Power User / User / Operation /
Stream Application Stream Selection & Auto Stream Size Guest
64-Channel (with Dual Monitors) Log Operation, System and Event Log
LiveView Display Multi Layout Display: 1x1, 2x2, 1+5, 3x3, 1+12, 4x4, 5x5, 1+31, Date&Time Sync Server
1P+2, 1P+6, 1P+8, 2V, 3V, 4V, 2V+3 Firmware Manual update
Single Layout Display, Full Screen Display, Sequential Display Rest it S tod
Drag & Drop, Remote 1/0 Control, PiP (Digital Zoom), Instant estore Defaul o uppor
Replay, De-interlace, Video Display Mode (Aspect Ratio, Hide Backup/Restore (Configuration) Supported
Borders, Keep Top/Down Borders), Fisheye Dewarp (Regular: 10, Czech, English, French, German, Italian, Japanese, Persian,
Monitor Enhancement 1P, 1R, 103R, 4R; Wall Mount: 1P2R, 1P3R; Ceiling/Floor Mount: Language Portuguese, Russian, Spanish, Simplified Chinese, Traditional
2P, 4R Pro, 108R), Video (Basic Mode: Brif Chinese
Fire / Smoke] Insert Manual, Search
PTZ Control Panel Control & Mouse Click Control \;:er " ;ras i c anual, t?arc Resolution. FPS. Vid it
72 Operation Direction Control, Home, Zoom, Focus, Iris, Preset, Patrol : ef“ ed i) Setting ompression, Resolution, FPS, Video Quality
pe (Group), Pan, Stop, Speed Audio Setting Codec, Bitrate
16 Channels PTZ Operation Direction Control, Home, Zoom, Focus, Iris, Preset, Patrol
Playback Dispi Multi Layout Display: Multi Layoul Display: 1x1, 2x2, 1+5, 3x3, (Group), Pan, Stop, Speed
layback Display 1412, 4x4, 2V, 3V, 4V, 2V+ Motion Detection Supported
single Layout Display, Full Screen Display, Sequential Display ONVIF Core Spec Version 2.2 or above (By Project)
Playback Control Play, Rewind, Pause, Stop, Next/Previous Video Start, Next/ ONVIF Stream Video (H.264, MPEG4 & MIPEG) & Audio (G.711, One Way)
Previous Frame, 1/8X ~ 64X Speed Control, Bookmark . -
5 ing, Date & Time (Fast), Event, Bookmark, Al L ONVIF Recording Continuous, Schedule, Manual
. rowsing, Dat ime (Fast), Event, Bookmark, Alarm, Log, i
Video Search Timeline. Timeline Scale ONVIF Control PTZ Control (Up, Down, Left, Right & Zoom In/Out)
Drag & Drop, PiP (Digital Zoom), De-interlace, Video Display ONVIF Discover Discover the other brand camera through
Mode (Aspect Ratio, Hide Borders, Keep Top/Down Borders), nsert Camera & Batch Inser
' Fisheye Dewarp (Regular: 10, 17, 1R, 108R, 4R; Wall Mount: | Device Intergration
Monitor Enhancement 1P2R, 1P3R; cigmg/::Io%r Mount: 2P, ARZ:Prol, 1<SJtSR). Video UPS Windows UPS Compatible
asic Mode: ontras .
N " N N VIVOTEK USB Joystick
Hue; Intelligent Mode: Defog, Rain, Snow, Fire/Smoke) Joystick All Windows® Compatible USB loystick
Snapshot JPEG & BMP 1/0 Box Advantech ADAM-6000
v " 32 Channels
LiveView Display Multi Layout display: 1x1, 2x2, 3x3, 4x4, 5x5, 1+5, 1+12, 1+31
Monitor Enhancement Drag & Drop, Image Freeze, Audio Control, Remote I/O Control, Dimensions
Event Notification, Bookmark, Fisheye Dewarp (10, 1P, 1R)
PTZ Control Panel Control
PTZ Operation Direction Control, Home, Zoom, Preset
Snapshot JPEG 648 mm
| Playback(Remote) !
. 1 Channel -
Playback Display Multi Layout display: 1x1
Playback Control Regular (Play, Pause, Stop), Speed Control, Timeline, Timeline g
Scale ~N
. . 8 3
Monitor Enhancement ?I;EER ;1 Drop, Audio Control, PiP Control, Fisheye Dewarp (10, 3
Snapshot JPEG
Schedule Type Continuous, Schedule, Manual
VIVOTEK INC. All specifications are subject to change without notice. Copyright © VIVOTEK INC. All rights reserved. Ver. 6

6F, N0.192, Lien-Cheng Rd., Chung-Ho, New Taipei City, 235, Taiwan, R.O.C. T: +886-2-82455282 F: +886-2-82455532 E: sales@vivotek.com W: www.vivotek.com
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VAST Server and Client Components

There are four components in VAST: one server component--VAST Server, three client
components--VAST LiveClient, VAST Playback, and VAST Matrix.

VAST Server provides a centralized management site for video recording. VAST LiveClient
is a client program for the user to login and modify the server's configuration, edit the server's
recording storage, schedules and many other functions on the server; VAST Playback is
another client program for the user to log in and browse the recorded video database and video
clips related to specific events on the server.

Usage Scenario

The powerful management scalability of VAST makes it suitable for managing small- to large-
scale structures.

All the functions can be simultaneously performed on one single site.

> VAST Server
VAST LiveClient
VAST Playback

I
! ! ! ! ! l

Network Cameras

Py . 9 4 e

For users who manage large-scale surveillance deployments, please plan the hierarchical
structure first. Then you can start to add cameras to each station and connect these sub-stations
to the root station. The whole hierarchical management system is thus constructed.

Remote Server Structure
Client Please refer to page 231 for

i % = W Logical Tree configuration, which

L | | = allows for a flexible and use-
VAST LiveClient  VAST Playback Web Console oriented privilege COﬂtrOl.
\ Login / /

Login i VAST CMS Server
| (Root station)

. B
[ [ [ [

VAST Server T il il
'Sub-stations) | ‘ ‘ ....... \?‘4/ NVR

I
N H_l T 11
—ar & & LR~ L

Unlimited No. of Network Cameras , Video Servers...



VAST Server Functionality

Centralized management site for all the logged in clients
Maintain the configuration of the hierarchical management list
Hundreds of video recording channels

Store recorded data onto multiple networked or local hard disks
Live video for the local/remote LiveClient users

Retrieval of recorded video for the local/remote Playback users

Zero latency database recovery

LiveClient is the management interface to your VAST server. The server-related settings are
made via the VAST LiveClient utility. The convenient and intuitive user interface on VAST
LiveClient provides access to camera, live monitoring, and recording configurations.



VAST LiveClient Functionality

m Server function control
B Hierarchical station management
User account management
Recording storage management
Recording schedule management
Recorded data backup
Event trigger management
B Flexible video live view layout
B Dual screens for a maximum of 64 or more channels for simultaneous monitoring

B 1x1, 2V, 1P+2, 3V, 2x2, 4V, 2V+3, 1+5, 1P+6, 3x3, 1P+8, 1+12, 4x4, 5x5, 1+31 monitoring
layouts (V stands for vertical layout)

m 1P+2, 1P+6, and 1P+8 Panoramic PTZ layouts
B Multiple video viewing pages

Virtual Matrix for video wall display

Intelligent PiP function

E-map for overall management

Network storage for recorded video

Convenient switching among multiple monitors
PTZ / E-PTZ operation panel for camera control
Supports two way audio

Instant playback for event recording

Instant replay for immediate playback

Supports joystick control

Remote configuration for network cameras
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VAST Playback Functionality

B Browse the database of recorded video from the server
B Flexible video playback layout
B Maximum 16 channels with simultaneous playback
B 1x1, 2V, 3V, 2x2, 4V, 2V+3, 1+5, 3x3, 1+12, 4x4 video playback layouts
B Supports powerful playback functions
B 1/8x, 1/4x, 1/2x slow-down playback
B 2x, 4x, 8x, 16X, 32x, 64x video playback speed
B Intelligent PiP function
B Supports convenient evidence and data exporting
B Export media files of recorded video
B Supports snapshot and print out
B Supports convenient switch among multiple monitors
B Search engine:
B Time search
B Event search
B Bookmark search
B Alarm and Log search
B Playback while recording
B Support synchronous/ asynchronous playback
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VAST Software License

To activate the software, refer to the flow chart below:

Scenario Need

Action

Dongle license users Need more CHs

1. Help > License > export license.

2. Send license file to VIVOTEK to
purchase more dongle license.

Need more than
32 CHs.

New users preferring
more than 32 CHs

1. Install the 256 CH trial VAST.

2. Help > License > Generate license
update request.

3. Send request file to VIVOTEK to
purchase software license.

Fine with less than
32 CHs.

New users fine with
32 CHs

1. Install the 32 CH free VAST.

The VAST software provides 32 free channels. Since revision 1.11, the VAST software is
activated using a software license instead of the original hardware dongle.

For users running the previous dongle version, there is no need to upgrade their original license.
If they need the license for more channels, They can export their license file, and purchase more

dongle licenses.

For users who require more than 32 channels, they can install the 256 channel trial version first,
and go to Help > License page, and click on Generate License Update Request. Send the
request back to VIVOTEK to purchase more channel licenses.

WIVOTER Lisgd
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When you purchased and received the
official software license, use the Import
License function to activate the official
license.

When importing purchased licenses, you
can manally select which station/license
file to update, or click the Auto Dispatch
button and let system decide the
distribution of license updates especially
when there are substations under a
managing VAST server.

Before the Auto Dispatch function is
available, license has to be individually
updated on every substations.



Reminders for VAST Software License

H Limitations:

1. The Batch import/export function applies when a managing VAST server needs to collect and
update the licensing information from subordinate VAST substations and itself. An enterprise
may have a central management server and several VAST instances running in branch offic-
es. In that case, the substations will be listed on the device list, and may not be displayed on a
hierarchical structure.

The Batch import/export function is accessed through the Help > License menu on LiveCli-
ent.
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2.The batch download/import function only takes effect on a VAST instance running on server,
not on the Linux-based NVR.

3.The trial channels on VAST substations will not be available for use on a managing VAST
server (one that manages multiple substations).

4.1f you access a VAST deployment via a web console, the license related information will not
be available.

5.In this revision, an identical software license applies to both VIVOTEK and other-brand cam-
eras (ONVIF). You do not need to activate two different kinds of software licenses.

6. The Batch export update of the current license profile is supported.

7.The licensing mechanism does not apply to machines running Virtualized OSes (VMWare,
VirtualBox, Hyper-V, Parallels), either through an upgrade or generating software license on
a new installation.

8.1f VAST is removed and then re-installed, the number of licensed channels remains intact.

9. If users plan to integrate the software licenses from previous dongle licenses, problems may
occur if users changed the exported license file name.



10.The VAST rev. 1.11 supports 32 free channels, and trial licenses for up to 256 channels.
Note that the unused trial licenses in a VAST substation will not be available for a managing
VAST server. The 32 free licenses will be available for a stand-alone VAST server only.

11. The software license verifies its availability on a machine by checking the computer’s main
components, e.g., GPU or memory. If a VAST server has several of its main components re-
placed, the software license may become invalid. Note that users can only change 2 compo-
nents on a substation (server components - CPU/Memory/Graphics card/Network card/Main
board).

12.For an older VAST installation containing a VAST substation licensed through the dongle, the
32 free channels will be automatically added to the total number of licensed channels. One
substation comes with 32 free channels. The added number of licensed channels will be-
come available for the managing VAST server.



VAST LiveClient Configuration

Activating the VAST LiveClient and Logging in to a VAST Server

VAST LiveClient allows you to monitor live video from cameras managed by the VAST Server,; it
is also the main user interface for server function control.

Follow the steps below to activate VAST LiveClient:
1. Run the VAST LiveClient program using the shortcut on desktop.
2. A Login window will pop up. Enter the information as shown below:

= |f you want to login to a remote VAST Server, enter the IP Address, User Name, Password and the
Communication Port of the target server correctly. Click Login to log in to the target server.

m |f you want to login to a local host that is running VAST Server, check the Login local station check-
box, then the local IP Address will be displayed automatically. Enter the User Name, Password,
and Communication Port of the local server for login. Click Login to login to the target server.

w4 VAST LiveClient

Log in local station

m Please refer to page 132 for
how to enable and configure
Authentication: |Elasic Account Authentication; |Elasic Account Windows AD accounts.

Address: 192,168.6,133

User Mame: admin User Mame: adrmin

Password: LTTRRY | Password: e
Port: 3454 2 Port: 3454

| Prowy Settings | | Proxy Settings |

[ Log in ]| Cancel ||Hide < | [ Log in ]| Cancel ||Hide £<
3. The VAST LiveClient monitoring window will prompt.

gi

m /f your network environment need to set up proxy, click More >> fo extend the login window, then click Proxy
Settings to open the dialog. Then enter related information to link to your proxy server.

% Proxy Settings LQE-J
= ) )
Log in local station Enable Proxy
Address: 127.0.0.1
Address:
Authentication: |Basic Account
Port: 20
User Mame: admin
lJser Mame:
Password: LLLLLL
T 2454 Pazsword,
‘I| | Proxy Settings | OK ] | Cancel

| Log in || Cancel ||Hide << |

m Available functions of the VAST LiveClient program will be enabled according to the role of your login account.
For more details about the privileges of the user account, please refer to How to Manage User Accounts on
page 129.



VAST LiveClient User Interface

A. Menu bar B. Quick access bar C. Hierarchical management tree
D. Camera control panel (PTZ / Two way audio / Instant Playback control panel)
E. Live view window F. Matrix view window  G. Status panel H. Alarm window

Menu Bar

(System | Edit | View | Configuration | Layout | Helpj

Menu Iltem

System
Edit

View

Configuration

Layout
Help

Drop-down Options

Lock / Enable Click On Image (Disable Click On Image) / Language / Second View / E-map /
Launch Playback / Logout / Exit

Manually Begin Recording (Stop Manual Recording) / Snapshot / Print / Record to EXE (3GP,
AVI) / Snapshot Zoomed Image / Print Zoomed Image / Find

Logical Tree view/ Device Tree view/ PTZ Panel / Two Way Audio Panel / Instant Playback
Panel / Alarm Window / Full Screen / Minimize / Matrix View

Camera Management (Insert Camera / Update Camera / Delete Cameras / Batch Insert
Cameras / Camera Configuration) / Station Management / Logical Tree View management
/ 10 Box Management / User Management / Association Management / Alarm Management
/ Virtual Matrix Management (Matrix Management / Matrix View Settings) / Station Settings
(General Settings / Network Settings / Recording Storage Settings / Recording Schedule
Settings / Scheduled Backup Settings / Server Settings / Relay Settings) / Client Settings
(Snapshot Settings / Recording Settings / View Settings / General Settings / Joystick Settings /
Proxy Settings / PiP Settings) / Video Enhancement (Basic Image Adjustment / Defog)

Start Rotating (Stop Rotating) / Save to / Delete / Choose
About / License
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Status Panel
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User Name

Station Name (IP Address)

Login Time (yyyy-mm-dd hh:mm:ss)
Current Time (yyyy-mm-dd hh:mm:ss)




Help Panel

The Help panel provides software revision information and the access to the associated iViewer
software in either the iOS or Android version. You can also click on the License button to review
the number of cameras and manageable substations.

If necessary, you may also use the Import License button to activate the functionality you
separately purchased or generate a license request.

\d About VAST Livem ot
. w oo
\'7" VAST LiveClient 1.9.0.2 ; T - ! —

| Trisdl virfann (Hermarirs e S0 dayi)
Al vights reserved. Copyright @ 2009-2014 VIVOTEK IMNC, Nama Vaue Dwscriphon
btk fwarne vivotel.com Camera mumber ] Muadmim rmber of the total camers channets,
- (e brard camera rumber 10 Masamum rumber of the other brand camena
Device Pack Yersion: 2,01 | Update... St athon rmner 0 Mz rumber of substatons o this kense
WIVOTEK iWiewer

Please click QR code to purchase it, |
Product Information s n
- = -

Available on the
D App Store

Device Pack Update

A Device Pack consists of information of new VIVOTEK cameras or the updated information
for previous models, such as various configurations including resolutions, FPS, DI/DO, etc. For
example, some panels, such as the PTZ panel, may not be available for a new PTZ camera.
Your VAST server might not recognize the features of the latest VIVOTEK cameras. With the
Device Pack, you can configure and implement the latest VIVOTEK models without the need
to upgrade the entire VAST software to acquire the associated information. Please visit: http://
www.vivotek.com/web/product/productdetail.aspx?Model=VAST. For configurations not specified
in the device pack, you can still open a web console with individual cameras to change their
configuration.

You can consult VIVOTEK's technical support for the latest Device Pack [CSV files (*.csv)],
and use the Update... button in the Help window to replenish camera information. The update
information will be displayed, and the update process is completed almost immediately.

Device Pack Update
Old version: 1.0.2
New version: 1.0.3

Ready for update.

| Update | [ Cancel ]


http://www.vivotek.com/web/product/productdetail.aspx?Model=VAST
http://www.vivotek.com/web/product/productdetail.aspx?Model=VAST

Quick Access Bar

a0

e |

[

Function

Exit

Logout

Lock

Volume
Snapshot

Print

Record to Media
Alert Sound
Switch Screen
Adjust SVC Level
Remove All Connections
Layout

Full Screen

Page Up

Page Down

FNFRIER E E @] @0 E R &G §

Start / Stop Rotating

0|« |®)| [ BIEd <[]

| et —

Description
Exit the system
Log out from the current station

Click to Lock the system for security concerns (@ Unlock the system)

Adjust the audio volume of the current video (@ Mute)
Capture pictures from the focus live video cell

Print out the pictures of focus live view window or all live video cells
Record media in EXE/3GP/AVI format (E Recording Media)
Play sound when an event triggers

Switch the current window to another screen

Dynamically adjust the SVC control over frame rates

Remove all live videos from the live view window

Change the layout of the live view window

Maximize the live video cell

Switch to the previous live view page

Switch to the next live view page

Start or stop live view layout rotating

L5

Some buttons will be disabled if the selected devices do not support the corresponding functions.

Live Video Monitoring Window

The "VIVOTEK" logo is displayed where no camera has been assigned to a video cell.
The red frame ( |:| ) represents the current selection.

Video Cell




Hierarchical Management Tree

Root Station Name (IP address)

______ _Station1(127.0.0,1)

= P& Camera

= M 1_[P7129(192,168.5,120)
i o
W Do-1
= P&y Recording Storage

' Connected devices listed under the root station
Camera name (IP Address)

= [ DefaultGroup
EW 1 [P7170

P Layout

Connected devices that have been assigned to

" the default recording storage

Layout list

- WWTK_Station2(172.16.4.23)

+ E Camera

#- [ Recording Group

Sub-station Name (IP address)

Icon Description
= A station (The host that’s installed with VAST Server)
A station (The host that’s installed with ST7501 Server)
VIVOTEK fixed network camera (or ONVIF cameras)
E/ En Red dot signifies that the camera is recording.
g / 3 VIVOTEK PTZ network camera
Red dot signifies that the camera is recording.
@ / @ VIVOTEK dome network camera
Red dot signifies that the camera is recording.

@/ @ VIVOTEK fisheye network camera

Red dot indicates that the camera is recording.

/ E VIVOTEK video server
e Red dot signifies that the video server is recording.

i / ﬂ Digital input on / off

-/ @ Digital output on / off

A layout of the live monitoring window

A A station that’s not able to be connected currently.

= A device that's not able to be connected currently.




Camera Control Panel

Pan/Tilt/Zoom (PTZ) Control Panel
Up

Activated mode: [igital -
Cllck to move hd

A

PTZ operation mode:

Top left

Top right

et — GHOD |

Bottom left

Return to home position
Right

Bottom right

NGy

Down

Auto focus

L‘.J.

Zoom out ———— Ellems
Focus near Di

—— Zoom in
—— Focus far

I — (=
Close —c_:{—z:

Open

Patral '.'

Auto iris

Start to auto pan ————— Fen ) pately
Stop auto pan/ ==

Auto Tracking
Start to auto patrol

patrol ¥ opesd

Pan speed:
Tilt speed:
Zoor speed:
Focus speed: ]

Panaoramic speed: 1

Rotate speed: 1

Preset Location:

E - ]

Speed control

— Drop-down list of preset positions

gg

m There are two types of PTZ control: Digital (E-PTZ for megapixel cameras) and Mechanical (PTZ cameras or
fixed cameras with camera control via RS-485). If the connected cameras support PTZ/E-PTZ function, the
PTZ option(s) will appear on the drop-down list. For detailed camera control settings, please refer to the user's

manual that came with VIVOTEK network camera .

m Click System > Enable Click On Image fo use the mouse for the control of the PTZ and E-PTZ functions in the

video cells for linked cameras. An icon will appear in the video cell as shown below.

1_FD&161

_ System | Edit | View | C

Lock Crl+L
Enable Click On [mage

Langnage

E-Map
Lanmnch Plavhack

Logont
Exit

2010408/03 AM 11:25:23

®m You can control the PTZ function through joystick as well. For more information regarding to the joystick

configuration, please refer to instructions on page 213.



VIVOTEK's latest SD8xxx speed dome series supports the Continuous Move control. The
"Click to move" enables one movement by every mouse click on the PTZ buttons.

When Continuous Move is enabled from the PTZ panel, you can click and hold down the
mouse button on an arrow key to command the camera to continue moving to that direction.
The move will stop when you release the mouse button. Also, if the pan/tilt/zoom/focus speed
is configurable for a PTZ camera, you can use the Speed button to display the speed options:
pan, tilt, zoom, focus, panoramic, and rotate speeds.

For fisheye cameras, two more options will be available: Panoramic speed and Rotate speed.
These two options apply to the onscreen control for the Panoramic and Regional views.

ge

In addition to the PTZ panel, the following hot key combinations are also available:

Ctrl + NumPad (PTZ control)

Up Ctrl + 8

Left Ctrl +4

Home Ctrl + 5

Right Ctrl + 6

Down Ctrl + 2

Focus (Far - Near) Ctrl+1 [Ctrl +3
Zoom (Qut - In) Ctrl+7 [Ctrl+9
Pan Ctrl +/

Stop Ctrl +*

Patrol Ctrl + -

Preset locations (pre- Ctrl + 0~9 (number keys above the alphabetic keys)
configured by users)

Full screen Ctrl + F

Single view Ctrl +V

Previous layout page Alt + PageUP
Next layout page Alt + PageDown
First layout page Alt + Home

Last layout page Alt + End
Snapshot Ctrl + S

Stop alarm Ctrl + A

Mute audio from current (Ctrl + M

stream

Start/ Stop rotation Ctrl + O




Two Way Audio Control Panel

The two way audio function allows the user to remotely communicate with people nearby the

network camera. :
PTZ | Two Way Audio | Instant Playback

Talk Panel
= Selected device that
1 PZT131 can use the two way

audio function

Click to play sound from the camera
Remove all cameras

Click to talk ———= ) from the Talk Panel

l: Talk l Play Sound l Clear Al :l

Client Settings
Select sound from the
Sound File : file list

C:\Program Files'Vivotek Inc\S1 @@7 Click to play the selected

sound on the client's side

Volume : [ | ]

g, Click to adjust volume

® For detailed information about How to Use the Talk Panel, please refer to page 186.
®m Only cameras that come with the two way audio function can be added to the Talk Panel.

Language Selection

VAST currently supports multi-lingual user interfaces including: English, Cesky, Deutsch, Espa-
fiol, Farsi, Frangais, Italiano, HZEE, Portugués, Pycckwit, f§{Ad3z, %487 < | If you want to select
another language for the interface, please click System > Language on the menu bar to select
the desired language. Please note that if you want to change the language option, a message
will prompt to remind you to restart the system.

Syslam | Edil | Vew Canhgarakion Layaud Help
oick Crlsl

Enable Click On Image | : |h3|. | H" ;" é
Language ’ Coaakey

Sovond View . : If you want to use "User Defined" language, please prepare images and
Fe Expotol language strings, and upload the files to the following folders:

Launch Pleybed

Liagg aut

...\VASTIClient|LiveClientllanguagelzz_UD (language string)
sm ...\VASTI\Client|LiveClientlimage (images)
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Alarm Window

ﬁl,

* Only the alarm-related messages will be displayed in this window. An Alarm is a configuration
consisting of triggers and reactions set to activate during a specific period of time. The
Alarm-related settings is configured in Configuration > Alarm management. See page 139
for more information.

« For the event messages of the overall system operation, please refer to the Playback > Log
viewer.

« If a VAST server is reset, the Alarms will disappear from the Alarm window. You can go to the
Playback utility and use the Alarm search function to retrieve the past events.

Click View > Alarm Window to open a window showing the real-time information for event
triggers. If you want to hide this window, deselect this option on the menu bar.
—-— e

View | | Configuration | Layout |Imﬂ|p|:r e T Deowton sare T il [ T S
Pem] 1L TR . ot dilebon M-t Wit werk Carra MGEEr - Wik 2 b AR5 o 0 P
¥ Two'Way Audio Panel w FUTSH To .. o getecton [T EE————— [T — T AVHBES Lo P
InstantP|aybackPane| ALLANETED sl AN T3 [} Trigow 102 (34132578 L
AL e AR MED D =] Triggen M8 35 S0 W08 e
Full Screen Ctrl+F
Minimize
v Matrix View
il Trw | I
Event Window
The default Alarr_n wm_dow is set to be fixed on the B e
bottom of the LiveClient. If you want to change B ko il 431 e bl i
the Alarm window as a popup page, please open I At 0k oo camesa o v ol
the Configuration > Client Settings > General Eihetrove KT stream on psoted partl ==+
Settings window to switch the display modes.  orroct astaton strameng va rekay

Camers Mansgement.
Eration Management
User Management..
Assncintion Management
Event Management..
Virlusd Malie Managernent b

L] Snapshot Seatings [ Erable aute straam sea: | sty fri
Videa Enhancement L ecarding Setlings [ Frls s raracs nction
Wiew Settings 1] Ervie fretant Feoliy on vided ¢l
A s Dottt ropkyy longth: |30 socondts =
i Loca vheaming buffer . 0 5
Prawy Settings
Pil Sedtings

User's Manual - 75




m The Event Type field in the Alarm window shows the event category and another field Value displays
the percentage of motion in the detection window. You can go to the Configuration setting page of the

connected device to set the percentage.

Enable motion detection

Video(TCP-AV)

Alarm Filter

Window Mame
[t
Sensitivity
— }— 8%
Percentage

o e——— 1L

On the Alarm panel, a list of alarms will be displayed. Click on the attributes with a funnel icon.

Instant Playback  Marne

w SD Ol
w S0 DI
w 50D DI

Event Type W Walue

DI Trigger
DI Trigger
DI Trigger

Time T

2015-07-31 11:50:36.426
2015-07-31 11.50:24,722
2015-07-31 11:50:13.750

State W
WY
e

[WEWY

The Alarm Filter window will prompt. Use the Name, Time selector, and the State checkboxes in
the Source and Event Type panes to specify what kinds of alarms will be displayed.

&4 Alarm Filter
General
Harme:
State
[CIMew [ Assigried
[T1n Progress [T Resalved
[ Closed [Later
[CIReject [Cignaore
Time
[Clstart Time:
2015f 731 10:56:32
[C1End Tirme:
2015f 731 11:56:32

Event Type

=7 Category
-7 Camera Events
-7 Camera Status

(-7 Storage Status
- [ Station Status
[#- [ External Device Events

] [ Cancel

Apply




For example, you can set up a filter to display the alarms with a name associated with a specific
camera, such as "bullet on the corridor." The name of the alarm is configured in Configuration

> Alarm management on page 139.

S vevsor =

General ..  Trigger .. Acton .. Schedue .. @ Deta

V|Enable this alarm

| Enable live notification

Mame: I

Description:

Trigger Period: 5 (sec) 0O I_J 30

Back | et | Firish | Canicel |

Use the Filter tab at the bottom of the Alarm window to display a different sorted result.

w IP2155HF mo... motion detection
w IPE8152Y-3 dddddd
Real Time  Filter

Alarm State

Left-click to select an alarm, and then right-click to display the Update Alarm button.

SmEcE . W Event Type T Nae Thms T Stars T
SAEI0EE O
E DG T

sl D3 Eil

Lipdats Klatr

You can change the alarm state from the pull-down menu. For example, if someone has already
been sent to check out the situation, for example, an intruder broke in through a window, you
can select the Assigned status. A 1024 bytes decription can be added into the alarm Note for

R e
Ao Il oemation
Piarma
Cameripter
T
Evarit Topale
s
Tigager
rw
5 1NE 4

future reference.

If an alarm is proved as a
false alarm, the alarm can
be designated as Ignore or
Resolved, and so on.

The different alarm states can
also be used as the filtering
conditions in the Alarm filter.
Single or multiple states can
be selected in the filter. For
example, to display the Resolved
alarms only, use the Resolved
state as the filter.



Instant Playback

Check View > Instant Playback to open the window on the panel. The entries listed in the
Event panel are the short recordings made from triggered events.

I View I'.:amllgmlbul Layoul H
anel

l R '— Deselect this item if you want to hide this window.

¥ Alam Window

Full Loreen CideE
Minress

¥ Maknz Vies |

1E2. | T vy Bachs Ewtart Blinyinch

w T
AT 1T
074003 ERGTT. T
TONor GeTRCDON HECa - T LT MO - P £ =N A L 1
el AL ST T3 ol Trigom Y025 134132, 78
ol ADUM RIS T ol Trigger 8T 030,118

FEIT1§

Instant Playback Window with a slide bar, play, pause, and stop function

The recorded media that was triggered by an event will be indicated with a playable W icon.

You can double-click an event on the list to playback the recorded video. Each event contains
a video clip of 20 seconds in length. (The default recording data of an event is 20 seconds. For
more information about event recording, please refer to page 159.)



Instant Replay

n If a camera is currently recording to the VAST server, then a Replay button will be
available at the lower left corner of its view cell. This allows you to immediately retrieve the video
recording in the past few seconds or minutes.

The Instant Replay function enables you to quickly retrieve videos of what has just happened (20
seconds to 15 minutes ago), without the need to open the Playback utility for the past videos.

Prerequisites for Instant Replay:

1. The function is enabled by default, only available on a LiveClient installed on a PC.

2. There must be recorded videos of the immediate past. If the video streams from a camera
were not recorded, you can not retrieve videos using the Instant Replay function.

J NOTE:

1. When using the Instant Replay function and you change the stream number on a video cell,
the Instant Replay will be interrupted.

2. The Instant Replay will also be interrupted when the time comes for a rotation of Live View
pages. For example, if you have multiple Live View pages and you set up a rotation of these
pages by every 10 seconds, page swap (rotation) still has a higher priority even if you are
viewing the Instant Replay.

How to Use:

1. On a selected view cell, mouse over to the lower left corner. A Replay icon H will appear.
2. Click on it to display the Replay control bar. Click on the play button.

10:19:30

2013-07-04

3. The default queue length is 30 seconds. You can click on the number on the right to change
the queue length.

The Playback option allows you to directly open the Playback utility. A

maximized single view window will open. In this single view, previous

recording will be played, but, unlike the smaller Instant playback pane, the
S playback will continue until manually stopped.

1 minute

S minutes This playback mode is not memorized as the norm the next time you use

15 minutes the Instant Replay function.

The queue length configuration stays with the view cell, and it will not go unless you remove
and insert the camera again.



4. To stop the Replay and return to the Live View, click on the Return to Live button.

5. On a Replay view cell, you can apply the same Snapshot, Print, Single view and Full screen
control as those on a normal view cell. You can also right-click to display the Display Mode
and Video Enhancement functions.

Click and drag the playhead to skip or move to a different point in time on the playback.

An active Replay view cell is indicated by the Replay text |nd|cator and the time of occurrence
of the current playback. -

To change the default Replay settings, open the Configuration > Client Settings > General
Settings menu.

Display Settings

Enable auto stream size
["1Enable de-nterbice function
¥|Enable Instant Reply on video cell

Defauk reply length: |30 saconds. »

20 saconds
30 seconds 1 -
1 minute O] | Concel |

15 minutes

Audio Control

[0 E2 EED G EY N () 3 B ) 2] | O R )

The audio function will be enabled if the device is equipped with an internal or external
microphone. For detailed audio control settings, please refer to page 138.




How to Manage Devices

Please follow the steps below to open the Camera Management window:
a. Select the station from the hierarchical management tree.

b. Click Configuration > Camera Management on the menu bar (or right-click the station, then select
Camera Management).

c. Then you can choose to insert, update, delete, or batch insert cameras.

(Syslem Edit | View.l Configuration | Layout | Help /I

E@ Camera Management [
(I)‘ qu G ‘ ! Station Management... ]

I/ Box Management »

@ =l \“:‘:—_K—Stati':'nl(lz User Managerent. . i
= e Association Management...
+® Mega-Fi Alarm Management...
- (M Mega-Fi R
. [ M MegaP
+ ™ recording St Station Settings 3
- E Wy [@ [ W NTT=RA=] .J
@ | Comera Management Lnzert Camers. ..
. | Station Management. .. Update Camera...
| Tser Management. . Delete Cameras...

Association Management... Batch Insext Cameraz...
Event Management. .. ]
Virtual Matrix Management ¥

Station Settings 4

Find...

Insert Cameras Crtput Streaming TTRL
(et Public IF

Please follow the steps below to add devices to a station:

a. Click Configuration > Camera Management > Insert Camera on the menu bar (or right-click the
device/station, then select Camera Management > Insert Camera).

b. The Camera Management - Insert window will pop up. The device tree managed by the station will
be displayed in the left Camera List window.

c. Enter the Camera Name, IP address (or you can enter an IP address and check Auto to get a
camera name automatically) and configure the Connection Settings.

m |f the camera is on the LAN, you can click Search Camera to detect all VIVOTEK network
cameras on the LAN. A Camera List window will pop up and show a list of detected cameras on
the LAN. On the top of Camera List window, you can select "List the cameras which are not
inserted" or "List all cameras". The items listed below will then change accordingly. You can click
Mac, IP Address, Model, HTTP port to sort the items. Then select a camera from the list to insert
to the station.

®m The streaming protocol determines how the live video stream is sent from the camera to the local
computer. Please refer to the note on the next page for a detailed description of each transmission
protocol. Specify the recommended live monitoring stream for the device. If you want to change the
live viewing stream, please refer to the next page to update the camera settings. Or you can right-
click the desired cell, then select a desired stream. Please refer to Dual / Multiple Streams on page
106 for a detailed illustration.

m Click Detect Model to detect the device. The Model Name and MAC Address of the device will
automatically be displayed in the respective fields if the connection is successful.

d. If you want to make sure you are connected to the target device, click Connection Test to preview the
live video from the device.



LA Ld -? .
4 Camera Management for VVTK Stationl - Inﬂ
N —

Camera List p—
% YV TK_Station1(127.0.0.1) Brand: vivoTek ] l 02:42;4@ |

Module: - - -
@ Carnera Mame: VAuto | e

sy

Address: 192.166.6175 (S]] |9

Model Mame:  |IPS162

MAC Address:  |000201157840

Connection Test ‘I‘ @]

Connection Settings |Recgrding Settings|

User Mame: Passwoard:

Configuration Protocol:  [HTTP - Configuration Port: 80 =

Streaming Protocal: TCP - Channel: 1

Tnitial @ Stream: 1 =

V| automatically add camera into recording storage | DefaultGroup IZ| |
| Insert | | Close |

) e . W ==

List the cameras which are not inserted

@ List all cameras | Refresh |
Camera List
A Address Mode! HTTF Paort

00-02-D1-15-7B-40 192.168.6.175 IPE162 a0

ﬁi 00-02-01-81-73-02 192,168.6.101 FE=2173 20

m /f you want to use "HTTPS Port", please enable the HTTPs settings on the configuration page of the Network
Camera first.
m The characteristics of each protocol are shown in the following table:

Protocol Description

UDP uses a simple transmission model without implicit hand-shaking dialogues for guaranteeing
reliability, ordering, or data integrity. Thus, UDP provides an unreliable service and data grams may
arrive out of order, appear duplicated, or go missing without notice. This protocol allows for almost
real-time audio and video streams. However, network packets may be lost due to network burst
traffic and images may be obscured. Activate UDP connection when occasions require time-sensitive
responses and video quality is less important.

UDP

TCP provides the service of exchanging data reliably directly between two network hosts, whereas IP
handles addressing and routing message across one or more networks. In particular, TCP provides
reliable, ordered delivery of a stream of bytes from a program on one computer to another program
on another computer. This protocol guarantees the delivery of streaming data and thus provides
better video quality. The downside with this protocol is that the real-time effect is worse than that with
UDP for a narrower bandwidth.

TCP

HTTP is a networking protocol for distributed, collaborative, hypermedia information systems. It’'s the
foundation of data communication for the World Wide Web. This protocol allows for the same quality
as TCP and the users need not open a specific port for streaming under some network environment.
Users inside a firewall can utilize this protocol to allow streaming data through.

HTTP

This protocol enables authentication and encrypted communication over SSL (Secure Socket Layer),

HTTPS which protects streaming data transmission over the Internet on higer security level.



e. Configure Recording Settings:

Connection Settings | Recording Settings

Basic Settings

Recarding Stream: 1 Enable seamless recording

Pre-event Time: 10 > seconds(3-15)
Post-event Time: 10 = seconds(10-60)

Activity Adaptive Stream
Active

m Recording Stream: By default, the stream source of the recording stream is stream 1, if you want to
change it later on, please refer to the previous page to update the camera settings (Update Camera).

m Pre-event time: Enter a number to decide how much time to record before an event is triggered.
m Post-event time: Enter a number to decide the duration of recording after an event is triggered.

Connection Setting | Recording Settings @
Basic Settings | Pre-event time l/‘ Post-event time \I
Recording Strearn: 1 = pre- post-
10 sec. 10 sec.
Pre-event Time: i = seconds(3-15) Trigger Activation
Post-event Time: 10 > seconds(10-60)

Activity Adaptive Stream

Active

For example: If both the Pre-event time and Post-event time are set to 10 seconds, a total of 20

seconds of video will be recorded if an event is triggered. This function is supported by the buffer area
P %

4]

on a VAST server.
(2]
e R Fe

Note the following with the associated configuration:
| frame ---> Full frame rate ---> |frame

o
m The Pre-/Post-event time configuration only applies to %-
event recording. =
m The Activity Adaptive Stream (a.k.a., AAS) only applies to l—z
the Continuous Recording.

Bandwidth

N

m Activity Adaptive Stream (active if possible): Check this for Dynamic Frame Rate Control

item to enable activity adaptive stream recording. For

cameras that come with multiple streams features, users

can make use of activity adaptive streaming for dynamic
frame control.

If you check Activate Activity Adaptive Stream, the VAST Continuous recording Time
server will record full-frame-rate video only when an

event is triggered on the camera; otherwise, it will only

request the | frame data during normal monitoring, thus

effectively save lots of bandwidths and storage.

Vv
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Camera List

o (B Tk _Station1(127.0.0.1)

n

9

..,

Brand: WTWOTEK

|

-— TR

02:42:5G]

Module: -

Camera Mame:

Address: 192.168.6.175
Model Mame: | [PE162
MAC Address: 000201157840

Connection Settings | Recording Settings |

Connection Test

Llser Mame:

Configuration Protocal;

HTTP -

Streaming Protocol: TCP

-

Initial Wiewing Stream: 1

Password:

L]

Configuration Port; 80

Channel:

[¥] Automatically add camera into recording storage

DefaultGroup | j

Ih | Insert ] lﬂ Jose ]

I

f. The device will automatically be assigned to the default recording group. Deselect the item if you want

to cancel this setting.

g. You can deselect the "Auto" checkbox behind the Camera Name entry, and manually enter a name
of your choice, such as "East alley bullet." This name will be used as the folder name for the recorded
video files. An index number will still be appended to the folder name. Note that if this name is changed
when the recording is taking place, the configuration change will not take effect until the next day.

h. When all settings are completed, click Insert to add the device to the station. The device will be
displayed under the Camera List on the left.

i. To insert additional devices to the station, repeat the above steps.
j. When completed, click Close to exit the camera management window.

k. Back to the main window, you will find the newly-inserted devices displayed under the station and the

live video in the video cell.

= WWTK_Station1(127.0.0.1)

F=r Camera

5
P Recording Stor
B Lavout

+

" R FDE161(102,

age

D Live View ﬁ Matrix View

1_FD&161

2010408/03 AM 11:25:23




Seamless Recording

Seamless Recording safeguards critical videos in the occurences of network disconnection.
In the event of temporary disconnection, video is stored in individual cameras' SD/SDHC/
SDXC card; and once the connection is restored, a VAST server can automatically resumes the
recording. More remarkable is that, a VAST server can simultaneously retrieve the time-tagged
videos that were temporarily stored on SD/SDHC/SDXC cards. For information about the latest
firmware/software revisions that support this feature, please contact your sales representatives
or technical support.

Seamless Recording
Disconnect Restored

14:30 14:50

]
x O

"
he —w—*”‘J [/
|

Server Station

—— E
Normal recording SD/SDHC
—

Retrieval

The video data retrieved from SD/SDHC/SDXC card also include event-triggered recordings
such as pre- or post-event footages, if events were detected during the network outage.

The Seamless Recording feature is enabled when inserting, updating, or batch inserting
cameras in the Camera Management window. The firmware/hadware compatibility of this
feature is automatically detected, i.e., this feature is not available when a non-compliant camera
is attached. If a compatible camera is attached, a checkbox will be available as shown below.

[“]Enable seamiess recording

| Camans Masagument for ¥¥TE_Tubioal - nsri u Y
<) Tips:

C.anerra List

- AT ST cos-Fic. 201100214 T2 Da55:57
i VT, Station1(127.0.0.1) ¥ ¥
Ak

Try out the Detect model

sl button on the Insert Camera
ERE G page if the Seamless
Recording checkbox does not
appear.
I_E:I-?L*.l&.ll Tt
Cormiction Setings | Racordng Seltras Brand: VIVOTEK |
Hr:lr::tlk:hﬂ : 5 E T — 'ﬂ*'a Camera Name; 4 guto
Pre-peert Tr 1 smcondkf315) Address: 1921686207 (W] [
o » ¥ peondi(i0H Model Name: | MSE391-EV
Activity Adoaplbee Stroeam

MAC Address: 000283910319

ARG if Dl G

[=] Awtomatcaly add camera nko iecordng storage | DetaultGeoug w
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When the SD/SDHC/SDXC card storage space is full, cameras will stop recording. When
the network conneciton between VAST server and cameras is restored, videos in the SD
card will be transmitted back to the VAST server. Note that the videos that were not recorded
during the time when the network was disconnected will not be transmitted.

If the videos on the cameras belong to those that are about to be erased within 24 hours (e.g.,
for the lack of storage space on a VAST server), those videos will not be retrieved.

Limitations:

Retrieving video fragments from a camera can momentarily double the throughput of normal
video streaming.

Video streams recorded using the MJPEG codec is not supported by Seamless recording.
Seamless recording can only take place from a camera with 1 video stream recorded to a
maximum of 3 VAST servers. .

Onscreen Elements for Seamless Recording:

The associated icons will appear in the Liveview, popup window on e-Map, and the Matrix
view. The status icon appears on the upper right of the view cell.

Below is the description of the Seamless recording statuses and the indicative icons.
Normally the video fragments will be retrieved first, and then the event log:

@ Currently not recording video from camera, but is retrieving data from camera due to
previous disconnection.

o Currently not recording video from camera, but is retrieving event log.

@ Currently recording video to system as well as retrieving data.

@ Currently recording video to system as well as retrieving event log.

After a period of time, the gaps of recording (those blue lines or blocks representing network
interruptions during the recording) should be gradually stitched up. It is, however, system
integrators' responsibility to build a reliable network. Additional bandwidth should also be
available for retrieving fragmented recordings from the camera side.

The VAST checks for the need for retrieving framented videos by every one minute. If the
retrieval failed due to some network faults, the server will re-try the retrieval tasks later on.

I o
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Enable SVC

If the camera to-be-added supports the latest SVC (Scalable Video Coding) feature, select the
SVC checkbox to enable the related control. The SVC feature enables streaming of videos for
multiple clients from one single set of layered IP packets. Designed for saving bandwidth and
CPU load on client stations, the frame rate of a video stream appearing through a view cell
can be individually adjusted. This feature applies when an administrator experiences unstable
video streaming due to the lack of network bandwidth, less-than-ideal hardware, or during an

occurence of network problems. _ g
[ E /| 30fps
’ — | Client PC

25fps
Notebook

VAST Server

-

Network Camera
5fps
3G Cell Phone

60fps
NVR Storage

The VAST server (rev. 1.6.1 and later) automatically negotiates with a camera and determines
whether a network camera comes with the SVC feature.

To configure the SVC-related feature:
1. When inserting a new camera into your configuration, select the streaming option, usually the

stream #1.

Camera List -
Video |AudiD |Rethe Focus |NTF‘ Settings |F‘anoramic F‘TZ|
= B Wy Tk Station1(127.0.] | ro, [Fsheys mode (MAX 157ps) 7]
= Mega-Pixel Netwe
= Mega-Pixel Netwe
Yideo stream: -
= Mega-Pixel Metw [Stream 1 ]
I 25% Zoom Speed | | | Codec type: (H.264 ~|
e (D Metwork Carnerai : [MPEG-4
b 2D Maga-Pixel Metw Frame size: H.Z54
Maxirnurn frarne rate: IPEG
L ' J
Wideo quality: [Cunstant hit rate v] l4 Mbps v]

Copy settings to |E| [ Save ] [ Close




2. Right-click on the view cell of an SVC-enabled camera. Select SVC fps adjust bar.

Mega-Pixel Network Camera 2011j07427 111707

Remove

v Single View Ctrl+v
Full Screen Ctrl+F
Others 3
Fisheye Settings »

SVC fps adjust bar

3. A slide bar will appear above the view cell. Click and drag the slide bar. A numeric indicator
will display the current selection. See below for the frame rates represented by the numeric
indicator.

Indicator Frames per second (fps)
Maximum 30

7 26

6 22

5 18

4 12

3 8

2 4

1 1
Minimum 1/4

ﬁ NOTE:

The SVC feature only applies to H.264 and MJPEG streams. It is not applicable to MPEG-4 streams.
Please refer to Configuration -> Media -> Video for individaul stream settings.



If you have multiple SVC-enabled cameras, you can enable a collective setting via the Adjust
SVC level button on the tool bar. The frame rate selected here will then apply to all view cells on

the VAST LiveClient console.

[:System | Edit | View | Configuration | Layout | Help)

ogla]w]af&]« O [aEE < >

- Bl Eric_YVTK_Station(192.168.4.104)
- S Camera Maximum
: : . reomrer Camera

------ @& Mega-Pixel Network Camera(192.

Please note that the SVC related setting can not take effect while the LiveClient station is
running the Layout Rotation. Stop the layout rotation before configuring the SVC function.

g;

While you save your bandwidth for live viewing, you can still record full-frame-rate video by changing the
recording setting. For example, you can enable resource-saving SVC on stream #1 and configure stream
#2 to be recorded with full details, in terms of frame size, frame rate, and video quality.

———— - B

Camera List
_ Camera Name: [¥] Auto
------ EricVAST_Station1(192.168.4.
Address: 192.168.4.134
Model Mame: 1P8352
MAC Address: | 0002D1117A3D

Connection Test
Connection Settings| Recording Settings
Basic Settings
I Recording Stream: 2 ;‘ I
Pre-avent Time: 10 = seconds(3-15)
Post-event Time: 10 = seconds(10-60)
Activity Adaptive Stream
[T Active if possible 3
[¥] Automatically add camera into recording storage | DefaultGroup IZ|

J il | Insert ][ Close ]




Insert NVR (Network Video Recorder)

1. Before you can include an NVR system into your current configuration, you should enable
the corresponding configuration on a web management console with the NVR system. In
Configuration > System > VAST, click on the Enabled checkbox and enter a password for
authentication.

HITR Part L
HTTFS Pait a1y
RS2 purt o
OM5 & Viewes B stow accms
I This passeed i only for CMS conmection. Wiewer login sccont &
1l Letie 54 VR
el w5

CM5 passwond

Cordinm paiwond;

2. Return to your VAST management screen. Left-click to select your VAST station on the navigation
panel, and then right-click to display and select "Station Management..."

(System | Edit | View | Configuration | Layout | Helpj
|
d ______ (=} Camem Camera Management »
...... @M Network Camera ( Station Management... )
& Mega-Pixel Netw User Management...
&M Network Camera Association Management...
= video Server(197 Event Management...
& Mega-Pivel Netw Virtual Matrix Management 3
------ @M Network Camera ) )
------ @M Network Camera HiEifem FEmER '
- [ Recording Storage Fral
@ [ Layout Cutput Streaming URL
S ﬁ NVR(60.251.25.60) Get Public IP

...... E Camera
...... E Recordng Stomge—H-I-




3. The Station Management window will prompt. Enter the Address, Password, and check if the

Communication Port match that you set for the NVR. Click on the List Sub-Station Hierarchy
button.

i 1
A4 Station Wanagemen 5

Station Tree for VVTK_Stationl

Address:

( 60.251.25.60

B Tk station1(192.168.4.105)

Con

Password:

( 3454

Communication Port:

-

-

)
)
)
)

List Sub-Station Hierarchy ’ Insert H Search...
Hierarchical ma nt tree

Update

After a brief delay, the NVR server will be listed in the column. You may also use the Search
button to locate similar devices if they are reacheable in your local area network.

4. You can then click the Insert button to add the NVR server to your configuration. When
done, click the Close button.

A4

r——
tation Management for VWTE_Station! LJ
Station Tree for VVTK_Stationl . 60.251.25.60
v B WYTK_Station1(192.168.4.105)
Password: eee
Communication Port: 3454 =
| [ Insert ] D Search...
nt tree
Insert Station ul 60)

Elzpsed time: 0:00:02

Update

Coo= |



5. The NVR will appear in the navigation panel along with its subordinate cameras.

iveCli

(System | Edit | View | Configuration | Ll

= B VWTK_Station1(192.168.4.105)
o By Camera
- @M Network Camera(192.168.4.133
@ Mega-Pbel Network Camera(192
- @M Network Camera(192.168.4.104
- {See Video Server(192.168.4.115)
= P& Recording Storage

DefaultGroup
........ ! Layout
= o2 2500)

o B comens

P Recording Storage

Insert a Video Server

1. Left-click on your VAST station, and then right-click to display the Camera Management
command. Let your cursor stay on the command for a second and then move to the Insert
Camera command. Click on the command to open its configuration window.

Insert Camera...

] mca : Camera Management ) 3

mera .
=N Station Management...

Update Camera...

User Management... Delete Cameras...

Association Management... Batch Insert Cameras...
Event Management...

Virtual Matrix Management 3
Station Settings

Find...
Output Streaming URL
Get Public IP

| i




2. See below for the steps to insert a Video Server along with its subordinate cameras.

- -
%4 Camera Management for WWTK Stat ‘ﬁi 0 g

| Camera List

Camera Name: [¥] Auto

4

= B VVTK_Station1(192.168.4.105

Y - Y= —=]=-—

@M network Camera(192.16§  Address: 192.168.4.115
@ Mega-Pixel Metwork Came
o (@M Metwork Camera(192.16¢

Model Name: V58401

MAC Address: | 00ABCDABCDEF

Connection Test

User Mame: root Passwaord: uuul
Configuration Protocol: Configuration Port: 80 =
Streaming Protocol: TCP - Channel: 1 :

Initial Viewing Stream: 1

(5)

[¥] Autormatically add camera into recording storage | DefaultGroup E

2-5.

2-6.

. You can deselect the Auto checkbox to enter a name for the Video Server. If set to Auto and your

video server already has a name, that name will be displayed in your device list.

. Enter the Address of the video server - or - use the Search | .| button to open a Search window.

. If you enter its address and it is found after you click on the Detect Model [</|button, its Model
Name and MAC Address will be listed.

. Before you click the Detect button, you should enter the User Name and Password for access

to the video server. You should also confirm the Configuration Protocol, Configuration Port,

Streaming Protocol, and the rest of the networking parameters.

You may select or deselect the checkbox in front of the recording storage option - or - use the pull-

down menu to select the default group or a pre-configured storage group.

You might use the Connection Test button to verify if the stream comes from the device you prefer.

Click Insert to include the video server to your configuration.

The Video Server should now be listed on the Camera List.
You can also use the Search button to poll the local area network for VIVOTEK's devices. You can
select to list all cameras or list those that have not been included in your current configuration.
Click on a device, and its detailed information will immediately appear in the Camera Management
window on the left. For recording settings, please refer to page 83 as previously described.

h Seprch ‘.'.up:ru

|| Lst all camiems Riafrash
Catmera Lisl
MAL Adibess Hade| HTTR Part

List the camedras whath &fé ol Bidtad

S
151 1684.122




Update Devices

Please follow the steps below to update a device via Camera Management window:

a. Click Configuration > Camera Management > Update Camera on the menu bar (or right-click the
device/station, then select Camera Management > Update Camera).

b. The Camera Management - Update window will pop up. The device tree managed by the station will
be displayed in the left Camera List window.

c. Select a device from the list you want to update. Its related information will automatically be displayed
in the corresponding fields in the Camera Management window. Then you can modify Connection
Settings and Recording Settings of the device.

d. After modifying the settings, you can click Connection Test to preview the live video from the device.
e. When all settings are completed, click Update to enable the settings.

£ P Camera
@? 20x 2o =
P D 0 Delete
: 0 Refresh
C Camera Settings
i Camera Management 4 Insert Camera...
o Output Streaming URL HlagatelCanas
[
Send to TalkPanel Lelete Lamerss...
- CSP Megat Owen Recording Folder Camera Configuration...
Ib) - (N Maga-t i k-
%4 Camera Management for VVTK Stationl - U @-Eﬁl
Camera List
Brand: WIVOTERK

& YW TE Station1(127.0.0.1) |
L @ 20x Zoom Mega-Pixel SpE| Module: -
@ S) Mega-Prel Network Came
o M Mega-Pixel Network Carne

Camera Mame:  20x Zoom Mega-f

Addrass: 102.168.6.143

Model Marme:  |SDE363E

MAC Address:  |000Z012150FE
peed dome

Connection Test
Connection Settings ’m
Lzer Mame: Pazswoard:
Configuration Protocal: Configuration Port: 20 =
Streaming Protocol: DR - Channel: 1

Initial Wiewing Strearm: 1 =

| Update | [ Close



Delete Devices from the VAST Server

m Delete a device:

Right-click the device on the device tree, then select Delete. A dialog box will pop up. Click Yes to
delete the device along with the recorded data; click No to delete the device but retain the recorded
data; click Cancel to cancel the delete action.

S FSr Camera
B & 20x Zoom Mgas EETTREER i j
ﬂ DI-1 Delete v Are you sUre you want 1o delete this camera along with recorded data?
I_-J ol-2 FETFEsn
. EI DI-3 Camera Settings T ves | [ No ] [ Cancel
- ﬂ DI-4 Camera Management 3
@ Dot Cutput Streaming URL
@& Doz
- C8D Mega-Piel Ne Send to Talk Panel
- [ Mega-Piel Ne Open Recording Folder

= Delete more than one deviée at a time:

a. Click Configuration > Camera Management > Delete Cameras on the menu bar (or right-click the
device/station, then select Camera Management > Delete Cameras).

b. The Delete Cameras window will pop up.
c. Select the devices you want to delete from the list, then click Delete.

d. A dialog box will pop up. Click Yes to delete the device along with the recorded data; click No to delete
the device but retain the recorded data; click Cancel to cancel the delete action.

e. When completed, click Close to exit the Delete Cameras window and return to the main window. The
deleted device will disappear from the station.

=— Bl wTk_staton1(127.0.0.1)

Emr camera

Dedete
Riefresh

Camera Marnagement * Insert Camera

i«
il

Camera Settings
T o
i c
[~ Wi

Output Strearning URL Weredabe Carnera,,

ST dte TalkPanel Delste Carneras..
o Mgl e B dingy Fold Camera Canhiguratian
N Mgt pent Rcorcling Folsber
# Address Part Mached Marme
r 1 192.168.6.143 a0 SDE363E 20 Zoom Mega-Pixel ...
[@ ml 2 1921686, ! Mega-Pixel Netwark Ca...
-z 192.168.6.219 20 1PE332 Mega-Pixel Network Ca...
I [T select Al ’ Delete ] Close ]

¢ |

‘l-'_ zts A YO SUNG poL want B0 dolotn e camera along with reconded data?

Lo J[ o J[ o0 |




Batch Insert Devices

Batch insert is a very useful function that allows user to search, filter, and import a row of
devices that are in the same LAN to a VAST station. The basic settings can also be applied to

those inserted devices simultaneously, e.g., a common user name and password.

Please follow the steps below to batch insert devices to a station:

a. Click Configuration > Camera Management > Batch Insert Cameras on the menu bar (or right-

click the station, then select Camera Management > Batch Insert Camera).

b. The Batch Insert Cameras window will pop up. Then click Search to open the Search Camera

window.

c. On top of the Camera List window, you can select "List the cameras which are not inserted" or "List
all cameras". The items listed below will then change accordingly. You may select ONVIF-compliant

cameras as well using the Brand selector.
d. Use the 4 Filters to narrow down the range of the wanted cameras from the list.

® |P Range: Type in a range of IP address to narrow down the list; the filter automatically applies after

you fill in a correct IP range.

x Batch Insert Cameras

(=T E)

Instruction
Search button Edit Connection Settings
Specify Address button ->  Import into List ->  Edit Recording Settings - Insert button
Irnport From File button Edit Video Settings b
# Marne Address Part Model  MAC Status Search...

I

Specify Address...

[

Irnport From File, ..

4 Search Cameras

Brand: |WIWVOTEK -

@ List the cameras which are not inserted

_ List all carmneras

Camera Mame:

Connection Setting [ address Range:

User Mame: .
[ address with prefix:

Configuration Prot .
Model with prefix:

Streaming Protocd )
MAC with prefis

Initial Wiewing Strd

v 53]

|

id
Set following filters to narrow down the range of searched cameras.

# Address Part Brand Mods!
1 192,168.6,143 20 SDe363E 00-02-D1-21-530-FB
r oz 192.168.6.101 20 FES173 00-02-01-81-73-03
3 192,168.6,219 20 IPa3z2 00-02-D1-19-2D-02
Select Al (a4 ] [ Cancel

Recording Storage

&dd the cameras to the recording
storage:

DefaultGroup (3/256 CH) -

I Insert ‘I Close

|




= |P with prefix: Type in the prefix of the IP address to narrow down the list.

% Search Cameras EJ

O List the cameras which are not inserted
() List all cameras
Filters

Set folowing filters to narrow down the range of searched cameras,

[[] address Range: ~

[7] Address with prefie: |192.168.5,132]

[(Iraodel with prefix:

[CIMac with prefie

# Addrass Port Model A

r 1 192,168.5,132 20 FD2161 00-02-D1-FD-21-15

= Model with prefix: The user can type in the prefix of the model name or the complete model name of
the cameras to narrow down the list.

¥ Search Cameras E]

O List the cameras which are nat inserted
(@ List all cameras
Filters

Set following filters to narrow down the range of searched cameras,

[ address Range: s

[ address with prefix:

Maodel with prefix: Foe161|

[CIMAC with prefic

# Address Port todel A

1 192,168.5,132 a0 FD2151 00-02-D1-FD-81-15

= MAC with prefix: You can type in the prefix of the MAC address of the cameras to narrow down the
list.

¥ Search Cameras E]

O List the cameras which are not inserted

@ List all carneras

Filters
Set following filkers to narrow down the range of searched carmeras.
[ address Range: ~
[ address with prefis:
[CIradel with prefic
[IMAC with prefis: 00-02-D1-FD
# Address Part Model MAC

M1 192.168.5.132 a0 FDE161 00-02-D1-FD-831-15
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e. When the list is filtered, you can select the cameras one by one or check Select All to add them to the
batch insert list. Then click OK to finish searching.

0 List the camenas which e not inserted
(EiList ol cameras
Fiters
5ot folowng fitees: to narmow down the rangs of saached camenss.
Fladdessfaognr 1921685 | w l192.166.5 |
Cladess with ok | |
[Mogel wih prod. | 1
Ol with prei: | 1
F 1 1mmasim o oo 00-02-01 08530
F o2 WIS 8 FoH1A1 OOL2OLFOBL1S
P o3 WRLAS1E ) T =S 00200 F2 0353
Tt () B0

. The selected cameras will be shown on the batch insert camera list with the camera information and
the connection status. When you click on a camera, a live view will show up on the right side for you to
identify the cameras on the list. If you want to remove a camera from the list, click the trash can icon to
delete it.

Instruction

Search button
Specify Address button

Irnpiort From File button

Edit Connection Settings
-» Import into List -»  Edit Recording Settings -2 Insert button

Edit Wideo Settings

—h

I
# Marme Address Port  Model  MAC Status [ Search... ]
@ 1 20% Zoom..,  192,168.6.143 a0 sDas.. 00-02-01-21-30-FB  OK [ = ]
® = Mega-Pie.. 192,168.6.101 80 FES173 00-02-D1-8173-03 OK Snecldoiessm
'ﬁ 3 Mega-Pixe... 192.168.6.219 g0 P332 00-02-D1-19-20-02 Ok [ T v e ]
i |
i ~
Camera Mame:  Mega-Pixel MNetwork Camera
Connection Settings | Recarding Settings I
Lzer Mame: Password:
Configuration Protocal;  |[HTTP - Configuration Port: 80 E
Streamning Protocol: TCP - Channel: E
Initial Yiewing Strearm: 1 E
Recording Storage
Add the cameras to the recording
storage:
Apply to Al
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g. At the bottom of the window, there is a field for you to alter the camera settings including Connection
Settings and Recording Settings. You can apply the new settings to each camera on the list, or
click Apply to All to apply the same configurations to all the cameras. For more information about
Connection Settings and Recording Settings, please refer to Insert Device on page 81 for detailed
information.

h. Specify host: If you want to add a camera to the list, click Specify

Address to directly add a wanted camera. Click Add after filling in | , ... 102.168.5.131
the correct information. The camera will be added to the list of the | ~
Batch Insert Camera window. Configuration Protocol: 3

i. By default, all inserted devices will be applied to the default CofiguiEiien Zait a0
recording group. Deselect the Add checkbox if you do not want to
assign the selected devices to the default recording group. User Narme:

j. Click Insert when all the settings are done. Cameras will be added. Password:

~
w

Add ] [ Close

ée

When you modify the camera settings, and when the connection information (User Name, Password, Configuration
Protocol, Configuration Port, and Streaming Protocol) does not match the current network environment, the camera
will be disconnected and the status of the camera will become “Camera cannot be found” as shown below.

&4 Batch Insert Ca Ui X

Instruction
Search button Edit Connection Settings

Specify Address button  -=  Impott into List - Edit Recording Settings ->  Insert button

Irmport From File button Edit Video Settings
]
# Marne Address Part Modsl  MAC Statls ’ Search... ]
f& 1 Mega-Pixe.,. 192.168.5.132 443 FDS161 00-02-D1-F0-/.  Camera cannot be found. ’ Specify Address ]

(I Mega-Pixe.,. 192.168.5.131 443 FDE133 00-02-D1-0B-, .  Camera cannot be found. |
& 3 Mega-Pixe... 192.168.5.119 443 IPE132  00-02-D1-32-,.  Camera cannot be found, [

m

Import From File. .. ]

Camera Mame:

Connection Settings | Recarding Settings

Uzer MName: Password:
Configuration Protocol:  [HTTP - Configuration Port: 80 =
Streaming Protocol: TCP - Channel: 1 :

Initial viewing Stream: |1
Recording Storage

Add the cameras to the recording
storage:

spply to & | | [DefaultGroup (3/256 CH) -

[ Insert ]’ Close ]
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You can enter a User name and Password and use the Apply to All button to apply this combination
to all selected cameras. This way, you do not need to change the user name and password for every
individual cameras.
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Camera Configuration

The Camera Configuration function group provides immediate access to the video streaming
and other settings without the need to open a web console. The function group is accessed by
selecting a camera on the device tree, and right-click to select Camera Management > Camera
Configuration. If you have new VIVOTEK cameras and the VAST server can not recognize
their features, see page 69 for how to update camera information using the Device Pack update.

e Wy TK_Station1(127.0.0.1) ‘

_ ...... F=r camera

+ ----- & =0 Delete |
+ """ @& Me Refresh
o M Me

Camera Settings

o P Recordin
Camera Wanagement » Insert Carmera...
- E Layout

Cutput Streaming URL Lpaiis temzza..

Send to Talk Panel Delste Cameras...

s Rl Falele Camera Configuration. ..

= FOV (Field of View)

The FOV configuration is available for 5 megapixel cameras (such as IP8372 and IP8172P),
which allows you to crop a portion of the image captured by the sensor. The FOV setting ap-
plies in the scenario where you do not need all of the video a camera can capture. For example,
when shooting a parking lot where the upper half of the image is the sky. Cropping a field of
view can help save bandwidth and reduce the requirements for storage space.

Voo I =
UWEM Wik | ko | Hemots Foous | NTE Settings | Panorame B2
VYT Station2{127.0.| | pepy T
[ Mapa-Puel Netw TN ITBCEI - =
Bl Maga-Pecel Metwy - 1080P Fll D) (MAX 30rs)
Hh’lull"'.n‘.ﬂl'lm Vo straam | stream 1 <
O can et test(10] | Cocket Lypa: [sve -
P Maga-Puel Netwi Crapping Sartieg -—E_ |
Frorma: sian: 7‘5‘:"‘?5'5' | | = witeiel v
Marmrean frorme rafie |15 fos |
Vided gualty, Coredand bk rata =| |f Myr -
Copy sethngs to: | ‘.:ia'n';__ o
= Video mode
For cameras having resource limitations such as hav- EminTTe

ing a lower frame rate when supporting dual streams, or
lower frame rate when using the Rotation mode, its vid-
€0 mode is automatically displayed in the Video window.



= \ideo

This tabbed window privides access to the selection of the live view stream, its compression co-
dec, frame size, max. frame rate, and video quality. Note that the Constant Bit Rate methodol-
ogy can be used to ensure that the size of video stream does not exceed a preferred threshold,
regardless of the complexity or the changes of pixels in the image. You should use a maximum
of 1080P as frame size and 6Mbps as constant bit rate for video streams managed by this

system.

-

4 Camera Configuration
Camera List

= B vk _staten1(127.0.0.1)
5P Mega-Fixel Network

En Mega-Pixel Netwark

B Mega-Picel Network

e [N Mega-Finel Netwark
-GG MegaFixel Netwark

] m [

(el

Video | Audic | Remote Focus | NTP Settings || Pannwarnic PTZ

Yideo stream: .Suea'n 1 "]
Codet type: |5V 'J
Frame size: ’ms,ﬁ;,;msﬁ v]
Maximum frame rate: [45 fps v]
Video qualty: Constantbitrate  ~| [4Mbps =]

Copy settings to: | [ se ][ coe |

If your camera supports the Smart Stream function, the related options will be available with the
Video quality. Note that only the Auto mode option will be available.

Auto: When set to Auto, only the moving objects and the areas around them will be displayed
with the Foreground quality. The rest of the screen will be displayed with the Background (lower)

quality.

T

Yideo quality:

Copy settings to:

Smart stream (auto r|Z|

Constant bit rate
Fixed qualit

Smiart stream (auto mode)
Background quality:

Mediurn

Maximurn bit rate: 40Mbps

PETETTD — —
e
C List -
amera Lis video | audio | Remote Focus | MTP Settings | Panaramic PTZ
- E VVTK_Statthl(IEF.D. videa stream: Stream 1
& Mega-Picel Metwe
EM Mega-Piel MNetwr | Codec type: H.264
- (M Mega-Piel Metwe
e Mega-Pisl Matwe | F1aMe Size 1920x 1080
Maxirmum frame rate: 30 fps

B A B EEE]

| |

Save

Close
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= Audio

If audio feed is preferred, configure the audio codec type, sampling bit rate, and operating mode
in here.

=

Camera List Videa | Audio ww Panararic PTZ |
E,._..- WTK_Station1{127.0.0.1) | [@]Enable audio
Audio codec type: Ib}
Made: l.E J
im0 ] coysettogstor [ v [ swe | [ cese |
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= Remote Focus

For cameras supporting the remote focus feature, such as the FD8362E that comes with a motorized
lens, this window provides finetune buttons and full-range scan fucntion to help reach the best image fo-

Cus.

et

_ List

Video | Audin | Remote Focus | TP Settings | Panaramic B <

E._..!..;@m:‘o.a.z ] = B2 7:22:06 PM
:i =t 1 'l Ly
- JEEi Mega-Poel Netwark

- P Mega Pl Network

S A\

ran (=] O

] ] copysetingstor | o[ s ][ ks

m NTP Settings

If cameras’ real time clocks are set to be synchronized with a time server, enter the NTP server’s ad-
dress or domain name and specify an Updating interval. If you select the “Synchronize camera time with
system automatically” checkbox during the initial setup, the NTP server IP will be the VAST server’s IP.

s Tl gt TR strti IR LA 1S 1
- ] p— . Carmera kst |§J
e L paeep— oo gy = . { . L
Addrens Port  Hodel AL
i miuern o m | men | oo ]
T TR T & MEE | foolLaEA
3| mmsm " FON | TS
4| sk B FRME | MOS0
8| mimmansi © R erblmee
L& | mmaus ® FRIT 0
7 | mnpanm ® PRl | weorrE
|8 sasamun ® P 01T
s | mmanm ® FaM W0

[om | [ Common o |
| Byt e b o crwan

T e S R vreiee sotomancaly

[ it ' copy witngy e i* [anm | [ s | [ oo |
oo J [om

Always remember to Save your configuration before leaving this window. You can also use the “Copy
settings to” button below to duplicate your current settings to adjacent cameras.
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» Panoramic PTZ

Please refer to Appendix A Panoramic PTZ configuration on page 288 or the Panoramic PTZ
Installation Guide for more information.

Camera List

| video | Audio | Remote Focus | MTP Sattings | Panoramic PTZ

Enable panoramic PTZ
i (DM Metwork Carneral

= Y iega-Pixel MNetu

[CEnable auto tracking

E

Copy settings to; El I Save I I Close ]
L.-:— - —
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View Live Videos

The server will automatically add a newly-inserted device to the video cell for live viewing.
You also can double-click the target device or drag-and-drop the target device from the
hierarchical management tree to the video cell.

S YWTK_Station1({127.0.0.1) 108 Live View | [ Matrix view
= BSr camera

"R 1 FD216
Bm recording Storage ;
B Layout a

For dual-stream devices, you can right-click on the focused cell to select stream 1 or stream 2. For
multiple-stream devices, you can select from stream 1 ~ stream 4.

1_FD8161 201040803 AM 11:25:23

L

Dual / Multiple Streams

= WYTK_Station1(127.0.0.1) 108 Live View | P Matrix View
= c
By Carera Yy 1_FD8161 2010f08/03 AM 11:25:23
"1 FDE1A1(192,168.5,132] . ek s
PM Recording Storage Merrarn

E Layout B - | singleview Culs¥

Full Sedmen Cul4F

Emahle PP Crrfwl

Erraly| e frishob Flevaley

e L (L2007 20
Szream 2 [L28CT2M
Seremimy 3 (1 T 44)

Sznesamid {15301 06D

Sem Oy L]

Fisheye Display Modes - '

By default, a circular view is displayed when a fisheye camera is successfully connected To
display Regional, Panoramic, or the combination of different views, right-click on a fisheye
camera's live view to display the associated commands. The display modes available are: 10
(Original), 1P (Panoramic), 1R (Regional), 2P (2 Panoramic), 103R (1 Original & 3 Regional),
4R (Quad Regional), 108R (1 Original & 8 Regional), and 4R Pro (4 Proactive) modes.

D) Live Virw

Mega-Pixel Network Camera

Sinaghe View Cisl 4V
Full Serpen ChleF

Ermbalm [retant Regeley

Stream 1 (Mo8=TGE)
Brream I (T68=768) X
Stream 3 (1538:1576) P |
Send to Talk Parel “I bokal |
See DO
L T

Wl ~
Videa Enhancemert | .ﬁ? _,-E.?
Video Displey Mode g

H-h.-,\- Cispdey Mode 10

u u 1”1 ﬁll EE ﬂ

=y
ﬁr
W7 %t



Fisheye Display Modes: below are conceptual drawings for different display modes.

10 (Single Original) Display mode:

An Original oval view covers the

hemisphere taken by the fisheye lens.

1R (Single Regional) Display mode:

A Regional view crops a portion of the hemisphere
as a region of interest. You can zoom in or out or
move the view area elsewhere from on the regional

view.

10 View (Original View)
AT -
-

180° Hemispheric

Zoom In ! Zoom Out @
LI :q'.t

=S

Zoom in/out
&
all-direction
navigation control

A Regional view is dewarped, by correcting images
from the distorted oval view to a rectangular and
visually proportional image.

1P (Single Panoramic) Display mode:

With image correction algorithms in firmware, the hemispheric image is transformed into a
rectilinear stripe in the 1P display mode. Viewers can use the PTZ panel or simply use mouse
control to quickly move through the 360° panoramic view.

Note that the 1P view is apt for an overview, the Zoom in/out function does not apply in this
mode.
1P (Panoramic) Mode Screen Control
0 L Viaw

Mega-Hixel Network Camera

Swipe fo scroll horizonta-ily

W{.; M.'.,'-;r \ fﬁﬁ "
) 4

/}/
ﬂi ) -




2P (2 Panoramic) Display mode:

Two dewarped rectangular views are placed one on top of another each showing 180 degree of
panoramic view. The 2P view looks like the upper view shows the front of hemisphere, and the
lower view the rear half of the hemisphere.

2P (Panoramic) Mode Screen Control

IO Lo Vi

: "l-l I andsicei ‘-' AT

SW|pe to scroll horlzontally ;ﬂ,ﬂ'
- w2

(!
r_bjh.- -:_ - — I }E -
xl hagol | .«& *
103R (One Original & 3 Regional) Display mode:

Fisheye cameras also support the display of multiple regional views taken from within the same
hemisphere, and they can be displayed with or without an Original view in its view cell.

3R View (Regional View)
/‘-'__‘\.

=

Zoom in/out
&
all-direction
navigation control

* Only two regional views are shown for simplicity reason



PTZ Mouse Control

The "Mount type" setting also determines the display modes available to your display modes.
Please refer to fisheye camera's User Manual for more information.

A highly versatile mouse control is implemented with fisheye cameras. The same control takes
effect on a browser management session, on the LiveClient utility, and even on a video playback
screen. See the drawing below for how it works.

You can click and hold down the left mouse button to quickly swipe through the field of view,
change the view angle, or use the mouse wheel to zoom in/out on a region of interest. However,
the PTZ mouse control is only available in the "R" (Regional) mode. In the Panoramic mode,
you can only scroll horizontally across the 180° or 360° panoramic view.

103R (Original & Regional) Mode Screen Control

D3 Live View

Mega-Hixel Nebwork Cameras

> Interactive

ZoomIn  ZoomOut regional FOV indicators

<z _

— Current screen selection

@ Pan or tilt

Click to bring into
center of view ﬁ —>Click and hold down
— " @ the button

ge

The various display modes require the support of D3D technologies by your display card on the
LiveClient or Playback station. Most off-the-shelf display cards today support this feature.

The onscreen mouse control is very agile. Therefore, use the PTZ panel for more delicate
moves in a field of view. Pan and Patrol moves are also supported if you have configured
preset PTZ positions in the camera's firmware. Note that the Pan move takes place in the
Panoramic and Regional views, while the Patrol function through preset positions applies only in
the Regional views.



Below are the conceptual drawings for other display modes. The available display modes can
different with different mount types:

Regular: 10, 1P, 1R, 103R, 4R.

Wall mount: 1P2R, 1P3R.

For more information, you can refer to fisheye camera's user documents.

4R (Quad Regional) Display mode: 4RPro (4 Regional Proactive) Display mode:

0w £ i v

Regional View #2 Regional View #1 ( Regional View #2 Regional View #1

T

Regional View #3 Regional View #4 g Regional View #3 E Regional View #4

108R (One Original & 8 Regional) Display mode:

20110901 05:41:35

Mega-Pixel Network Camera

Regional View #3 Regional View #2 Regional View #1

Regional View #4 Original View Regional View #8

Regional View #5 Regional View #6 Regional View #7




Refresh

Right-click the device, then click Refresh, the camera information will be refreshed from the server.

E WWTE_Stationl(127.0.0.1)

By camera
w N T ek Fiend. Esasarud I
& Mg Pin Delete
+— ( panga P Ridrarsh
B kecordg Stol | Lmmers settings
E Larpowt Camera Management

Crrtput Strearing LIRL
Send to Talk Panel

. Ceent Recarding Folde
Streaming Server i b

Right-click the station or the device and click Output Streaming URL. A .txt file with streaming URL will
pop up. Then you can use this URL to link to the live streaming through QuickTime Player.

W
a - S B 4 TK Station1(127.0.0.13

B Caners Management J z
S | Station Mansgerent — b Camera
i Liagieal Teee View Managesnent + """ @ 20% Zoom Mega-f De|e;te
H— | L0 Bom Managesment k + """ @ Mega-Pixel Netwi
. I User Management - [N Mega-Piel Metwe Refresh
. Associstion Management + ------ E Recording Storage Camers Settings
— 3 alaree Management - E Layout Camera Management 4
4 Wirtual Matrx Management k Output Stresming URL
Stotion Eeltings . Send to Talk Panel
Find Open Recording Folder

Dutput Streaming UL
Cutput Camens List
et Bulnlie TR

Output Camera List

This command produces a text file containing cameras' brand name, IP address, and HTTP port
information. The camera list file can later be used for Batch Insert function, Import from File.

Get Public IP

If your access to Internet is via PPPoE, this function will display the public IP provided by your service
provider. If your access to Internet is via a router, please consult your network administrator or consult
your ISP for a valid public IP.

5 [ = nm o : [/
: Camera Management 2
= BS Camera |
= Me Station Management...
o F=r Recordin: Logical Tree View Management...
= E Des /0 Box Management 3
e I User Management...
b [ Layout Association Management...
] Alarm Management...
Wirtual Matrix Management b
1
Station Settings 2
Find...

Output Streaming URL
Output Camera List
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Camera Settings

Left-click to select a camera, Right-click, and then click Camera Settings to open a brower's session
to the camera.

2 Bl wyTk_Station1(127.0.0,1) )
E - Camera
: o w 20w Zoor=** sl Panmmd B Spniwm
O Mega-Fi el Hom name wrme s fitaTen Caman
- [N Mega-Fi | [ Refresh ] I~ Tum o v LED masensi
: P Recording Sto Camera Settings s
B - Layaut Camera Management 3 et S i
Clutput Streaming URL ™ Symchionie win cominsier bk
Send to Talk Panel 1 Manual
Open Recording Folder i
v I sl (3

Eiigtal irgut Tha sctios wishe (6 [LIw %] e curmes stite Setacied is bigh
Dt actpat T active statn i [Grinced =] e curenl stis Asiacted i fifmn

L]

You must have an IE browser rev. 7.0
or above for opening a management
session.

Open Recording Folder

Click on this button, and the default recording folder will prompt. The specific folder for a specific
camera will be opened.
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Remove Live Video from the Video Monitoring Window

There are two ways to remove a live video from the video cell:
Method 1. Right-click the video cell and select Remove.

= WYTK_Station1(127.0.0,1) 108 Live View | [ Matrix View
= By Camera

1_FD8161

I“"B1 FDE161(192,168.5.132)
P Recording Storage IRE
B Layout Single Ctrl+v

Full Ser Ctrl+F
Enable PiP Ctrl+1
Hide Global View Ctrl+H

EnableInstant Replay

Stream 1 (19201080
Stream 2 (1280x720)
Stream 3 (176x144%

Method 2. Drag-and-drop the live view from the video cell to the hierarchical management tree window.

=1 WWTK_Station1{127.0.0.1) I3 Live View ﬁ Matrix View
= BE camera
@ 1_FDB151(192,168.5.132)
Pm recording Storage

B Lavout

1_FD8161 2010{08/03 AM 11:25:23

g¢

If you want to remove all live videos from the video cells, please click E\ on the menu bar.

BREADEER D EN D EEE




How to Change the VAST LiveClient Layout

Changing the Layout of the Live Video Monitoring Window

VIVOTEK VAST LiveClient supports up to 32-CH simultaneous video viewing on a single
monitor and allows you to change the layout of the live video monitoring window based on the
number of inserted devices.

Switch Video Channels

To move a video channel to another empty video cell, drag-and-drop the view to the target video cell.

To switch two different channels, drag-and-drop one view to the other, then the two different channels
will be switched to the opposite.
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Configure Layout Mode

Click the Layout button [E]| on the quick access bar. Select a desired layout mode, and the layout
window will be changed accordingly. Below we illustrate 15 types of layout modes and the corresponding
page numbers:

O EADEEROEIEEE

Layout mode Description No. of Video page
1x1
2V
- 1P+2
3v
2x2
4V
2V+3
1+5
— 1P+6
3x3
— 1P+8
1+12
4x4
5x5
1+ 31

€))%

20 More than 1 video page;

P-PTZ modes — — rotation function is enabled

Only 1 video page;
— rotation function is disabled

BEEREEELEEEEBE0

= 2 NN O W 0o A~ N 0O

Configure Layout Mode

Click the Layout button [E| on the quick access bar. Select a desired layout mode, and the layout
window will be changed accordingly. Below we illustrate 11 types of layout modes and the corresponding
page numbers:
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The 1P+2, 1P+6, and 1P+8 layouts apply exclusively to the Panoramic PTZ configurations. Please refer
to page 287, Appendix A Panoramic PTZ Configuration, for details.

Normally, a Panoramic PTZ layout will consist of 1 fisheye Original view, 1 speed dome field of view, and
1 fisheye Panoramic view as shown below. Note that the interactive click-on-image control only takes
place on the Original and the Panoramic views.

e E e e Tt ]

R T T ) (L] e e res Dt
Mhs Toorw HIED Scwed MIMHBIS M HWT ST B g Ml s Ll
i Sy RGO E MW el AT W op
X Zixrs HORE Yoo U032 I e § B B=rieg ks b U
W Tocws WG Sowesid AWM WA WA < Baring Yk S
T L B SR R BT T EACring iR o =
X Jairy YOO oo DI 2 24 25 289 o Ry Glits b s
Bl Vit sanh Ty WIS MM < Ry g Ml st
[ P T BT T SRR T BTy s o

Some layout modes (1x1, 2V, 3V, 2x2, 4V, 2V+3, 1+5, 3x3, 1+12, 4x4) will spread all video channels
into several pages. Some cameras support the video Rotation function for scenarios such as a tall, long

corridor or the inside of a vehicle. The Rotation configuration is made through a web console with such
cameras.

Home  Client settings QeLuFeil-l Language
Media >Image
General setings | Image setiings  Exposure | Privacy mask

Video Settings

Image

Video fitle
Video [7] Show timestamp and video fifle in video and snapshots
Audio Pasition oftimestamp and video title on image- | Top  [=
Network Timestamp and wideo fitle font-size: Small  [x]
Color: B/W @ Color
Security >
Power line frequency: G0Hz @ 60 Hz
PTZ
Video orientation | Flip 7] Mirror

Event || Rotate | gp [=] Degrees

Applications

Save
Recording

Local storage




For example, under the 3x3 layout mode, you can switch among the pages by clicking and on
the quick access bar. To arrange the content of each page, manually drag-and-drop cameras from the
hierarchical management tree to the video cells on each page.

Page 1 Page 2 Page 3

ey e T -— SR RS _-—

10 19 20 24
_ Meliakisl - 2
- 25627

Rotating Video Pages

LlEEnEl ®E FHaEEe

For layout modes that contain more than one page, the LiveClient provides the rotating function for
displaying all video pages in turn.

= To enable this function, click [l on the Quick Access Bar, which will become Stop Rotating, and
the video pages will start to rotate so that the user does not have to click || to move to the next page.

m To disable this function, click |&# Stop Rotating, which will become [EI on the Quick Access Bar.

You can also click Layout > Start to Rotate/Stop Rotating to enable/disable this function.

Layout | Help::l
| Btart Rotetion Ctl+0 |

Edit *

The default rotating time interval is 6 seconds. If you want to edit rotation settings, please refer to
Rotation Settings on page 209.

Edit Layout

Please follow the steps below to save a layout:
a. Arrange a layout mode and drag devices to their desired video cells.
b. Click Layout > Edit > Save to > New on the menu bar. A Layout Name dialog box will pop up.

l Layr{]ut Help ¥ Save Layout [zl

atart Eotation Ctl4O H [ Layout Mame:
e

| | e

Wew .. |Iaw:uut 1 |

—

[ (04 ] [ Cancel I

c. Enter a name for the the layout, then click OK to enable the setting.



d. Back to the monitoring window, the new layout will be displayed under the hierarchical management
tree as shown below. You can save up to 10 layouts.

e. To change to another layout, double-click the layout options on the hierarchical management tree, or
click Layout > Choose on the menu bar to select a desired layout.

= WiTK_Station1(127.0.0,1)

amera
m Start FEotation  Chl+0

P Rrecording Group '
i 8 '(- ES

| Layout Help j

= P& Layout - =
] ‘1 | Choog Layout 2
@ Ayou Iy Liv  Lagoutl]

5 WL ey

® |f you want to edit an existing layout, arrange a layout mode and drag devices to the desired video
cells, then click Layout > Edit > Save to > New to save as a new layout or an existing layout to
replace with the new one. Layout | Help j

Start Fotation Chl+O I
=l [ o W |
Hew...
Choose 3 Delete  F
. . . i Layout 2
K08 Live View | [ Matrix View Layout 1

® |f you want to delete an existing layout, right-click the layout item on the hierarchical management
tree or click Layout > Edit > Delete on the menu bar to delete it.

= WATK Station1(127.0.0.1) Layout || Help )
B cCamera StrtRotion. Ctk0 |
—ll

Recording Storage

F I Recortog S soeto > |2 R
you Chooze r Lapront 2
E Layoutl

10 Live View | |'_"'i Matrix View Layout 1

é;

Whenever you close the LiveClient or Playback programs and changes in screen layout have been
made, you will be prompted to save your current configuration.

P ——

i ’ : Layout has been changed. Are you sure you want to save the channels in the layout?




Maximize/Minimize the Live Video Monitoring Window

® Single View: to maxmize a video cell to the entire live video window

Double-click the video cell, or right-click the video cell and select Single View. The focused video will
occupy the entire playback window as shown below.

|_FDBin| Z0T0/D0/03 AM 11341355 [
.. . —

ftraam | (17807308
Stream 3 (12001300
Strpaen T {17 He144]
Strewer & (130010804
Eaeetl 18 Tal Pard
Bt B0

Crhar

iecden Erbarcrart

Veden Dapliny Mode
T PP Adpast B

1 _FOHTEL ZOTIFIEN AR 1744230

Enabla kit art Rep by
hirmam 1 (14000
Strpan (13007300
Stream 3 (1TGH144)
Btrenm 4 (17001083
Sered tn Tl Paresd
Ee DO

Crthirn

Viden [ charcerast

Vidsa Dapley Mads

T PP Adpast B

i

To restore to the original layout, double-click the video cell or right-click the video cell and uncheck
Single View.



® Full Screen: Maximize the live video monitoring window to the entire screen

Click Full Screen @ on the quick access bar or right-click the video cell and select Full Screen. In
addition, you can also click View > Full Screen on the menu bar to maximize the live video monitoring
window.

To restore to the original layout, you can right-click a video cell and uncheck Full Screen or click the
Esc button on the keyboard to exit full screen mode.
_‘uj_llr C !I‘I|lql.lllr.l|.l|_'l__Ll'lul.ﬂ H
¥ PILPenel
W TwoWey fasdin Panel
Insteent Playback Panel

W dlar Wineleiw

Full Soreen ColaF
Minimae

Ml View |

= Minimize: If you click View > Minimize on the menu bar, LiveClient will minimize to the Windows tool
bar.

View Live Video on Dual Monitors

VAST also supports live video viewing on dual monitors, allowing you to manage a maximum of
64 channels concurrently on two screens. Moreover, the layout of the video monitoring window
on different monitors can be set up individually.

Please follow the steps below to set up dual-screen mode:

a. Set up dual monitors for your local computer.
b. Launch VAST LiveClient on monitor 1.

c. Click System > Second View on monitor 1, then the live video monitoring window will be displayed in
monitor 2 as shown below.

Monitor 1 Monitor 2

]

(System | Edit | View | Configuration | L:-'@t

: S o | ®f

©‘nahle Click On [mage
Canguage r
Becond View 1.1} [« |8
E-Map
Launch Playback I
d. There are two ways to view live videos. One is to drag-and-drop the target device from the
hierarchical management tree window to the video cells. The other is to click any video cell on monitor

1 or monitor 2, then double-click the target device; the live video will be displayed in monitor 1 or 2 in
accordance with your selection.

e. If you click Switch Screen @ on the quick access bar, the live monitoring window on monitor 1 and
monitor 2 will swap.

Logout
Exit




Simultaneously Viewing up to 64 Channels

If you select 1+31 layout on dual screens, you can view a maximum of 64 channels live video
simultaneously. In this case, each layout contains 32 channels on 1 video page.

Monitor 1 - 32 channel Monitor 2 - 32 channel
e '"_.;:“_'-_j.-ig-m: —

B

Using different layouts on each monitor

You can also select different layout for two monitors, simply click the Layout button on the quick
access bar. Below is an example of the 2x2 layout with 8 video pages on monitor 1 and the 4x4 layout
with 2 video pages on monitor 2. You can click _ and _ to switch among the video pages.

Monitor 1 - page 1 Monitor 2 - page 1

[N W — ] b =%
BT = = o -
:

Monitor 2 - page 2

C“Ck . & s . i e

Monitor 1 - page 8
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View Live Video with Multiple Monitors

If you have multiple screens in your monitoring center, you can switch the VAST LiveClient
Window among these screens.

® |f you have two monitors, click Switch Screen @ on the menu bar; the LiveClient window on monitor
1 will switch to monitor 2.

Monitor 1 Monitor 2

on the menu bar. The number of items on this list depends on the number of your screens. Select a

n @ou have three or more monitors, a drop-down list will be displayed when you click Switch Screen
esired screen on the drop-down list and the LiveClient Window will switch to the specified screen.

&
Monitor 1

Monitor 2
Monitor 3
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How to Manage Stations

The VAST Server allows you to construct a hierarchical management system by adding more
sub-stations to the root station. Under each sub-station, it can also insert sub-stations and
network cameras.

Relay Settings

Before adding a sub-station, please follow the instruction below to enable the sub-station's
Relay Settings first.

a. Login to the sub-station.

b. Select the station from the hierarchical management tree.

c. Click Configuration > Station Settings > Relay Settings on the menu bar (or right-click the station
on the hierarchical management tree and select Station Settings > Relay Settings).

(System | Edit | View | Configuration | Layout | Helpj

Camera Management 4 .
@@@@ﬁ Station Management... ;]@ - E]
- Leer Managerment. . L L
i Matrix Wigw

B WATK Station1({12 As ocigtion Msnagement...

b ST L -dnneia E'\u"eht Ma @ .nt
g @ . Virtusl Mat —ogement ' _

------ @@ Maga-pi

- [EM Mega-Fi Station Settings 4 General Settings
@ o Client Settings v Network Settings

=5 Recording Sto i i
h J Video Enhancerment N Recording Storage Settings
B b Defaultt Recording Schedule Settings

@ 20 Zoom Mega-Pixel Sp
@ Mega-Fixel Metwiork Carm
o (M Mega-Pixel Netwark Carm
- h Layout

Scheduled Backup Settings

Server Settings 3

Relay Settings

@] S W TE Station1(127.0.0.1) I Live View
Camera blanagement 4
Station Management...
zer Management...
A zsociation Management. ..
Event Management. ..

Virtnal Matrix Management #

Creneral Settings

Hetwork Setings

Becording Storage Settings
Eecording Schedule Settings
Acheduled Backup Settings
Herver Settings r
Relay Settings

Cutput Streaming UEL
et Public IP

d. The Relay Settings window will pop up. Check Allow Relay Connection and enter a Password.
Then click OK to enable the settings.

v Relay Settings g|

Relay Authentication

Password:

Confirrn Password:

oK ] [ Cancel




Insert Sub-stations

Please follow the steps below to add sub-stations:
a. Select a target station from the hierarchical management tree.

b. Click Configuration > Station Management on the menu bar (or right-click the target station, then
select Station Management).

c. The Station Management window will pop up. The hierarchical management tree managed by the
target station will be displayed on the left panel.

T ———
( System | Edit | View | Configuration | Layout Help _j 2 ""u"",.‘ ¢ Cnareern Managesnent I
ntian Manngemer
Tamera Management L E@ | II 3 L3 '1 NI
I ~ b 1 e
o‘ qu G ‘| | on Management... i i | /O o Msnsgsment v
~ L0 Box Managerment 4 i [ Liser Managernent
@ \,i\,"TK_StatiDl"ll(IE User Management... j g I. Anvmtiahion Mansgement
T Lamera Association Management... t ey Fien e
| @ Mega-Fi N Wirtienl Matre Management v
| Alarm Management...
- (A Mega-Fi N finbion Seltings v
: - (A Mega-Pi Aol
+ [ Recording St Station Settings C Dtpact Strmarnin LIAL

Ot Camen Ligt

Bt Mot [P

= T
) [y T | = ==
—

Station Tree for ¥Y¥TK_Stationl

Addrass:

Pazsword:

Communication Port: 3454 =

-

List Substation Hierarchy | | Insert | | Search...

Hierarchical management tree

Delete Update Close

d. Before inserting the sub-station, you can click List Sub-station Hierarchy button to know if there is
any sub-station under it.

e. Enter the sub-station's IP address and Password (defined in Relay Settings, not login password).

The default communication port is 3454.

m |f the sub-station is on the LAN, you can click the Search Station button to detect all ST7501 and
VAST on the LAN. A Station List window will pop up and show a list of detected cameras on
the LAN. On the top of Camera List window, you can select "List the stations which are not
inserted" or "List all stations". The items listed below will then change accordingly. You can click

Name, IP Address, Model, Http port to sort the items. Then select a device from the list to insert
to the station.



f. When all settings are done, click Insert to add the sub-station to the target station. The sub-station will
be displayed under the left station tree.

g. To insert additional sub-stations to the target station, repeat the above steps.

h. When completed, click Close to exit the Station Management window.

¥ Station Management for Y¥ TE_Stationl .

Station Tree for ¥¥TK_Stationl adldrese: 172.16.4.93

WWTK Station1(172,16.7,62)

Password:
Communication Port: 3454 &
@] List Sub-Station Hierarchy [ Insert Igearch... ] @

Hierarchical management tree {F

VUTK_Station2(172. 16.4.23)

e 1010
il |

|J %d Search Stations l EB-J ﬁ
@ .

@ List the stations which are niot inserted
) List all stations Refresh

Station List

Marme Address Model HTTP Port
WY TE _Stationl 192,168.6.224 WAST 3454
RO1_MEIL_S5235 192,.168.6.207 WAST 12345
WY TE_Stationl 192,168.6,135 WAST 2454

I WY TE_Stationl 192.168.6,1332 WAST 2454

i. Back to the main window, you will find the newly-inserted stations displayed under the hierarchical
management tree.
= WWTK_Station1(172.16.7.82)

w B Camera
#- [ Recording Group

P Layou
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=
B You can add VAST or free standard ST7501 as the sub-stations. The number of sub-stations can be

added to the server depends on your key dongle. The VAST server will automatically detect the USB
dongle installed on your host PC. Following is an illustration for two-level hierarchical architecture:

VAST Client H——@

VAST- Central Control Room

A site B site | H H D site
‘ C site
ST75M ST7aM WAST WAST

assass asssss asssss asassss
A o P L o A L L L i A L L L o L L L L L
—— —— —— ——

VIVOTEE IP Camera VIVOTEE IP Camera VIVOTEE IP Camera VIVOTEE IP Camera

B Please note that the following cyclic relay is not allowed.

Server A Server C

g -

Add ser\‘/er‘\ Add server C
as substation as substation

Server B
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Delete Sub-stations

There are two ways to delete a sub-station:

Method 1. Select the sub-station on the hierarchical management tree, then right-click to delete.
= VWTK_Station1{127.0.0.1)

+ E Camera
7 [ Recording Group
M Layout

+ WAWTE Station2{173.16.4.23)
Camera Management 4
Station Management. ..
Tser Management. .
A mociation Mansgement. .
Event Management...

Yirtual Mateos Management *
Station Sethngs 4
Find ...

Cutput Streaming TRL

Get Poblic IP

Delets |

Method 2. Delete the sub-station via the Station Management window:

a. Click the station on the hierarchical management tree, then click Configuration > Station Manage-
ment on the menu bar (or right-click the station, then select Station Management).

b. The Station Management window will pop up. The hierarchical management tree managed by the
station will be displayed in the left Station List window.

c. Select a station from the list you want to delete. Its related information will automatically be displayed
in the corresponding blanks in the Station Management window.

d. Click Delete to delete it.
e. To delete additional devices, repeat step c. and d.

f. When completed, click Close to exit the camera management window and return to the main window.
The deleted device will disappear from the hierarchical management tree.

% Station Management for ¥¥ TE_Stationl @

Station Tree for ¥Y¥YTK_Stationl

Address: 172.16.4.23
= WWTK Statinn1i172.1A.7.821
© WATK_Station2(172,16,4,23) Passwordk
Cornmunication Part: 23454 #
[ List Sub-Station Hierarchy ] [ Insert ] [ Search...

Hierarchical management tree

WWTK_Station2(172.16.4.23)

@] o Wi




Update Stations

Please follow the steps below to update a station via Station Management window:
a. Right-click the target device on the hierarchical management tree and click Station Management.

b. The Station Management window will pop up. The hierarchical management tree managed by the
station will be displayed in the Station List window on the left.

c. Select a station from the list you want to delete. Its related information will automatically be displayed
in the corresponding blanks in the Station Management window.

d. When all settings are completed, click Update to enable the settings.
= WWTK_Station1{127.0,0.1)

+- [ Camera
+ E Recording Group
B Lavout
+ VYTK Station2
@ Camnera Management 4

Station Management...
User Management...
Azsociation Management..
Event Management. ..

Virtnal Matrix Management *
Station Settings 4
Omtput Streaming TRL

(¥t Publis [P

Delete |

E@ ¥ Station Management for ¥¥ TK_Stationl @

Station Tree for YVTK_Stationl

Address: 172.16.4.23
W TR Statinn 1172, 16,7021
© WVYTK_Station2(172. 16, Password:
Comrnunication Port: 3454 E
[ List Sub-Station Hierarchy ] [ Insert ] [ Search...

Hierarchical management tree

WWTK_Station2(172.16.4,23)

dj




How to Manage User Accounts

VAST allows users to apply multiple user accounts to a station with five levels of user roles:
Administrator > Power User > User > Operator > Guest. Each role has different permissions
listed as shown below. Moreover, Administrators have the highest privileges, while Power Users
can only add/edit users as Power Users, Users, Operators, and Guests.

The Default User Roles and Permissions of User Accounts

Functions \ User Roles Administrator Power User User Operator Guest Description
. Add sub-station under the
Station Management v Vv existing station
User Management V4 V4 Manage user accounts
Insert and configure the
Camera Management % % .
camera settings
Association Access and modify the
Management v 4 association settings
AR Gl Access Alarm management
Management v v 9
Modify Alarm .
Management V4 V4 Modify Alarm management
General Station Modify general station
Settings v v settings
Station Network . :
Settings v V2 Modify network settings
Access Recording
Storage/ Access the recording group
Recording Schedule v v and recording schedule
Settings
N CaRecediue Configure the recording
ST roup and recordin
Recording Schedule v v group 9
. schedule
Settings
Enable the recording
Hlagualiiecels v 4 function manually
Scheduled Backup ,
Settings v V2 Configure backup schedule
Access Server Settings v V4 Access server settings
Modify Server Settings 4 v Modify server settings
License Management Allow user to manage
9 v v station licenses
Allow user to manage
RelaylManagement v v station relaying settings
Configure the client
Client Settings % % settings: snapshot, AV,
etc.
Allow user to edit profile for
Video Enhancement Y Y video enhancement and

Settings

assign profile to camera in
LiveClient




Privileges \ User Roles Administrator

Modify Directories
Delete Station

Delete Camera

PTZ Control

Device Control

Talk Control

Access Camera
Configuration

Modify E-map
Event Search

Log Viewer

Backup
Record/Export Media

Virtual Matrix
Management

Virtual Matrix Control

Playback Authority

v

v

Power User

vV

v

User

vV

Operator Guest

Description

Add, remove and rename
directories

Delete sub-station from a
(parent) station

Delete camera from the
station

PTZ control for PTZ
cameras and speed domes
in LiveClient

Control the digital output or
white light/IR illuminators of
the cameras

Two way audio function for
the cameras

Access the camera settings

Allow user to modify the
E-map

Use built-in search engine
to search specific events

Use built-in search engine
to search the log

Back up database manually

Record live stream or
export playback stream to
local files

Allow user to manage
virtual matrix

Allow user to control virtual
matrix

Allow user to access
Playback



Manage a User Account

Add a New User Account - Basic Account

a. Select the station from the hierarchical management tree.

b. Click Configuration > User Management on the menu bar (or right-click the station, then select
User Management).

| W —
b Carnera Management [
( System | Edit | View | Configuration | Layout | Help _) Etatcplilazaoeenty
Logical Tree Wiew Management...
I |: II'@ pr2 Management Pt /O Box Management 3
OI E ‘ G ‘| J | an Management... i User Managernent...
I/0 Box Management 4 Association Management...
@ WWTE_Station1(12 User Managerment. . Alarm Management...
Tt Virtusl Matrix M t v
skl Association Management... rtual strix Managemen
i - Mega-Pi i i
& weg Alarrm Managernent... Station Settings b
- (2 Mega-Fi R J
Find...
- [EW Mega-Ri )
. . . Output Streaming URL
™ recording St Station Settings 3 i
E ) ) Output Camera List
Layout Client Settinas 4 Get PuklicIP

c. The User Management window will pop up. The user accounts under the station will be displayed
under the left User List tree. Up to 1,021 users can be created (not including the default Admin and two
internal communication accounts).

d. Enter the User Name, Password, and specify the User Role of this user.
e. Click Add to add the user account to the station. It will be displayed under the User List.

E—

©‘ User List Account Management I
F= vvTK_Stationl
= ES administrator Althentication: |Elasic ACCOUnt
[ ]
- 4 admin
A ) User Mame: guard post ]
e ivOTEk '\ Eric.Lu
:“ wivotek. twiFrank.chang Password: seee
:“ ericthegreat 123, comer
:“ ericthegreat123.comius Confirm Password:  sese
L .
ericthegreat 123, corm, A
- User Role: Power Lser EI
e ENCthegreat123.comius

Permnission | accessible Cameras | Accessible £ ¢ |

-

Functions Description

Station Managem...  Add substation ur|

L

Diglete

CIRARIARNRIRARF

LUser Managerment

Camera Managem...

Association Mana...
Access Event Ma...
Maodify Event Ma,..
General Station 5.
Station Metwork ...
Arccess Recording., ..
Modify Recarding. ..

Manualy Record
m

Manage User acoc|
Tnsert and configl
Access and modif
Access event mar
Maodify event mar
Modify gereral stz
Modify network s
Arcess the recorc
Canfigure the rec

Enable the recorc ™
3

Lpdlate

Al

W@




L —

|| User List Account Management ||
E= vvTK_Station1
o F= Administrator Authentication: |EIasic Arcoumnt -
-
........ *, admin
L ) Liser Mame: guard post ]
-------- e MivOTEk, Tw\ErC. LU
-------- ; vivotek, twiFrank.chang Password: ssssssee
-------- _; ericthegreat123, comberi
@ -------- ‘; erictheqgreat123.camiLise Confirm Password:  =esseses
L] .
-------- e Ericthegreat123.comiad .
________ -y Pegreat123.comiuse User Robe: Power User EI
= Py Phwer User
Fr guard rvist

Add a New User Account - Windows AD Account

In an established, enterprise network environment, the support for Windows AD (Active Directory)
infrastructure enables ease of integration using the credentials of existing users. Using the same AD
authentication methodologies, you can configure the clients or users in an established network to access
the VAST server configuration.

Note the following with Windows AD support:

1. The ST7501 software does not support Windows AD accounts. However, if you log in to a VAST server
which supports Windows AD accounts, the AD account will work for an ST7501 sub-station managed
by VAST.

2. If you install VAST server on a Windows XP machine with Postqre SQL server, the login using a
Windows AD account will not work.

. The VAST server must reside in a domain managed by the AD server.

. This function does not support the environment that spans across multiple AD domains.
. A user account hosted by an AD server cannot be modified in VAST.

. A User Group and its members configured in AD cannot be managed in VAST.

. You cannot add an account having the same name as one you used to log in VAST.

. There are 3 types of account for VAST: VIVOTEK account, AD single user, AD group.

0 N O O~ W
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a. To configure a Windows AD user as a VAST user, enter the User Management window. Select

Windows AD Account, and click on the Search button.

b. A Select User or Group window will prompt.

Click on the Object type button. Select
Group or User.

St Ll vknect hype

[ Ve, Grona. o Bt sty privapal
[m——

| risthegmn 123 peem

e he shgect riame fa st fmmsion).

[hamet ]

Select the types of ebjocts ynu want in find.
Oeecttpes:

s!ulh ancurey pencpaly

[

[ B Ve

c. You can also click on the Location button to specify a search range on a location on the AD
hierarchical tree, e.g., a department in an organization.

Select the location you want to search.

Location:

=] Entire Directory
B2 vivotek tw

-2 Builtin

{E Computers

G727 Domain Controllers

-] ForeignSecurityPrincipals

2] LosthndFound

{E Managed Service Lccounts

-5 Meeting Room PC
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d. Enter a name for user or group that is known to the AD. Click on the Check Name button. The search

results will be listed.

Select User or Group

Select this object type:

| User, Group, or Builtin security principal

From this location:

| ericthegreat 123.com

Enter the object name to select (zamples):

admin

object from this list or, to reenter the name, click Cancel.

Matching names:

Multiple Names Found

More than one object matches the following object name: “"admin”. Select an

Mame Logon Mame {pr...  E-Mail Address
8) Administrator Administrator
EEAdminishators Administrators

Description

Buitt-in account ...

In Folder
ercthegreat123....
ercthegreat123....

oK Cancel

e. Click to select a user, and then click OK to confirm your selection.

f. Users thus added will be listed on the left in the User List. These users or groups will be listed with

n o~

their domain name listed in front of them and indicated by different icons s s -

g. Select a User Role for the AD user as Administrator, Power user, user, operator, or guest.

h. Select user's privileges in terms of the Permission, Accessible Cameras, and Accessible

Substations from the tabbed windows below.

i. Click the Add button to complete the process.

The next time you log in, you can select Windows
AD Account, enter User Name and Password to

access the VAST software.

Note that you should specify the domain name in
front of the user name; "domain name\user name."

e

=)

& VAST LiveClient

[t |

¥ ILog in local station

Address: 127001

Authentication: |Windows AD Account

Iser Mame: wivotek, tw Eric, LU
Passwiord; esnenene
Port: 2454 =

*

Proxy Settings

[ Log in ]‘ Cancel ||Hide e
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Permission of the User Account

Administrator is granted with all access privileges, while other user roles' permission is limited. If
you want to modify the permission, please login as the Administrator to configure the settings.

f. Select a User account from the User List tree.

g. If you want to set the limit of the permission
of the user, click Permission tab to check or
uncheck the items.

h. If you want to limit the devices accessible
by the user, click Accessible Cameras tab to
select the desired devices.

)

| Permission | | Accessible Cameras | Accessible Substations

)l camneras

| Carneras
1_FDE161
2_IPg1a1
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i. If you want to set the access limit of the sub-station accessible by the user, click Accessible
Substations tab to select the desired devices.

ée

If you want to remove access permission mentioned above from the account, the user will not able to
operate some functions listed in the following warning dialog.

@ Confirm X]

Unchecked sub-stations or cameras will have the following permissionds) removed from the account:
"Camera Management",

"Delete Catmera",
"Maodify Recording Group/Recording Schedule Settings",
. "Scheduled Backup Settings",
"Modify E-Map”,
"Miodify Event Managerment"

| ok | [ Cancel

j. When completed, click Update to enable the new settings.
u]

Permission | Accessible Calneras | Accessible Substations

O all substations (8 Selected substations

Substations
W wWTK_Station?

£ ¥
[K [ select 4l

Delete Lpdate
| Delete [ pdate

C—n

Delete the User Account

k. Click Delete, a delete user dialog will pop up. Click OK to delete the user account.

i ¥ ': Are you sure you want to delete this user?

| oK | [ Cancel ]

4

If the Administrator modifies or deletes the User Account, that modified user might be kicked off from the station.



How to Set up Association Management

VAST LiveClient supports association management which allows the user to configure relative
event trigger notifications of connected network devices. (E.g., DI/DO status on the hierarchical
management tree, motion detection windows appear in the video cell, the event list in the event

window)

Association Management

Please follow the steps below to configure assocation settings:

a. Select the station from the hierarchical management tree.

b. Click Configuration > Association Management on the menu bar (or right-click the station and

select Association Management).

Corsion | cal8) |
QER

al WWTK_Station1(12

Carmera Management
Station Management...
/0 Box Management

User WManagerment...

= L' -dImerd Association Management.
+@ Mega-Fi Alarm Managerment...
o (A Mega-Pi
- (A Mega-Pi

B Recording St Station Settings
— | IR B F T S

Configuration | Layout | Help :I

3

Camera Management L
Station Managerment...

; Logical Tree Wiew Management...

= | /O Box Management 3
: User Manacement

"""" & Association Management...

. AIArm IvIanagerment...

Wirtual Matrix Management 4
Station Settings b

Find...

Output Streaming URL
Output Camera List
Get Puhlic TR

c. The Association Management window will pop up. Check or uncheck the items and click Save
to enable the settings. The items you've selected will also be displayed under the hierarchical

management tree.
For example:

Association Management E

Check item to enable/disable the Digital Input or Digital Output.

= % 1 PZ?131f192 168324?)
@j (I C1-Eritrance
v DO-1
= W 2_IPE161(172,16.200.40)
V¥ Ci-1
¥ Do-1
- & 3_FDB1A1(192,168.5.105)
¥ D1
V¥ Do-1

[ Rename ] [ oK ] [ Close ]

= b Carnera
& 1 PF7131(192,168.3.247)
lJ DI-Entrance
W DOo-1
= [EM 2_IPE161{172,16.200.40)
3 o
W Do-1
= @ 3_FDB151(192,168.5.1035)
3 o
w Do-1
* m Recording Group

+- [ Layout

"W
- /@

Digital input on / off

Digital output on / off

d. If you want to rename the DI device, select the DI item and click the Rename button. It will be very

convenient for you to recognize the target DI device.



ge

m 7o manually enable DI/DO settings, please right-click the video cell and select Set DO to enable (Trigger) or
disable (Normal) the digital output of the linked device.

1_IP8161

2010/01727 AM 03:31:25 @ 1_IP8161 2010f01727 AM 03:31:28

Reve
Single View Cl+¥

Full Screen Cul+F
Enahle PiP Ctil+1

Bemove

Bingle View Ctl+¥
Full Screen Cul+F
Enahble PiP Ctil+1

Stream 1
Steeaim 2
Stream 3
Steeaim 4
Send to Talk Panel

Stream 1
Steeaim 2
Stream 3
Steeaim 4
Send to Talk Panel

¥ideo Enhancement Video Enhancement

m Before you configure the DI/DO Settings for VAST, please enable DI/DO settings on your network device and set
up the camera correctly on the configuration page. You can right-click the device and click Camera Settings to
open the configuration page.

Dliseml O A

Delete
...... @M MegaFi Refresh
P Recording Sto Carera Settings
: E Layout Camera Management 3

Output Streaming URL
Send to Talk Panel

COpen Recording Falder

P LiveCHent Browser

GG Configuration

LARnQuaga

Applications = Dl and DO

Diand 0O
Jigal bl The acthe siale =

1| Lew %] ; tha zumser siate detscted s Hign

£ | Lt | e DUTEe 9181S OMECIED IS TGN

3 [ Leve v e Dureed slate delecied m o Lligh

Jigidl vl e wclive slele

1. | Geourdey % | T currert slaks defoc

2 |}0er-nc£ tw cumert dafn dedocihed i Oipon

Mation detaction
LN and LY

Audln deiecilon

Recurding

Local starage




How to Set up Alarm Management

VAST LiveClient supports Alarm management which allows the server to respond to particular
situations (events).

Alarm Management

Please follow the steps below to configure event management:
a. Select the station from the hierarchical management tree.

b. Click Configuration > Event Management on the menu bar (or right-click the station and select
Event Management).

(System | Edit [@ A; | Configuration | Layout | Helpj

— "
[
— ) Camera Management 4 G Mgt |
I (IJ IE': I G B | - Station Management... Station Management..
Logical Tree View Management...

/0 Box Management 3

@ (=5 \i\LTK_StatiDﬂl(ﬂ User Managernent...
|:| L_arnera

@ Mega-Pi

I/0 Box Management 3

- User Management. .
Association Management... g
Association Management...

Alarm Management...

— T (T .

- (&M Mega-Fi 3 Alarm Management...
PooET (& Mega-Fi Wirtual Matrix Management 4
- [ Recording St Station Settings 3
) ) 5
- [ Layout Client Settings v Sigien SEEE
= h 1/0 Box Find...
™ ADaM-E Video Enhancerment 3
- ) T T e— - Cutput Streaming URL

c. The Alarm Management window will prompt. Click New to set up a new event. Enter a name and
description for the new alarm. When you finish the general settings, click Next to set up trigger source
settings. The Alarm name you specify here will be displayed on the Alarm panel in the Live view.

- (s R

Ar glanm 5 a5s0cited 0 0N or More Nterested events, Whan ona of them b5 tripgered, i General | .. Trigger .. Action .. Schedue .. Detal

bl oy v raise an dam

| Alarm List
[¥1Enahle this alarm

Ensdla  Name Trigiers Actions Schedue
| [V]Enable live natification

v | ADAMG..  DL1(Trggar) ... TumDO-3 (a0, Alwars
L+ ] FHISS.,  Mabon 1 onMe.. Stat toreeond o Blways

Marne:

Description: -

Trigger Period; 5 {secy 0 U 30

I
Detect next eVent after 5 secs

Back et Firish

Firwg | E - -I.'!l.:t.i o Ol 1




d. Click Add to select the trigger source by Device or Trigger Type.

Catiywy. | Cames Evants

Note that Motion detection windows are separately
configured using web consoles with each individual
cameras. Open a web console with the camera to configure

Motion detection windows.

The Storage Status includes: Storage connection status
and storage capacity status on NVR systems.

Each individual motion detection window can be used as a
triggering condition. The Line Crossing and Field Detection
packages running on cameras also apply as triggers.

[ e ey VT
[ ) L Artan Camhanil i n Daasl
& Add Fueri = =

Akl Bwerl By S Daved Trigpger Typss

*

ﬂ:&i Event

add Event by: () Device @ Trigger Type

Cateqgary: [Camera Events - ]

‘MDtiDﬂ- 1 - '

Motiorn-2
Motior-3
Motior-4
Motion-5
DI-1
DI-2
DI-3
DI-4
DI-5
DI-6
DI-7
DI-2
Do-1
Do-2

Type:

S el Nk _stationi(127.0.0.1)

[V i Mation-1
MMotion-2
Motion-3
DI-1
Tampering

[+ [ M Mega-Pixel Network Carnera(192.168.4.121)
- [ B Wireless camera(192.168.6,143)
=7 &M Mega-Pixel Network Camera(192,168.6.127)

Do-3

Do-7

Do-8

Yideo Loss/Restore
FIR

Tampering
Temperature

([ &P Mega-Pixel Network Camera(192,168.6,101)

IR
I - Moving Obiject

IV - Loitering Detection
IV - Camera Tampering
P-PTZ
L g
Field Detection

Do-4
Do-5
DO-6

If you connect your DI/DO devices via an 1/0O module (/O box), please refer to page 296, Appendix D

Support for Digital /O Modbus TCP Modules for details.
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=
There is a new event trigger type, P-PTZ. The P-PTZ refers to the occurrence of Auto Tracking action in
a Panoramic PTZ configuration.

Auto Tracking is configured on the fisheye camera in a Panoramic PTZ
configuration.

If you manually configure a detection area for the Auto Tracking function,
the P-PTZ event will not be triggered.

e. The Device List window will pop up. Select one or more devices and set the Notification Type.
Depending on the trigger source, the Notification Type will be different. Then click OK to close the

window. [T i W .
Sielact th tngoer (4] from the fllwing kL Selact the triggen(s] from the folowig ki
L& B v stttz nng | | =8 |
F =7 D Megt-Pnl Matwiork: Camensd 190 1686, 750)
™ b wotin |
I Ol
I w Tampaning

- N Poonm: Maga Pl Soond Dome Metwork Camend 192,
= D Mgl Motwrk Camensl192,168.8,127)
i Molion
R o DL
F e DO
P ol Tanpong
g PFTT
i @ 20¢ Tnom 1060p Spesd Dome Metwork Camans{192. 160
e W g Prun Motwork Camara{ 192, 16RLE.Z90)
[ 2= MOwd01 (1922686, 129)

Tigges Pericd: | 0 fsec) 0 ] 0
Matificston Typs , , |'
o @m il i i ]

. ] |
- |
f. The trigger source(s) will be listed on the window as shown below. If you want to add more Trigger
sources, click Add and repeat d.~e. Then click Next to assign action(s) to the trigger source(s).
g. Click Add to open the Action Settings window.

| Gereral .. Trigger .. Action .. Schedue .. Detal | Gereral .. Trigger .. Action .. Schedule

ww  Detal

@ Add Rernove

| [k [Cree ))[ Fen | [caesl ] i Back | [ et | | Frch | [ cancel |
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There are several types of Action Settings.
m Email: The sever will send a notification via e-mail when a trigger is activated.

h. To enable this function, please set up the SMTP server first. Click SMTP Setting to open the window
and refer to page 185 for detailed information.

i. Enter the related informtaion. You can modify the mail content in the blank. If you want to modify the
content, click Insert Macro to select the parameter. When completed, click OK on the bottom to

enable the setting. B3 Action - -
Note that you can insert a snapshot ® h

taken by the time of alarm occurence

of the recorded video. The snapshot ﬁ From : SMTP Settings |
will be sent along with the notification o ————
Email. The snapshot comes from ' | Test |
camer's stream 1. e

At $iEventTime), event type

[$(TriggerType)] occurred on ETT—
Content:  $({DeviceMName) Insert Macro

Start to record on

AT LV Y AR VY S0 | SRV, F

m Start to record on: The sever will start to record video from selected camera(s) when an event is
triggered.
j. Click Add Camera to select the target camera(s).
k. The selected camera(s) will be listed on the left window below. When completed, click OK on the

bottom to enable the setting. Ty ==
— H Saanct tha cannradi) Bom the Blkieing kst
‘ Ernail ﬂ
k @ Start to record on .E :\.’...‘r- ni{E7 A0,
&dd Camera & Moga-Punl Natwark Camara
_ o LA A oWk LT s
J] O pigza-Pimd B twork Caming
Move to preset location
Set DO
G5M short message
k oW Cancol

m Move to preset location: The target camera(s) will move the shooting area to the preset location(s)
when an event is triggered.
I. To enable this function, please set preset locations on the camera configuration page first.
m. Click Add Location to select preset location(s).
n. The selected preset location(s) will be listed on the left window below. When completed, click OK on

the bottom to enable the setting. v sz il
@ Move to preset location m Select the preset lecation(s} fram the folleeing it
[m | add Location | | VYT Station1{127.0.0.1)
— i ADAMLGOS 192 168, 6.1
| Remove | e e Divd Rlabwirrl: Cameval 169,254, 1542151
F e lft
Set DO [m E L
G5M short message ‘I 1= I
-
HTTP T T o 3165, 254 203.98)

N Meca-Pocadl Matwork: Cammeeal 193 1686 2 18)

L& Lt
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m Set DO: Select this option to turn on external digital output device(s) when an event is triggered. For
more information about how to set DI/DO settings on the target camera, please refer to page 137.
0. Click Add DO to select DO decive(s) and select a DO status (Normal or Trigger).
p. The selected DO device(s) will be listed on the left window below. When completed, click OK to
enable the setting.

(aewn
7 St to recond on
v b et kasation Salact the DO(s) fom the folring bt
Sk DO
= B wv_stmn(zran) '
( F—M[@] . sy || O
- ; e g s Pl ; - Trigg
ﬂmmm
| N
=

m GSM Short Message: The sever will send a short message to a GSM cell phone when an event is

triggered.
g. Please enter the Phone Number and open GSM Settings window to set related information if

necessary. When completed, click OK to enable the setting.

| - E___
) Email
() Start to record an s ;
) Move to preset location
e R
015et DO ——
Diata bits: = =
@ G5M short message
= Faty: (e =
Phione Murnber: l 35M Settings Test b |E =)
CIHTTP Fowerest [Nam )
() Client Motification
! = ]
[ gk ] [ Cancel l

Please enter the country code if you use overseas call.

User's Manual - 143




m HTTP: This function allows user to send a CGlI command to the linked network camera, such as pan/

tilt/zoom function or enable DO devices.

r. You can click Insert Macro to select the parameter. Please enter authentification information
if necessary. For example: http://192.168.3.66/cgi-bin/admin/setparam.cgi?system_

hostname=$(EventTime) $(CameraName)

If you want to use special characters such as $-_.+!*(),#%+$,@:;/?=&, please refer to the

following table to transfer the Code (Hex).

For example: http://192.168.3.66/cgi-bin/admin/setparam.cgi?system_hostname=123&456
--> http://192.168.3.66/cgi-bin/admin/setparam.cgi?system_hostname=123%26456

@HTTRP

LIRL:

Use authentication: [

User Mame:

Password:

Character Code (Hex)

!
#
$
%
&

(

21
23
24
25
26
27
28
29
2A
2B

Character Code (Hex)
, 2C
- 2D
. 2E
/ 2F
3A
3B
3D
3F
40
_ 5F
= 7E

® ~> n -

m Client Notification: On the occurence of an event, a pop-up window will display to show what is
triggering the current event. Select the window size, and select the display duration of the notification
window. If not selected, the notification window is manually closed.

) Ernail

I ) Start to record on

() Move to preset location
(0 5et DO

() 35M short message
CHTTP

@ Client MNotification

MNaotify me with Popup Window, Size:

[[]Close it automnatically after |5 - seconds

[¥]1nclude the event-triggering camera

Add Carnera

Remove

Ok ] l Cancel ]

e e

Include the event triggering camera: You can select to
display the screens of other cameras (e.g., adjacent
cameras) when the notification prompts.




s. The action(s) will be listed in the window as shown below.
Then click Next to set up schedule(s) to the action(s).

For more information about Schedule Settings, please refer to Recording Schedule Settings on page
161. You can assign more than one time frame to one action.

(oo R ==

e R ==

General ..  Trigger .. Action .. Schedue .. Detal

to Trigger

to Trigger

[ fifulo] ] [ Remave ]

Back ! Ment ' Firish

General -~  Trigger .. Acton .. Schedule .. Deta

Load Template ] ’ Save as Template

Time Frame

sdd || Edit || Dekte | [ w | pown |

’ Back ][ Mext ] Firish

Time Frame Mame:  Blways

Repeat Frequency: ’Weekl\,r Setting (Day-based)

weekly Setting {Day-based)

l Load Ternplate l [ Save as Template ] [ Save ]

Set time segments in a 24-hour day. Multiple segrments are allowed.

Start Time: 00 = 00 =

-

End Time: 00 & 00 =

[ Add ] [ Delete ]

Repeat on: [VISunday  [VIMonday [V Tuesday  [Viwednesday [V Thursday  [VIFriday V] Saturday

Range

Start: 2003/12f 8 - En:

2035 1 1«

@ Mever Stap

Repeat every 1 = ‘Weekis)




t. When you finish schedule settings, click Next to review the detailed information of the new event

settings. [ Newatar ez

General .. Trigger .. Acton .. Schedule .. Detai

’ Load Termplate ] ’ Save as Template
Time Frame Rule
Alweays Weekly Setting (Day-based)
add || Edit || Deete | | U | pown |

Back ' MNesxt " Firiish

u. Following is the detailed information of the new event setting. You can click Back to modify the event
setting or click Finish to close the window.

e R ==

General ..  Trigger .. Action ., Schedue .., Detai

Bescription:

Triggers:
* Motion-1 on Mega-Pixel Metwork Carmera, Trigger Period © 5 (sec
* Motion-2 on Mega-Pixel Metwork Carnera, Trigger Petiod @ 5 (sec
* Motion-3 on Mega-Pixel Metwork Camera, Trigger Period @ 5 (sec
* Tampering on Mega-Pixel Metwork Carnera, Trigger Period @ 5 (21| =

| »

Actions:
* Turn DO-1 (ADAM-6052) to Trigger
* Turn DO-2 (ADAM-6052) to Trigger
Schedule:
* Dhways

4 | 1 | 3

v. Following is an example of an enabled event. You can click New to set up more events or click Close
to exit the window. .

An alarm is associated to one or more interested events, When one of them is triggered,
the systern would raise an alarm,

Alarm List

Enable  MName Triggers Actions Schedule
a ADAMG,,,  DI-1 (Trigger) ... Tumn DO-3 (AD... Always
a IP2155...  Motion-1 on Me... Start torecord ... Always

alarm-2 Motion-1 on Me..,  Send dlient noti...

0 Alarm3 Motion-1 on Me,,.  Tumn DO-1 (A0, Always

Click to remove the event

’ ey ][[ Edit ]ﬂ Remave ![Detail>>]

ﬁé Click to disable or modify the selected event

If your target station has sub-station(s), the trigger sources can be selected from the device(s) under
the sub-station(s); while the actions can only be performed on the device(s) under the target station.



How to Manage the Virtual Matrix

Virtual Matrix is a very useful tool for multiple monitor display and management. Based on the
whole surveillance system architecture, it efficiently helps user construct a real-time live video
wall in the control center. Under a large-scale hierarchical system, through VAST LiveClient
you can only simultaneously monitor up to 64-CH on dual monitors; while Virtual Matrix offers
fully extension for numerous channels and screens, thus making VAST a very powerful central
management system. Moreover, you can change the layout to 2x2 or 3x3 on each monitor
to enlarge the video size, then display the video pages on saperate monitor for close-up
monitoring.

VAST-64-CH on dual monitors

Video Wall of Virtual Matrix

The architecture of VAST Matrix

As the following picture shows, the surveillance system architecture is composed of VAST LiveClient,
VAST Server with two sub-stations, and VAST Matrix separately on individual hosts. Before constructing
the Virtual Matrix, please install and run VAST Matrix Program on Matrix Recipient connected with the
video wall. Through the Virtual Matrix connection, you can use LiveClient to log in the root server to
remotely manage and display all the live view onto the video wall by easily drag-and-drop. PTZ control is
also available as on the LiveClient.

ol ﬁl & VAST Server h VAST Matrix il - VRESER
LiveClient |1 _QO (Root Station) A Recipient 1 — | =By

. VAST Matrix
VIVOTEK IP Camera *,| Recipient 2

Video Wall

VAST/ST7501 Server
(Sub-station)

VIVOTEK IP Camera

VIVOTEK IP Camera



Installing VAST Matrix Program

Please follow the steps below to install VAST Matrix Program:
a. Run VASTMatrix_setup.exe on another host (Matrix Recipient). Then click Next to start installation
wizard. @ VAST Watsix Sarup I

VASTMatriv_setop

Welcome to the WAST Matrix Setup
‘Wizard

Tha woiriar vl il yeus g e iwvikallabion of WAST
Maltrix

Tt b5 Peoommenciad that you chose ol atfer apokcakions
before starting Setup. This wil make & possible bo updaste
reskrvant system Fles without having bo reboot vour
COMpULe

Chok Meoet bo continie

= [T

b. Carefully read to accept the End-User License Agreement for use. Click | Agree to the next step.

c. Choose the installing path as the destination folder, the required space and available space of the hard
disk will be shown below for reference. Click Next to the next step.

B ¥AST Matrix Setp |=| O [E3)| | 28 vAST Matrix Setup M=%
—— License Agreement — Choose Install Location
I_!._) Please review the license terms before installing YAST Matrix, '_!-) Choose the folder in which ko install YAST Matrix,
Press Page Down bo see the rest of the agresment, Setup will install VAST Makrix in the Following Folder, To install in a different Folder, dlick
EBrowse and select another Folder. Click Mext ko continue.
A~

End-User License Agreement

PLEASE READ CAREFULLY: This End-User License Agreement ("EULA" iz a
legal agreement between VIVOTEK Inc. ("VIVOTEE") as lcensor, and you, as
licensee, for the VIVOTEK software that accompanies thiz EULA, which
includes the video management software VAST Matrix V1 and other applicable Destination Folder

software (the “Software™. YOU AGREE TO BE BOUND EY THE TERMS OF - -

THIS EULA BY INSTALLING, COPYING, OR OTHERWISE USING THE CilPragram FiesWIVOTEK InclAST Matrix | Bowse.. |
SOFTWARE OF CTICKTHG THE BITTTON MARKFD “T ACRFET OF “VES" ¥

If wou accept the berms of the agreement, click I &gree to continue, You must accept the Space required: 21,7ME
agreement ko install YAST Matrix, Space available: 69,468

< Back [ Mext = ] l Cancel ]

l < Back. [ 1 Agree J l Cancel ] l

d. Fill in the connection information with Port, Account & Password for VAST Server to connect to the

Matrix Recipient. Wi i S m
— Connection Information
IL _I_é__) Flease enter your connection information.
Fork: 3455
Accounk: root
Password:

Confirm Password:

<Back || Instal l Cancel




e. Click Finish to close the installation wizard, and you might want to run VAST Matrix immediately after
installation by selecting the option Run VAST Matrix.

¥ FAST Matrix Setup = oks

Completing the VAST Matrix Setup
Wizard

WAST Matrix has been installed on vour computer.

Click Finish to close this wizard.

Launching VAST Matrix

Please follow the steps below to install VAST Matrix Program:

a. Click the desktop icon to start VAST Matrix. When it's begun running, there will be a VAST Matrix tray
icon on the toolbar for the user to configure easily.

VAT Mateix

b. The VAST Matrix live view window with multiple types of layout will be displayed. The following shows
32-channels layout.

c. Right-click on the live view window, a function menu will pop up. You may also open the menu by
right-click on the tray icon.

Configuration...
View Sethings. ..
Language 4

Display Client Information
Ahont
Fwit




Configuration

m Connection: Enter the account, password and port information for the VAST Recipient.

= Monitor: It shows the monitor(s) connected to your host. You can select the monitor(s) you wish to
display as the video wall.

m Others
Auto launch at windows startup: Select this option if you want VAST Matrix to launch when windows
starts up in case to avoid the computer reboots by itself and accidentally shuts down VAST Matrix.
Display key frame only: Select this option to display live video with the key frame only in order to save
the bandwidth. It also lowers down the CPU loading and memory usage.
Enable de-interlace: Select this option if your linked device does not support de-interlace function. For
example: VS7100.

& Configuration & Configuration & Configuration
| Monitor | Others Connection M tDrothers ] Connection | Monitor Ot
Part: 3455 Ll Use only the checked maoritors: [l At launch at windows startup
= L
¥ Monitar 1 [IDisplay key Frame only
Accounk: ronak :
Enable de-interlace
Password: ot
Confirrm Password; |k
I_ QK ] [ Cancel [ QF, ] [ Cancel [ o] 4 ] [ Cancel

View Settings
Please refer to page 206 for detailed illustration.

About
This dialog that shows the version of VAST Matrix and the simple statement of the version copyright.

‘il About VAST Matrix

WAST Matrix

All rights reserved. Copyright & 2000-2014 VIVOTEK INC.
ttp: £ e wivotek com

VIVOTEE iviewer
Please click QR code to purchase it.
Product Information
Exit
Click to close the VAST Matrix.

Available on the
D App Store




VAST Matrix Management

Once the VAST Matrix Program is setup completely, the next step is to connect the VAST Server with
VAST Matrix Recipient(s). Use LiveClient to log in VAST Server, then click Configuration > Virtual
Matrix Management to configure Matrix Management and Matrix View Settings.

Configuration || Layout | Help |

Camera Management L4

i . .A
Station Management. .. “‘||EH|
er Management. .. S . A e
A zmociation Management. . i : —
Event Management. .. pieView I'."i Matrix View
WVirtoal Matrix Management * Matriw Management... 1
Statinn Sett i M atriv View Settings...

Client Settings L4 I

Matrix Management Settings

Please follow the steps to set up VAST Matrix Recipient(s):

a. Click Configuration > Virtual Matrix Management > Matrix Management to open the Matrix
Management window.

b. Manually enter the Matrix Recipient Info as previous settings, or you click the search button D to
search for the Matrix Recipient(s) on the LAN.

c. When the information of the target recipient is filled in, you can use the detect button to confirm if
the filled information is correct.

d. Click Add, then the recipient will be displayed on the Matrix Recipients list window.

N | % Search Matrix Recipients x
Matrix Recipients
(O List the matrix recipients which are not inserted
Mame Address Port | Madel 5 E fE——
E&t Recipient 1 192.158.4.130 3455 YM7S0Z (#) List all matrix recipients @J
@j Matrix Recipient List
MAC Address Model HTTP Port
00-18-F3-E9-72-1F 192.168.4.139 WFS02 2455
Matrix Recipient Info E@
Marne: Recipient_1
Address: | 192.168.4.139 D
Port: 3455 :
Account:  root
Passyyorg; | et
. C
Model: |
Edit display settings | (S)
d Add | Close: “

e. Click Edit display settings to set up the viewing interface for the monitors (video wall) connected to
the Matrix Recipient host.
[u Display Settings

Rotation Interval Time: |10 3] seconds(3~959) The Matrix View display is capable of executing rotation. The
[lEnabie de-nterlace default interval time is set at 10 seconds.

[Display key frame orily

[ (84 ] I Cancel




f. If you want to set up more Martrix Recipients, repeat the above steps.

g. If you want to modify the Recipient Info, select it from the list to change settings, then click Update to
enable the new settings.

h. When all settings are done, click Close to exit the Matrix Management page.

Manage VAST Matrix through VAST LiveClient

Once the setup is complete in Virtual Matrix Management, you may go back to the main page of
LiveClient, the connection between VAST Server and VAST Matrix will be working successfully. Then
you can choose Matrix Recipient and the monitor from the drop-down list for the operation control. Some
buttons on the quick access bar will be disabled when you switch from the Live View Panel to Matrix
View Panel.

m Change the layout

As the following picture shows, you can click @ to change the layout and set new layout group on the
Matrix View Panel as easy as control of the LiveClient. The layout on the monitor (video wall) will also
change synchronizely once you change the layout on Matrix View Panel.

Sysem | Edil | View | Cor Layoul = Help | N
@@Dl_ll_ﬂ_ ] @ni_l feal L[« > [l
"J\'—*_,u Fhonl{ 152 1504, 189) alulll-w dmhnm
= [P Carena i
¢ R Cutdoor Nutwork Spoed Dome (192.198,q || Mo Recpent: | Recpent 1 | B voreon |
# - M Netwaek Camera(192.168.4.208) Diitdnar Metwark Speed Dame
& M MegaPusl Natworl Cameral 192, 168.4, 122 a e | O

w M Recordng Siorage
B Lot

m Connection status

If the VAST Server is not able to connect to the Matrix Recipient, the status icon ,gwill become ﬁ‘
and show the reason of disconnecting when you slide the mouse to the connection status icon. The
"Connection Lost" string will be dlsplayed on the Matrix View window as shown below.

i ﬂ|—|-|-
o 2] i -

Connection Lost!




m Rotation

VAST Matrix is capable of executing rotation by clicking . You can even select another layout group
on the Matrix View window without stopping the rotation. If you want to adjust the rotation interval time,
please refer to Edit display settings on page 151 for adjusting.

m PTZ
VAST Matrix currently does not support PTZ control.

m Matrix View Menu

Right-click on the window to open the menu. Remove
Remove: Remove the channel from VAST Matrix. ® Btream 1
Stream 1 ~ 4: Switch the camera stream between 1 ~ 4. e 2
aeam 3

= Remove All Connections Stream 4

It's capable of removing all connections from VAST Matrix once by clicking on [; button.

Matrix View Settings

Click Configuration > Virtual Matrix Management > Matrix View Settings to open the window.

m Media Source

You can choose the path of media source from camera directly or the CMS server to display on Matrix
View.

m Display Settings
You can choose the display frame rate as full frame rate or key frame only.

[ W Matrix View Settings ‘l‘EJ &J

Media Source

@ Frorm carmera
From server

| From substation I

Display Settings
@ Full frame rate

Key frame only

| ok || cancel
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Search VIVOCam Switches

Use the serach managed switch function to locate and open a web console with the managed
switches. Double-click on the entry found to open a web console.

Carmnera Management 4 |

Station Management... E
Logical Tree Yiew Management... !
g ! WWTK_Station1(19 I/ Box Management [

ESr camera
- & spe1s1
@& FEa1m

User Management...

Assodiation Management...

Alarm Management...
: w Mega-F
@M [EaT50 Wirtual Matrix Management »
i [ Recording St | Search VivoCam Switches...
- Layaut Station Settings 2
- [ 1/0 Bax Client Settings ¥
video Enhancement 3

e
00001332 ADDA
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How to Configure the Station General Settings

Select the target station from the hierarchical management tree, then click Configuration
> Station Settings > General Settings on the menu bar (or right-click the station on the
hierarchical management tree and select Station Settings > General Settings). The Station
General Settings window will pop up.

(System | Edit | View || Configuration | Layout | Helpj

Ofe)ls e |fea[EB|EI[e]

A zsnciation M ment...
= ; A anage ' o
= \&E WK Station1(12] T sement.. ve View | P Matrix View
B3 Camera Virtus] Matrix Management »
PM recording St

m Layaut Btation Sethngs General Bethngs

Client Settings Network Settings
Eecording Storage Settings
Recording Schedule Sethings
Scheduled Backup Settings
Berver Jettings »
Felay Betlings

-

Wi TE_Station1(127.0.0.1)
I Carmera Managerment L

I3 Live View E\

! Station Management...
! User Management. ..
A zmociation Management. .

Event Management. ..
Virtual Mateix Management ¥

Station Sethngs General Bettings
Find... ﬁm?;{ Sest:;l‘gs ot
. Recording Storage Settings

Crutput Streaming TRL
EZE}JHB IP Reconding Scheduls Settings

~ Zcheduled Backup Sethings:

. Berver Settings »
Server Settings Relay Seftings

In this section, you can modify the Station Name.

Log Settings
In this section, you can set up Log Settings for the station.

The VAST server allows user to search for the recorded [ aUE A BZILT
log through VAST Playback. For more information, Server Setting
please refer to How to Search Logs on page 276.

m Log level: Select High (only record high-level logs),
Normal (record high-level and normal-level logs), Low
(record all logs). For detailed information about log Log Settings
levels, please refer to page 277.

m Reserve Time: Enter the time interval that you want
to reserve the log record. The maximum value is 365
days.

)

Station Mame: WY TE. Stationl

Log Lewvel: Morrnal w

Reserve Time: 60 + day(s)

(8] 4 ]l Cancel ]




How to Configure Station Network Settings

Select the target station from the hierarchical management tree, then click Configuration
> Station Settings > Network Settings on the menu bar (or right-click the station on the
hierarchical management tree and select Station Settings > Network Settings). The Network
Settings window will pop up.

[System Edit | View | [Configuration | Layout Help /I

Camera Management 4
Ofedl @) drls somemem | heaBE| €
— Taer Mansgement... _—— e .
. A sociation Management. . i _
= (= V_\il’K_Statanl(lE Event Mansgement. ive View ﬁ Matrix View
e Al Virtual Matrix Management ¥ l
+ [ Recording Ste —— .
5 m Layout Station ettings General Sethings
Client Settings L4 Hetwaork Setings )
- - o o ¥ Network Sethings
- o B Live Viev Port Settings
+ ! Camera Management 4
- | Siation Management... Server port: 3454 #
& ! ser Management. .. RTSP port: 554 r
Azmociation Management... b
%‘_j’:h’::lMMwn;m“ X UPHP Settings
- atnie Management [Enable UPAP port: forwarding
Station Settings Genersl Settings [CJEnable UPAP presentation
Find Wetwaork Settings
s e Hecorling storage Settings Prosy Settings
POI’t Settlngs [CIEnable Proxy
m Server port: The default server port is set to 3454. If you change | ., ...
the server port, please enter the new value while logging the
LiveClient next time. Fort:
m RTSP port: The RTSP (Real-Time Streaming Protocol) controls the | User Name:
delivery of streaming media. By default, the port number is set to | rocwora:
4543,
U PnP Settl ngs Wb Access Settings
. . Enable Web Access
m Enable UPnP port forwarding: For client to access the VAST Server
from the Internet, select this option to allow the server to open ports
on the router automatically so the video streams can be sent out =

from a LAN. To utilize of this feature, make sure that your router
supports UPnP™ and it is activated.

m Enable UPnP presentation: If you select this option, shortcuts to
VAST Server will be listed in My Network Places.

Proxy Settings

In this section, you can enable, modify, or cancel Proxy Settings for VAST Server if your network
devices are set up under a proxy.

Web Access Settings

User can access VAST LiveClient and Playback via Internet web browser
(http://IP address:3454). For local host --> http.//127.0.0.1:3454. See page 132 for
Windows AD account information.




How to Edit Recording Groups

By default, all devices are assigned to the default recording group. You can manually remove
a device from the default recording group. However, only those devices which belong to a
recording group can produce recorded media files.

Another purpose of setting recording group is that you can divide all the managed devices into
several recording groups, and for each recording group, you can assign several hard-disks (with
recording paths) to store media data. The live media data will be stored in the first assigned
hard-disk initially, and when the available space of the first hard disk reaches the preset
reserved space limit, the media data will be stored in the second disk and so on. If the available
space of the last disk reaches the reserved space limit, the recorded files in the first disk will be
overwritten with the new media data. This procedure is called "Cyclic Recording".

Recording Storage Settings

Please follow the steps below to set up recording groups for a station:
a. Select the target station from the hierarchical management tree.

b. Click Configuration > Station Settings > Recording Storage Settings on the menu bar (or right-
click the station on the hierarchical management tree and select Station Settings > Recording
Storage Settings). You can also right-click DefaultGroup under the station and click Recording
Storage Settings since all devices are assigned to the Default Recording Group by default settings.

(System Edit | Vie [_L@ Configuration | Layout Help :I

Camera Management L4
| H 1“ ‘ N Station Management. .. I““E“H ”
2 W e
IQ @_ E Usr Management... ¥
A zociation Management. ..
_ 3 . £ [ ' L
=2 VVTK_Station1(12 Event Manseement.. e View | [ Matrix View
& I dImerd Virtual Matrix Management
+ [ Recording St

- m Layout t:-I:.tn:nn .rl.: Creneral Setm.lgs
Client Settings L4 Wetwork Settings
T Eecording Storage Setings
Recordmg echedule Bethngs
Scheduled Backup Settings
[, FORNSRRRRS BRI |y [
= @ WYTK_Station1{127.0.0.1) I3 Live View WVVTK_Station1(127.0.0.1)

CBJﬂEI&MBDElgEmBHT [ ] p—
[@ [ c . - P camera
£ ! Btation Management... _
Ussr M = P& recording Storage
T ! Deer Management... . »
Aszsociation Management... h DefaultGroup
L Layol | Recording Storage Sethings

Event Management. ..
Virtual Matriv Management *

Atation Settings Creneral Settings
Find. . ;—Im:f Sestilgs —
. Eecording Storage Settings
guﬁjutbsht:e;;ml‘g URL Recoring Schedule Sefimgs
et Pl
- Scheduled Backup Settings

c. The Recording Storage Settings window will pop up.



Default Storage Group Settings

The following example shows the default storage group settings. You can click Rename to modify the
group name or click || Delete to remove the default settings.

¥ Beconling Storage for ¥¥ TK_Stationl

otorage Group:

Paths in Storage GroLp

C:h\Recording

DefaultGroup

Y @ (7] ]

Total: 55.59 GBytes
Reserved: 2.00 GBytes
Free: 1259 GBytes

Storage Information

3

d. The default recording path is D:\Recording. The total space and free space of the disk is shown on

the right for reference.

e. Add Local Path: Click to add another recording path on your local computer. A Select Path dialog
will pop up as shown below. When all settings are complete, click OK to enable the settings, or click
Cancel to discard the settings. The default reserved space is 10% of the disk volume.

f. Add Network Path: Click to add a networked storage for recorded data. Please refer to page 184
for detailed information about how to add a new network storage server. Then double-click the Path to
assign a specific folder as a new recording path.

| &4 Select Local Path

|

€

$RECYCLE.BIN
Jrmibrowser
2011-11-07
AITEMP
CAMERA
Computex_2-13
-Digi-Camm

...
+...+...+...+...+...+.E

fold&t {iider D:\
+ -Etic
- Erir_desktup

[

Clié-lair@hose buttons to modify the file

-

m

Add... || Delete ||Rename...

Path:  Ei

Type: @ Storage Path
Storage Information
Total: 488,29
Reserved: 48

GBytes
| GBytes

Recovery Path

Free:

131.66 GBytes

Cancel

gg

Note that the reserved space is the comparatively
small amount of storage space saved for data
transaction during recording cycles. The reserved
space is not the storage space configured for

video recording.

Select Network Storage Server
Jrage Server List:

Address

102,168,5,122

Damain
192, 158.5.122

3

Account
ritali

[ Ok ” Cose ]

= 11192.168.5.122
¥

Path: [\}192,168.5.122\MAS

Space

Total: 20.45 GBytes

Reserved: |2 S GBytes

¥ Select Hetwork Path @

Free: 781 GBytes




g. To modify the settings of a path, select the path from the list, then click Change settings to modify.

h. To delete a path, select the path from the list and click Delete path. A warning dialog box will pop
up as shown below.

i. By default, all devices are assigned to the Default Recording Group in the window on the right. You
can select device(s) from the list and click << to delete device(s) (or right-click the device under
DefaultGroup tree to delete it). Note that a Delete Camera dialog box will pop up. Click Yes to delete
the device along with the recorded data; click No to delete the device but retain the recorded data;

click Cancel to cancel the delete action. Please note that only those designated devices can record
videos.

j. Click >> to add devices to the DefaultGroup.

k

_|Delete recorded data older than day(s)

Carneras in Starage Group

Awailable Carmeras: Added Cameras (1/256):
Marne Address Group 1_FDaE161
1_Fb3161 192,168.5,132  DefaultGroup

—o
C—n

[ Restore ] [ Apply ] [ Close ]
T B [
= [ ﬁ Ut Group >
1_FDE1Aa1 £ Are you sire you want i delete this camera from recording grucp along with recorded data®
e ERRIEEERY :
& 1 Delete | (e | | o | Carwel
E La's,-Dut Stﬁ.ﬂMﬂﬂUﬂlEﬁCDl’dﬂlﬁ

k. Delete recorded data older than the duration: If you only want to retain recorded data for a duration,
check this item and enter a number of day(s). In addition, since VAST Server will do "cyclic recording"

automatically, the oldest file will be overwritten by the latest one when the maximum capacity is
reached.

I. When completed, click Apply to confirm and save your settings. If you want to cancel all of your
editing, click Restore to return to the previous settings or click close to discard the settings.



Add New Recording Group(s)

If you want to add a new recording group, click Add to give a name to the new recording group,
which will be displayed on the drop-down list.

The following is an example of recording group list.
¥ Eecorling Storage for YY¥ TK_Stationl E|

I @) 7] (%]

ecording Group 1
Paths in Storage CRecording Group 2
Recording Group 3

) (o) (3] [5¢]

Z:\Recording

Storage Group: Add Group

Recording Group 1

Group Marne:

Save

e

Storage Information
Tatal: 58.89 GBytes

Reserved: 2.00 GBytes
Free: 1210 GBytes

[1Delete recorded data older than dayrls)

_arneras in Starage Group

Ayailable Cameras: Added Cameras (1/256):

Marne Address Group 01_IP7138_6C
01_IP7F1338_GiC 192,168.3.36 Recording Gr... Sg%g;igi‘gg
02_IP7151_84 192,168,337 RE‘-‘EDrding Gr... |:|4_IF'?251_34
03_127151_ 33 192,168,328 Recording Gr... 05 1P7142 05
04_IP7231_34 192,168,339 Recording Gr... 06 IP7120 A6
05_IP7142_ D5 192,1658.3.40 Recording Gr... 07_IP7330_20
06_IP7130_A6 192,168,281 Recording Gr... 0a_IP7133_93
07_IPy330_=0 192,168.3.225 Recording Gr.., 09_IP7131_E7
0a_IP7123 93 192,168.3.83 Recording Gr... 10_IP7135_12
09 IP7131_B7 192,168.2.84 Recording Gr...

10_IP7F135_12 192,168.2.85 Recording Gr...

gé

Please refer to the following limits when you set up recording group(s):

® The maximum number of devices in a recording group is 64-CH. Please refer fo the system requirements of the
software.

® One recording group can be assigned with several recording paths and do cylic recording, while one recording
path should only be assigned to one recording group.



How to Edit Recording Schedules

After editing recording storage settings, you can begin to edit recording schedules for the
devices in a recording group. By default, all devices are assigned to the default recording
schedule (Please refer to the default time frame settings on page 165). Therefore, once you
insert a device to the station, the VAST Server will begin to record live video according to the
default recording schedule. You can also manually remove a device from the default recording
schedule. Please note that you cannot assign recording schedules to those devices which
have been deleted from a recording group.

The following is an illustration of a set of recording schedules, which are composed of several
time frames. Each time frame has its own time segments, period of time, repeat interval, and
recording mode. You can create different recording schedules with simple or complex time
frames based on your needs.

Devices in Recording Group

[ o— —o Time Frame a

— Recording Schedule 1 —

g ‘ o— —o Time Frame b

.
o— L— Time Frame n
.

o
o
a ° Time Frame y

Recording Schedule N

(< 1
o

—o Time Frame z

In addition, you can arrange the priority of each time frame according to its importance. The
recording schedule with the highest priority will be applied first. This capability is very useful
because you can specify a new time frame with the highest priority temporarily without modifying

the other time frames.

Features of the recording schedules:

m Each device can be assigned to only one recording schedule.

m Each recording schedule may contain many time frames.

m Each time frame has its own repeat frequency and recording mode.

To save time editing recording schedules and time-frames, we also provide a useful template
function to save your time on schedules/time-frames settings. That is, you can save a specified
schedule and download it as a template for future use or upload a well-arranged schedule
template designed by others.

Please note that after you save the recording settings in the server, the recording schedule will
begin automatically according to your settings.



Edit Schedule List

Please follow the steps below to set up the recording schedules:
a. Select the target station from the hierarchical management tree.

b. Click Configuration > Station Settings > Recording Schedule Settings on the menu bar (or right-
click the station and select Station Settings > Recording Schedule Settings).

System | Edit [E@' Configuration Layout Help /‘I

Camera Management 4
1 3 Station Management... ﬁ
O J{ed)| @ ) s wa2)| LT[ €
— A L Tzer Management. .. kT S —— A
i A zciation Management. .. i ) .
2 B v station1(12 Event Masgomnt. ive View | [ Matrix View
B ATt Virtual Matrix Management * I
+ [ Recording Sto .
- E Layaut Creneral Settings
Client Settings 4 Hetwork Sethings
Eecording Storage Settings
Recording Schedule Settings
I3 Live View l:\
#- [ Comera Management »
E@ #-- [ Station Management..
= ! Dser Management...
A sociation Management...

Event Management...
Wirtnal Mateix Management »

General Sethings

Network Settings

Recording Storage Settings
Recording Schedule Sethings

Output Streaming UEL
(et Public IF

c. The Recording Schedule Settings window will pop up. By default, all cameras under the station are
assigned to Default Schedule, Default Time Frame, and Default Camera List.

Add Schedules

d. To add a new recording schedule, click Add to enter a name in the Schedule Name dialog box for the
new schedule. Click OK to confirm the settings or Cancel to discard the settings. The new recording
schedule will be displayed on the schedule drop-down list.

Rename Schedules

e. To rename an existing schedule, select the schedule from the schedule drop-down list and click
Rename. A Schedule Name dialog will pop up for you to fill in a name for the new schedule. Click OK
to confirm the settings or Cancel to discard the settings. The new recording schedule will be displayed
on the schedule drop-down list.

Delete Schedules

f. To delete an existing schedule, select the schedule from the schedule drop-down list and click Delete.
A Remove Schedule dialog box will pop up. Click OK to confirm or Cancel to discard the settings.

@ ( %4 Recording Schedule Settings for V1§ d A.CE @ . f @J &J ‘

Schedule List: | Default Schedule[ ]| Add REname | Delete ‘ Load Template || Save as Terplate |

¥ Input Schedule Name @

@ Contirm X
:[F e_' 1 2 Are you sure you want to delete the schedule GateCamera?

oK | [ Cancel ]

l Schedule Mame

€

‘ [ oK l [ Cancel




Load/Save Schedule Templates

g. If you have a schedule template with time frame settings, you can upload it to simplify the editing of
the schedule. Click Load Template, and a Load File dialog box will pop up. Select the template file

and click Open to load.

h. If you want to save a schedule as a template for future use, select the schedule from the schedule
drop-down list and click Save as Template. A Save File dialog box will pop up for you to save the

template file.

%4 Recording Schedule Settings for VVWTK_Stationl

9

h

Schedule List: | Default Schedule IEH 2dd

][ Rename ][ Delete [Load Template ] Save as Template

Load file

9

o

PIX)

Look, jr: | .D My Documents j |‘j€ v
=1 d My Music
hﬁ .ﬂ My Pictures
My Fecent
Documents
=
Desktop
My Documents
=
-
My Computer
y
by Netwark, File name: | j Open
Places
Files of type: | TimeT able template(* tc) j Cancel

Save in: | (£} My Dacuments j £ FE-
- 1 dMy Music
\_»ﬁ (2} ry Pictures
Iy Recent
Documents
=
Desktop
ty Documents
-
‘__1..
ty Computer
y
by Netwark File harne: | j Save
Flaces
Save az lype: |TimeTahIe template(”.tc] j Cancel




Edit Camera List

Please follow the steps below to assign a device to a recording schedule:
a. Select a recording schedule on the schedule drop-down list.

b. By default, all devices under the station are assigned to the Default Schedule.
c. Click << to remove devices from the Default Schedule. Click >> to add devices to the Default

Schedule.

d. Click Apply to confirm or Close to discard the settings.

‘ &4 Recording Schedule Settings for VWTK_Stationl

=3

S

|
@ Schedule List: | Default Schedule F | add | Rerame || Deete || Load Template || Save as Template
Time Frame List
Recording Settings
Time Frame Rule _ E—
Recording Mode: | Event -
Always wieekly Setting (Day-based) —_—
Triggers
IMotion V| PIR V| Tarmnpering
JIP-PTZ  [V|Line Crossing || Field Detection
Digital Input
Traditional Recording
Trigger State Mormal State
add ” Edit ” Delete | Up BT @ Recording from DI activated to O normal
Recarding from DI normal to 0T activated
Camera List E@
Marne Address Group Schedule Mn_aga-Pier Metwrork Camera
Wireless camera
Mega-Pixel Me... 192.168.4.121  DefaultGroup Yes Mega-Pixel Metwark Camera
Wireless camera 192,168.6,143  DefaultGroup Yies @ Mega-Pikel Netwark Camera
Mega-Pixel Ne.. 192.168.6.127 DefatGroup  Yes Mega-Pixel Metwark Camera
Mega-Pixel Me... 192.168.6.217  DefaultGroupn Yes
Mega-Pixel MNe.., 192,168.6,101  DefaultGroup Yes E
4 11 (2
f | Aoy ||

Close |

éi

If you add a Network Device that does not belong to any Recording Group, a warning dialog will pop up as shown
below. For more information about how to set up Recording Group(s), please refer to Recording Group Settings on

page 157.
Camera List
MNarme Address Group
1_PZ7131  192,168.3.247 | DefaultGroup

2_IPai6al  172.16.200.40

Scheduled

fes
Mo

1_PZ7131

@ The carmera is not in recording group.

Apply

][ Close




Edit Time Frame List

Default Time Frame: Weekly (Day-based), Mon.~Sun., 24-hour, continuous recording

p T —
&4 Recording Schedule Settings for VWTK_Stationl I LEJ @

Schedule List; | Default Schedule E [ Add ” Renarme ” Delete ][ Load Template ” Save as Template ]

Time Frame List

Recording Settings

Time Frame Rule _
Recording Mode:

Blweays wieekly Setting (Day-based)
Triggers

Motion PIR Tampering
P-PTZ Line Crossing Field Detection

Digital Input
() Traditional Recording

Trigger State MHormal State

[ add " it [ Delete ] Upn Dt @ Recording from O activated to O normal

Click Edit to open the Default Time Frame settings page as shown below.

Time Frame Iﬁ

Tirme Frame Mame:  Always

[ Load Template ] [ Save as Template ] [ Save ]

| Repeat Frequency: [Weekly Setting (Day-based) -

Weekly Setting (Day-based)

Set time segments it a 24-hour day, Multiple segments are allowed,

Start Time: 00 = 00 =

End Time: 23 + 55 = [ 2dd ] [ Delete ]

Repeat on: [[]Sunday  [CIMonday  [C]Tuesday  [|wednesday [ Thursday  [ClFriday  [T]Saturday

Range
Start: ENPES 710 - End: (' 2013/ 710 =

@ Mever Stop

Repeat every 1 |5 Week(s)




Add New Time Frames

Please follow the steps below to add new time frames to a schedule:

a. Select a recording schedule from the drop-down list.
b. Click Add to open the Time Frame Settings window.

‘ &4 Recording Schedule Settings for VWTK_Stationl | = | LiE-J
[
@ | Schedule List: | Default Schedule E | &dd || Rename || Delete || Load Template || Save as Template
Time Frame List
Recording Settings
Tirme Frame Rule ) —_——
- Recording Made: |Event -
Blweays wWieakly Setting (Day-based) —_——
Triggers
YIMotion  [VIPIR I Tampering
JIP-PTZ  [YLine Crossing |/ Field Detection
Digital Input
b Traditional Recarding
Trigger State Mormal State
| add | Edit ” Delete | Up Down @ Recording from DI activated to DI normal

c. Enter a name for the new time frame.

d. If you have a time-frame template, you can upload it to simplify the editing of the schedule. Click Load
Template and the Load File dialog box will pop up. Select the template file to load.

e. To edit the new time frame, select a Repeat Frequency from the drop-down list and edit the time
segments, applicable days, applicable period of time, and repeat time interval. For the detailed settings
of each repeat frequency, please refer to The Concept of Repeat Frequency on page 169.

f. When completed, click Save to enable the settings.

g. If you want to save this time frame as a template for future use, click Save as Template. A Save file
dialog will pop up for you to save the template.

) 9 K

@ |Time Frame Mame |Time Frame 2 | Load Template | [ Save as Template | [ Save ]

Repeat Frequency | weekly Setting (Petiods in a week) v
Weekly Setting (Periods in a week)

Set time seagments in a week, Multiple segments are allowed.

Sun Mon Tue [ Wed Thu Fri Sat
e

01 2 3 4 5 6 7 68 9 1011 12 13 14 15 16 17 1§ 19 20 21 22 23

Start Time | Tuesday ~| (00| [00|%

End Time |Thursday | (00| 5 |00 2 [ aod | [ Delate ]

Range:
Start | 2010f 1/27 End O |2010f 1/27 +

(&) Mewer Stop

Repeat every |1 | 5 weskis)




h. If you want to add additional time frames to the schedule, repeat the steps above.
i. Close the window when you finish the time frame settings.

j. Back to the Recording Schedule Settings window, the new time frame will be displayed on the Time
Frame List.

k. If you want to edit an existing time frame, select if from the Time Frame List and click Edit to set up.
. If you want to delete an existing time frame, select if from the Time Frame List and click Delete.

m. If you want to change the priority of a time frame, select it from the Time Frame List and click Up or
Down to shift its position. The time frame on the top of the list has the highest priority.

&4 Recording Schedule Settings for VWTK_Stationl | L | I&I
Schedule List: | Default Schadule EH Add || Rename || Delete || Load Template || Save as Template
Time Frame List [m
Recording Settings
Time Frame Rule ) ———————————
- Recording Mode: |E\rent -
g | Always Weekly Setting (Day-hased) — @
IFiggers
JIMation  [V]PIR 7| Tampering

JIPPTZ  [Y]Line Crossing (VI Field Detection

Digital Input E@
Traditional Recording

Ik [I m Trigger State Mormal State

@ Recording from DI activated to DI normal

Add Ediit | Delete | Recording from DI normal to DI activated

Camera List

Marne Address Group Schedule Maga-Pixel Network Camera
Wireless camera

Mega-Fixel Me.,. 192.168.4.121 DefaultGroup Yes Mega-Pixel Metwork Carmera

Vireless camera  192.168.6.143  DefaultGroup Yies Mega-Pixel Netwark Camera

Mega-Pixel Ne... 192.168.6.127 DefaultGroup  Yes Mega-Pixel Network Camera

Mega-Pixel Me,,, 192.168.6.217  DefaultGroup Yies
Mega-Pixel Me,.. 192,168.6.101  DefaultGroup s

o L] 2 q

| Apply || Close

n. Select one of the following Recording Modes for the time frame:
= None: No recording action.

m Continuous: 24-hours continuous recording. If you want to enable Activity Adaptive Streaming,
please refer to page 160 for detailed illutration.

m Event: The server will start to record only when an event is triggered. The recording time length
depends on the settings in Recording Storage Settings. The default time length is 20 seconds (10s
pre-event time plus 10s post-event time). Please refer to page 159 for more information. For more
information about event catagories, please refer to page 270 for detailed information.

0. Select Trigger Source(s): Motion Detection, Line Crossing, Field Detection, PIR, Tampering Detection,
and P-PTZ (Auto Tracking).

p. Digital Input: See next page for more information.
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The Digital Input signal triggers can be configured as follows:

1. Traditional Recording: can be triggered when the DI enters the Trigger State or the Normal
State. If thus configured, the recording task will end when the post-event recording time is
reached.

2. The recording starts when Dl is triggered, and will end when the DI signal returns to Normal.
3. The recording starts when DI is Normal, and will end when the DI signal returns to Triggered.

An example for the configuration can be: the recording starts when a door is opened (DI triggered),
and the recording stops when the door is closed (DI returns to normal).

ge

When connected, a camera's Digital input signal is automatically detected as pulled-high or pulled-low.
Users should then designate the current state as Normal or Trigger. The configuration page is found in
Configuration > Application > Digital Input on a web console.

Applications = Digital input

Digital input
Marmal status: @ High ) Low
Current status: High

g. Click Apply to confirm the settings. Then close the window when you finish the recording schedule
settings.

168 - User's Manual
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The following diagrams show the frame rate variation of two recording modes:
1. Continuous recording + Activity adaptive recording (helps save bandwidth and storage)

A #lllp &

Bandwidth

N

2. Event recording

N T
> Time

| frame ---> Full frame rate ---> |frame

y A005 %

Bandwidth

< T
> Time

No recording data ---> Full frame rate ---> No recording data

The Concept of Repeat Frequency

VAST offers the following types of repeat frequency. The definition of each type is listed in the

following table:

Repeat Frequency

Daily Setting

Weekly Setting (Day-based)
(Default Time Frame)

Weekly Setting (Periods in a week)

Monthly Setting (Day-based)

Yearly Setting (Day-based)

Discription

m Specify arbitrary time segments within a day,
m Repeat the segments every N days in the specified period of time.

m Specify arbitrary time segments within a day,
m Apply only on selected days of a week,
m Repeat the segments every N weeks during the specified period of time.

m Specify arbitrary time segments within a week,
m Repeat the segments every N weeks during the specified period of time.

m Specify arbitrary time segments within a day,
® Apply only on selected days of a month,
m Repeat the segments every N months during the specified period of time.

m Specify arbitrary time segments within a day,
® Apply only on selected days of a year,
m Repeat the segments every N years during the specified period of time.




Repeat Frequency: Daily Setting

To set up daily repeat frequency, please configure the following items: Daily time segments, applicable
period of time, and repeat time interval.

Time Frame Marne [ Load Ternplate ] [ Sawve as Template ] [ Save l

Repeat Frequancy || [EEREEE |

Daily Setting
Set time segments in a 24-hour day, Multiple segments are allowed, Daily time segments
0 1 2 3 4 5 6 7 8 91011 12 13 14 15 16 17 18 19 20 21 22 23 *You can drag the daily

Daily timeline control bar timeline bar for more

Stat Tme 00| 2 |00 & than one time segment

per day.

End Time 00 3 003 add | | Delete |

Range:

Start 2010/ /27 v End O (2010 127 v —— Applicable period of
(& MNewer Stop time

Repeat every |1 | 5 Day(s) Repeat time interval

Set up daily time segments

You can specify several time segments within a day. The numbers 0~23 on the hourly timeline control
bar (the purple rectangles) represent the 24 hours in a day.

There are two ways to define time segments: one is to use the computer mouse to manipulate the
timeline control bars; the other is to fill in the precise start and end time values in the corresponding
fields.

Add time segments: Choose either step 1 or step 2 to set up
1. Use the mouse to drag the timeline bars:
a. Left-click the daily timeline control bar (the purple rectangles) and drag the mouse.

b. The corresponding time segment will also appear in the Start Time and End Time fields. Click Add,
then the red timeline bars representing new time segments will appear as shown below. You can
drag multiple time segments within a day.

In the following illustration, the yellow arrows show the dragging direction of the mouse. You can
drag from left to right or the opposite.

[
o1 2 3 4 &5 6 F 8 9 10 11 32 13 14 15 16 17 18 19 20 21 22 23

L

Start Time |08 | & |00

End Time 19| % |00 add | | Delete

4




2. Fill in the precise Start Time and End Time:
a. Directly enter the value in the Start Time and End Time fields, then click Add.
b. The corresponding red timeline bar will automatically appear as shown below.

e ™

Start Time 2 :
End Time . e,

Delete time segments: Choose either step 1 or step 2 to set up

1. Use the mouse to erase the timeline bar: Right-click on an existing red timeline bar and drag the

mouse. A green timeline bar representing the deleted part of the time segment will erase the red bar as
shown below.

In the following illustration, the green arrows show the dragging direction of the mouse. You can drag it
from left to right or the opposite.

-------w-----

Start Time ; - %
End Time ¥, 3

Start Tirme E; 3
EndTme |14 3 00| 3 | add | | Dekte |

2. Use the delete button to remove the entire timeline bar:

a. Click an existing red timeline bar or left-click the daily timeline control bar (the purple rectangles)
and drag the mouse.

b. The corresponding time segment will appear in the Start Time and End Time fields.
c. Click Delete, and the selected timeline bar will disappear.

tart Time E; 2
End Tirme: E; E Add
--------“------------

Start Time £ :
End Time F, E; add | | Delete |

| Acd |[ Delete ]




Set up applicable period of time

For repeat frequencies, you can set up the applicable date and period of time for the time frame.

a. Specify the start date and time in the Start field. A calendar date selector will appear when you click
on the drop-down list of date. Click € or ¥* to select the month, then pick a desired day in the
calendar.

b. Specify the end date and time in the End field if you have an end time for applying this time frame. If
you do not have a terminating time for this time frame, select Never Stop.

| Range: b
@ Start | 1j26/2010 W End () | 1jzefz010  w

January, 2010 ever Shop
Sun Mon Tue ‘WethJhu B 5ak

Repeak 1 \
i 4 5 & 7 el \
1o 11 12 15 14 15 1

17 18 19 20 21 22 23 \Click to select a year

24 o5 [ER 27 28 29 30 , )

2 Click to select a month from the drop-down list
[ITeday: 1/26/2010 ———— Click here to move the focus to the current date

Set up repeat time interval

The repeat time intervals is "every N day(s)" as shown below. Repeat every 1 day means the time frame
would apply for every day within the period of time.

Repeat every |1 | 2 Daw{sjl




Repeat Frequency: Weekly Setting (Day-based)

To set up Weekly (Day-based) repeat frequency, please configure the following items: Daily time
segments, applicable days within a week, applicable period of time, and repeat time interval.

Time Frame ﬁl

Time Frame Marme ’ Load Ternplate l [ Save as Template ] [ Save ]

Repeat Frequency | |({EE AR e MR =)
Weekly Setting (Day-based)

Set time searnents in a 24-hour day, Multiple segrments are alowed,

100 [0 21 3 [ [0 [0 [ 80 1190 [ [ 120 (131 [l (1S 61 171 (181 18] (201 211221 128] | | Daily Time segments

Start Tirme (00 | 5 (00 2 than one time segment
r T er day.
End Time |00 5 003 [ &dd ] [ Delete l P y

| Applicable days

Repeat on [JSunday [CImMonday [lTuesday [wednesday [ Thursday [Clrriday [ Saturday — PP
within a week

Range:

Stat 2010/ 1/28 ~| End O |2010f 1/28 v -+—1 Applicable period of
&) MNever Stop time

Repeat every |1 |3 Week(s) Repeat time interval

Set up daily time segments

Please refer to page 170 for detailed instructions.

Set up applicable days within a week

For repeat frequency--"Weekly (day based)", you can apply the time segments only on selected days of
the week.

Repeat on [JSunday [IMonday [Tuesday [Iwednesday [Thursday [Friday [ Saturday

Set up applicable period of time

Please refer to page 172 for detailed instructions.

Set up repeat time interval

The repeat time intervals is "every N week(s)" as shown below. Repeat every 1 week means the time
frame would apply for every week within the period of time.

Repeat every 1 5 waek(s)



Repeat Frequency: Weekly Setting (Periods in a week)

To set up Weekly (Periods in a week) repeat frequency, please configure the following items: Time

segments within a week, applicable period of time, and repeat time interval.

Time Frame §|

Tirne Frame Mame ’ Load Template ] ’ Save as Template ] [ Save

]

=Ta =R e e =Tl B Ekly Setting (Periods in & week) J&

Weekly Setting (Periods in a week)

Set time segrnents in a week. Multinle segments are allowed.

Daily timeline control bar (24hr)

~ FY

Start Time | Sunday S 1 s T
End Time | Sunday w| |oo|3 (005 [ add ] ’ Delete ]
Range:

Start |2010/ 1f28 End O |2010f 1/28 ~

&) Mever Stop

Weekly timeline control bar | Bl

| Time segments within
a week
*You can drag more
than one time segment
per week.

— Applicable period of
time

Repeat every |1 | o Week(s)

Repeat time interval

Set up time segments within a week

You can specify several time segments within a week. The weekly timeline contol bar represents the
7 days of a week, and the daily timeline contol bar represents the 24 hours in a day. The daily timeline
control bar is only valid when one of the days on the weekly timeline control bar has been selected.

There are two ways to set up time segments: one is to use the computer mouse to draw the timeline
control bars; the other is to fill in the precise start and end time value in the corresponding fields.

Add time segments: Choose either step 1 or step 2 to set up
1. Use the mouse to drag the timeline bars:

a. Click on a day on the weekly timeline control bar. The selected bar will turn green.

b. Left-click the daily timeline control bar and drag the mouse.

c. The corresponding time segment will also appear in the Start Time and End Time fields. Click Add,
then the red timeline bars representing new time segments will appear as shown below. You can

drag multiple time segments within a day and a week.

In the following illustration, the yellow arrows show the dragging direction of the mouse. You can

drag from left to right or the opposite.

-@4—_____
— 9

ot 2 e e s e O o120 210 22 23

Start Time | Monday | 08|53 |00|3% ©

4

oa

4 ¥

End Time | Monday | |19

Add

Dielete
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2. Fill in a precise Start Time and End Time:
a. Directly select a day and enter the value in the Start Time and End Time fields, then click Add.
b. The corresponding red timeline bars will automatically appear as shown below.
The following is an example of an extended time segment from Mon. 8:00 to Fri. 19:00.

e Start Time Monday v 082 00| %
End Time B

A I [ Delete J

Delete time segments: Please refer to page 171 for detailed instructions.

Set up applicable period of time

Please refer to page 172 for detailed instructions.

Set up repeat time interval

Please refer to page 173 for detailed instructions.
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Repeat Frequency: Monthly Setting (Day-based)

To set up Monthly (Day-based) repeat frequency, please configure the following items: Daily time
segments, applicable date(s) of a month/ day(s) of a week, applicable period of time, and repeat time

interval.

Time Frame gl

Time Frame Marme [ Load Template ] ’ Sawve as Template l [ Save ]

G S DN M on Ry Setting (Day-based )
Monthly Setting (Day-based)

Set time segments in a 24-hour day. Multiple segments are allowed.

W 24 5 5 1 7 0 921 9 5 6 ol S 2oz | |

Timeline control bar (24hr) *You can drag more

Start Tme |00 [{] {00 |f5 than one time segment
End Time (00 3 00| % | add || Deete | per day.
Repeat on |Date {of a month) v Applicable date(s) of
January w2010 2 Repeat on the following dateds) of a month; a month/ day(s) of a
Sun Mon Tue Wed Thu Fri Sat week
1 =z
3 4 =] =} 7 g = Deleta
1o 11 12 13 14 15 16
17 18 19 20 21 22 =23
24 25 26 27 H§ 29 0
a1
Range:
Start 2010/ 128 v | End O |2010f 128 v ——1— Applicable period of
&) Mewer Stop time
Repeat every |1 |5 Monthis) Repeat time interval

Set up daily time segments

Please refer to page 170 for detailed instructions.

Set up applicable date(s) of a month/ day(s) of a week

For repeat frequency--"monthly (day-based)", you can apply the time segments only on selected days of
a month. There are two types of repeat frequencies: Date(s) of a month and Day(s) of a week.



Repeat by date(s) of a month:

Select date(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the 1%'~5" day of a month.

Repeat on | Date (of a month) A

January w2010 2 Repeat on the following date(s) of a month:

Sun Mon Tue Wed Thu Fri Sat |01
i o 0z

3456?8982

m 11 12 13 14 15 16
17 18 19 20 21 22 23
24 25 26 27 28 29 30
31

Repeat by day(s) of a week:

Select day(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the 1* ~ 5" Friday of a month.

Repeat on | Day (of a week) b

s

January: W | 2010 ~ PRepeat on the following day(s) of a month:

Sun Mon Tue Wed Thu Fri Sat | 1st Friday
i 2 2nd Friday

ard Friday
3 4 5 5 7 8 09
4th Friday
0011 12 13 14 15 16 g i
17 18 19 20 21 22 23
24 25 25 27 2B an
ch

Set up applicable period of time

Please refer to page 172 for detailed instructions.

Set up repeat time interval

The repeat time intervals is "every N month(s)" as shown below. Repeat every 1 month means the time
frame would apply for every month within the period of time.

Repeat every |1 | 5 Monthis)
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Repeat Frequency: Yearly Setting (Day-based)

To set up Yearly (Day-based) repeat frequency, please configure the following items: Daily time
segments, applicable date(s) of a year/ day(s) of a week, applicable period of time, and repeat time

interval.
Tame Frame |z|
Time Frame Name | | [Load Template ] [Save as Template ] [ Save ]
Repeat Frequency | SR me = =R S aE ==l ) le‘

Yearly Setting {Day-based)

Set time segments in a 24-hour dax. Multiele segments are allowed,

(707 [T 20 1730 A ST (76 1 [he e [ [ 20 (93] 1 [1S1 6] A (e 19 [200 (290 1220 1231 iy i
Timeline control bar (24hr) P\Z;Ly ct::\rr??jrzzgrr: :rre\ts

Start; Time L;, ‘3_, than one time segment
End Time :_ : [ Add ] [ Delete J per day
Repeat on  Date (of ayear) v | Applicable date(s)
_3 Repeat on the folowing dateis) of a year: of a yearl day(s) of a
(S e Tus Wed Thy i 6t week
102
2 4 5 & 7 8 0

10 11 12 13 14 15 16
17 18 19 20 21 22 =3
24 25 26 27 5 29 =0
31

Range;

Start Erd O Applicable period of
&1 Mewer Stop time

| Repeat every |1 3 Year(s) — Repeat time interval

Set up daily time segments

Please refer to page 170 for detailed instructions.

Set up applicable date(s) of a year/ day(s) of a week

For repeat frequency--"yearly (day-based)", you can apply the time segments only on selected days of a
year. There are two types of repeat frequencies: Date(s) of a year and Day(s) of a week.
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Repeat by date(s) of a year:

Select date(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the 1°'~5" day of a year.

Repeat on  |Date (of a year) A

January w2010 2 Repeat on the following date(s) of a year:

Sun Mon Tue Wed Thu Fri Sat |01/01
i =z 01Oz

01/03
AR A R
o 11 12 13 14 15 16 0105
17 18 19 20 21 22 23
24 25 26 27 28 29 30
21

Repeat by day(s) of a week:

Select day(s) from the calendar, and it will be displayed on the right blank as shown below.
The following example refers to the January 1% ~ 5" Friday of a year.

Repeat on |Day (of a week) "

January W | 2010 2 Repeat on the following day(s) of a year:

Sun Mon Tue Wed Thu Fri Sat | January 1st Friday
i 2 January 2nd Friday

Janary 3rd Fricay

3 4 3 G 7 a8 =

0 011 12 13 14 15 16 Janary gtk Fricay
17 18 19 20 21 22 =3 January Sth Friday

24 25 25 27 2B an

31

Set up applicable period of time

Please refer to page 172 for detailed instructions.

Set up repeat time interval

The repeat time intervals is "every N year(s)" as shown below. Repeat every 1 year means the time
frame would apply for every year within the period of time.

Repeat every |1 | 2 Year(s)



How to Manually Begin /Stop Recording

By default, all devices are assigned to the default recording storage and default recording
schedule. Therefore, once you insert a device onto the station, the VAST Server will begin
to record live video according to the default recording schedule. Please refer to How to Edit
Recording Schedules on page 161.

However, if you have changed the default schedule, you can manually click Manually Begin
Recording to enable a device without setting up a recording schedule. Please follow the
instructions below to manually begin recording.

Select the device from the hierarchical management tree under Default Group, then click Edit
> Manually Begin Recording on the menu bar (or right-click the device and select Manually
Begin Recording). The string on the menu bar will turn into Manually Stop Recording as
shown below and the VAST Server will start to record video from the target camera. Please
note that its priority will be higher than the recording schedule, so it will continue unless you
click Manually Stop Recording. After you click Manually Stop Recording, the device will then
follow the preset recording schedule.

(System Edit | View | Configuration | Layo (System Edit | View | Configuration | Layol

Manually Begin Eecording

@@ Snapshot Crl+d { @@ Snapshot Ol a@

Mannally Stop Recording

Print r Erint v
5 B vy Recod o EXE = B3 v Recond to EXE
- LT TR TE TRy - —_ '—“—'*‘—"—'\.‘-“—"—‘—"—’"—’"—‘—"—’J
= h Recording Storage = h Recording Group

= [ DefaultGroup = [ DefaultGoup




How to Edit Scheduled Backup Settings

VAST LiveClient supports scheduled backup which allows the user to back up the recorded data

in another disk.

Please follow the steps below to enable scheduled backup settings:

a. Select the target station from the hierarchical management tree.

b. Click Configuration > Station Settings > Scheduled Backup Settings on the menu bar (or right-
click the station and select Station Settings > Scheduled Backup Settings).

(Syslem | Edit | View || Configuration | Layout | Help

[ola[a!

= | Bl Tk Station1(12
=+ -m_ _disrg
Bm recording St
B Lavout

Camera Management

Station Management...

Ty Management. .

Event Management...

Virtual Matriv Management *

Station Settngs
Client Setings

Lsmociation Management...

Carmera Management L4
Station Management. ..

Tser Management. .

A zmociation Management...
Event Management...

Wirtnal Matrix Management ¥

Station Settings

Find ...
Output Streaming TEL
et Public [P

c. The Scheduled backup settings window will pop up.

Select Backup Source

d. Check Enable schedule backup.

e. Select the data source you want to backup. If you check Selected cameras, you can click >> or << to
choose the data source that you want to backup.

¥ Scheduled Backup Settings

@] [[1Enable schedule backup

| Select Backup Source

@ @ all Carmeras O Selected cameras

arme

1_FD2161
2_IPE320
3_P771x1

Host

192,168.5,101
192.168.5,102
192.168.3.101

Group

DefaultGrouy
DefaultGrouy
DefaultGrour

| DEEE

ve View | [ Matrix View

General Sethngs

4 Hetwork Settings

Recording Storage Settings
Fecording Schedule Settings
Scheduled Backup Settings
Senver Sethines 4

Iy Live Yiew ﬂ

Cieneral Sethings

Wetwork Settings

Recording Storage Sethngs
Fecording Schedule Sethings
Scheduled Backup Bettings
server Settnes »

3




Setup Backup Schedule
f. Fill in a desired time and click >> to add the backup time. Please note that the backup time interval
must not less than 1 hour. For example, 23:40 and 00:15 are not allowed to exist simultaneously.

In the following example, the server will backup the recorded data at 12:00 PM and 23:00 PM everyday
once you save the settings.

BackLp Scheduls

i

4
I

Backup time : (12 | 2 ;|00

v

ge

The following diagram shows the backup schedule and backup data:

1st backup 2nd backup 3rd backup 4nd backup

data Y data Y data \/ data
I I I I I 1O 0 O
Server T T T 1k

start 12:00 23:00 12:00 23:00 b
2010/01/24  2010/01/24 2010/01/25  2010/01/25

Select Backup Target

g. Click Browse... to select a path (local path or network storage) to store the backup data. Please
note that the disk for backup data should be different from the original recording path, or a warning

message will pop up as shown below. For more information about how to set up recording path, please
refer to page 158.

A Scheduled Backup Path cannot be assigned to the same disk as Recording Path.

h. Select a maximum size for backup folder. The server will divide backup data into the following size:
VCD (650M), DVD (4.7G), Customize, or Unlimited size according to your choice.

i. Select Delete old backups if space is insufficient if you want to do cylic backup due to the limited
size of the hard disk.

Select Backup Target

@ Path :
|

Local
[lm Maxirurn folder size: | Unlimited v Hetwork
ﬁ I [(JDelete old backup data if space is insufficient.

Other Options
ﬂ [(JBack up events only  Pre-event time: secondis) (2 ~ 2070

Post-event time: second(s) (2 ~ 20}

Ok ] [ Cancel

Other Options

j- If you only want to backup the recorded data of events, select Backup only events and fill in the pre-
and post-event time.



How to Configure Station Server Settings

VAST LiveClient supports Server Settings including DDNS Settings, Network Storage Settings,
and SMTP Settings.

Select the station from the hierarchical management tree and click Configuration > Station
Settings > Server Settings to open the page (or right-click the station and select Station
Settings > Server Settings).

Configuration | Layout | Help

Camers Mensgement ’
Station Management. . l | H

User Management. . wa E l |+ l+ qu
Asmociation Management. ..

e Wi ﬁ Matrix View

General Sethngs

Event Management. ..
Wirtual Matrix Management ¥

Station Sethings

Client Settings 4 Wetwork Settings

Becording Storage Jettings
Recording Schedule Settings
Scheduled Backup Settings

DDNE Settings
Wetwork Storage Settings
SMTF Bettings

= E W T, Station1({127.0,0.1} I Live View ﬁ Matrix Wiew
Camera Management 4
Btation Management...
Uaer Management. ..
Azmciation Management...
Ewent Management...
Virtual Matriw Management *

Btation Settings General Settings

Find Hetwork Settings

o . Recording Storage Settings
Crtput Streaming TRL . .
Get Fubli [P Eecording Schedule Sethings

B uled Backup Settings
i Sett DDN3 Settings
Wetwork Storage Settings

SMTP Settings

DDNS Settings

Since the public IP of VAST Server may be a dynamic IP address, DDNS service will give it a
fixed domain name.

Select a DDNS provider from the provider drop-down list. VIVOTEK offers 2bthere.net (Safe100.
net), a free dynamic domain name service, to VIVOTEK customers. Please refer to the user's
manual of VIVOTEK's network camera for detailed DDNS settings.

@ DDNS Settings x]

DOMS: Dynarnic domain narme service
[[JEnatle DOMS

Provider: | Dyndias, orgiDynammic)
Host name: | |

Save




Network Storage Server Settings

The VAST Server allows user to set up network storage path(s) for recorded files. Please follow

the steps below to add a new network storage path.
a. Click Add to open the Network Host Window.

b. Fill in the related information for the network host. Then click OK to save the new settings.

¥ Network Storage Server Settings §|

Storage Server List:
Address Dormair Account
L“édd [ Edit... ][ Remave

Address:

Domain Mame:

ser Mame:

Password:

©aunoadOh s K
|

Host L

guest

ok ko

(04 ] [ Cancel

c. If you want to add more network host(s), please repeat step a. b.

X]

¥ Wetwork Storage Server Setlings

Starage Server List:
Address Domain Account
192.168.5,122  VIVOTEE ritali
[ add |[ Edit... ][ Rermove
(o= |




SMTP Settings

VAST Server allows user to set up SMTP Server to send mail alert when event triggers. For
more information about how to set up event management, please refer to page 139.

Please follow the steps below to configure the SMTP Server:

a. Click Add to open the SMTP Settings page.

b. Enter the related information of your mail server. If your SMTP server requires a secure connection

(SSL), check Use SSL.
c. Click OK to enable the settings.
d. Then the new information will appear on the SMTP Settings window as shown below.

¥ Edit SMTP Settings E|

@ SMTP Settings 3

Server E@
Address Authentication S5L -
Address: M=, vivotek, tw
@ Part; 23 s
@ Logir
@ Lise authentication ;
LIser name: ritali
Ald
Password: bk o
@ ()4 ] Cancel
@ SMTP Settings %
Address authentication S50

@] Ms. vivotelk, b YiEs Mo @

If you have more than
| _one SMTP server, you
can click to arrange the

@ priority.

add ] | _E__dit Rermiowve

Close




How to Use the Talk Panel

VAST LiveClient supports the two way audio function which allows the user to communicate with
people around the network camera. Please enable the two way audio function on the camera
side.

The following is an illustration of the two way audio function:

Audio transmitted from network camera

d G
Y

Network Camera with internal
or external microphone

>~

Audio transmitted from operators

Add a Camera to the Talk Panel

B There are several ways to add a Network Camera to the Talk Panel:

Drag-and-drop a camera from the video cell or from the hierarchical management tree to the talk panel
as shown below. You can also right-click the target camera or the video cell, then click Send to Talk
Panel on the popup menu.

.
& [ W smiiritonDaY) gy e B R T m— = [E wwTk Station1(127.0.0.1)
= I-;w = ﬁ‘-. . ﬂ;ﬂu = Sy Camera
o 0D 2 padAL[1T2, 18200 40) s & O 3 FOndgiiTe. 10 a0 40) S 1_PZ7131(152.168.3.247)

o M Recordeg Gieup

B fayoun

+ [ heconirg o En Delete
B Lot B recon Refresh

A Layou

Carmera Settings

Camera Management 3

Otput Streaming URL

Send to Talk Panel

Open Recording Felder

PTZ Ten Way K0 | Instant B

BingleVies

Full Sargsn
Eratule P
Hide fieibead View
¥ Ershlebatant Replay
& Shreans ] (NR0SL08D

Stimarn 7 (L2R0T 20
Shrenm 3 (1 Tila4)
Stream 4 (19201080
-
Sauma] File St 00
[ -] @3 [l A W
C N T Wides Enhancement v
Witen Display Made v

_Toh Py S e WL PO

el Satimy
Sonmd e

| CoProgran [ BesVivelsk e W1

SWC FRE Mljud Har
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B An icon with the camera name will be displayed in the Talk Panel.
PTZ | Two Way Audio | Instant Playback

2
PZ7131

Click to play sound from the camera
Remove all cameras
from the Talk Panel

Click to talk . .
(I I Y

Select sound from the
file list

Click to play the selected
sound on the client side

C:\Program FilesWivotek Inc'S1 rl. .!

é; Click to adjust volume

m Please note that you cannot Talk and Play Sound at the same time.
m When you are talking or playing sound, you cannot add other cameras to the Talk Panel. If you want to add more

cameras to the Talk Panel, please Stop Talking and Stop Playing first.

PTZ | Two Way Audio | Instant Playback PTZ | Twio Way Audio | Instant Playback

1_PZ7131

1_PZ7131

Click to stop playing

C:'\Program FilesWivotek Inc\/ r- “

C:\Program FilesWivotek IncWi r- “

(CTTTTTTTTTTTT I—
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Remove a Camera from the Talk Panel

B Remove a camera

Drag a camera from the Talk Panel and drop to the hierarchical management tree window as shown
below. The camera icon will disappear.

= PE Camera

; w 20x Zoom Mega-Pixel Speed D
@& Mega-Pixel Metwork Cameral 1
EM Mega-Pixel Metwork Cameral 1t
i Mega-Pixel Metwork Carneral 19
=5 - Recording Storage
E| ------ P DefaultGroup
v 20 Zoom Mega-Pixel Spe
Mega-Pixel Metwork Carm
@M Mega-Pixel Network Carmi
v Mega-Pixel Metwork Carm
- [ Layout

B Remove all cameras
Click @ , all cameras in the Talk Panel will be removed.
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How to Configure E-map Settings

VAST LiveClient supports intuitive E-map function which allows users to upload E-maps for
overall devices management.

Click System > E-map to open E-map Settings Page:

(_System | Edit | \
Lock o k=3
Ensble Click On lmage | ~ =0
Leangvage

Second View

Lawnch Playback

Logout
Exit

Upload an E-map

Click @] to search for E-map(s) to upload.
Upload New Maps
Loak jr: |@maps V| Q T mE-
O (=

My Recent i
Documents @ Map4.jpg

Desktop

My Documents

My Computer

>~

File name: |"Map3.ipg" "Mapl.jpg" "Map2 PHG" Vl [ Open ]

My Metwork | Files of tupe: |AII image filez vl [ Cancel ]

The uploaded E-maps will be listed under the E-map list tree.

gg

If the uploading procedure fails, please compress the image size of your map (equal or smaller than 2MB) and try
again.
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User Interface of E-map Settings Page (View Mode)

B Double-click an E-map on the tree, it will be displayed on the E-map window as shown
below. There are two operation modes of E-map settings page: "View Mode" and "Edit Mode".
The following is the "View Mode" illustration.

Ll

.- — - L

A. Menu bar B. Quick access bar C. E-map list tree D. E-map window E. Status panel

m Right-click the E-map, then you can Edit, Rename, or Delete the E-map.
= WY TK_Station1(127.0.0.1)
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m Right-click an E-map on the tree and click Edit or click _. on the Quick Access Bar, it will
switch to edit mode.
= WYTK_Station1(127.0.0.1)

= ﬂ' E-Map
[ sy
] | (Edit
m Rename

Delete

Quick Access Bar

K2 Pe)| i ) =) ] )

Icon Function Description
@ Zoom in Zoom in the E-map
@ Zoom out Zoom out the E-map
Ei Default size Adjust the E-map to default size
ﬂl Upload Upload E-map to the login station
@ | View Mode Click to switch to view mode
Full Screen Extend the E-map settings page to full screen
E\ Save Save E-map settings

Status Panel

User Name

Station Name (IP Address)

Login Time (yyyy-mm-dd hh:mm:ss)
Current Time (yyyy-mm-dd hh:mm:ss)

CLurrent Time
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User Interface of E-map Settings Page (Edit Mode)
A F G

A. Menu bar B. Quick access bar C. E-map list tree D. Device tree
E. Map preview F. E-map window G. Status panel

m Right-click the E-map, you can Edit, Rename, or Delete the E-map.

Rename

Delete
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Device Management

Please follow the steps below to edit an uploaded E-map.

a. Double-click the E-map you want to edit, it will be displayed on the E-map window.

b. Use Quick Access Bar to adjust the size of the E-map. In edit mode, you can also use your mouse to
drag the position of the E-map and zoom in or zoom out the E-map.

c. Drag-and-drop the connected devices to the E-map according to your deployment.

d. Right-click the device icon on E-map, you can rotate the direction or delete the device. The device
can be rotated in 8 derections as shown below.

FQELAIDE

e. You can also drag the DI/DO device under the connected device onto the E-map. If you want to
change the status of the DO device, double click the DO icon on E-map.

For more information about DI/DO settings, please refer to i / ﬂ Digital input on / off
Association Management on page 137.

W’ / & Digital output on / off
f. Click @ on the Quick Access Bar to save the new settings.

gg

The red frame twinkling around the device means there is event trigger(s) going on.
Meanwhile, a live view dialog will pop up beside the model.




Live View Dialog Settings

Click Configuration > E-map Settings to open the E-map Settings dialog, then you can
choose to Open Live View Dialog or to Send to Single View when you double-click the device
deployed on the E-map.

Open Live View Dialog

Select Open Live View Dialog: When you double-click the device icon on the E-map or when an event
triggers, a live view dialog will pop up beside it. It is the default setting in E-map Settings window.

¥ E-Map Settings

Double Click Carmera on E-Map _F'Zl?131
( Configuration j & Hpen Live view Dialog

20091117 AWM 10:21:26

E-Map Settings.. ) 5end to Single View

a

[ )4 ] [ Cancel

Send to Single View

Select Send to Single View: When you double-click the device icon on the E-map, it will open a single
view on the VAST LiveClient.

¥ E-Map Settings §|
Double Click Carmera an E-Map
( Configuration j () 0pen Live View Dialog

E-Map Settings. . @ Eend to_Sindle View!

[ [9]4 ] [ Cancel ]

If you have set up dual monitor, it will be automatically sent a single view to the second monitor.
Monitor 1 Monitor 2

1_PZ7131

O




gg

The live view dialog also supports click on image, PTZ, and e-PTZ as long as the linked device supports and
enables those functions. To enable those function on E-map, please check the item "Enable click on image" on the

menu bar of LiveClient as shown below. Then an icon @ will appear in the live view dialog for you to control the
cameras.

(System | Edit | View | C

Lock Cic4L 1 _PZ£7131
Enable Click On [mage < 1 PZT131
Language g =

E-Map
Launch Plavback

Logoug
Exit

E-map Link

After completing device deployment on your E-map, you can link an E-map to another E-map.
Please follow the steps below to configure E-map link:
a. Select a map you want to edit and enter Edit Mode.

= VW TK_Station1{127.0,0.1)
= B E-Map
& a0 |
[] | [Eaw
m Eename
Delete

b. Drag-and-drop another E-map onto current E-map. A blue frame will appear as shown below.
For example: Link Map1 to Map2 by dargging Map2 onto Map1

= B Wi shteraiorong)
= [Eiresx

E s

L gz

L s
o M s

-
_____
-

c. Use % to move the position of the blue frame.
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rotate the direction

resize change the shape

move the position

e. Click on the Quick Access Bar to save the new settings.

f. If you want to set additional map links, please repeat steps a. ~ e.
For example: Link Map2 to Map3 by dargging Map3 onto Map2

= M W _Satontfizr001)
v Biwe
[ st
BT

(L]

B e g
A T,

g. Click on the Quick Access Bar to save the new settings.
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h. Test the web links. Click on the Quick Access Bar to switch to view mode.
Double-click the blue frame on Map1, it will automatically switch to map2. Then double-click the blue
frame on Map2, it will automatically switch to map3.

- Map 3
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How to Configure Client Settings

In Client Settings, you can configure Snapshot Settings, Recording Settings, View Settings,
General Settings, Joystick Settings, Proxy Settings, and PiP Settings.

Configuration Layout Help ;I

Camera Management

Station Management... ’ EJE‘. ¥ E‘@

User Management...

Association Management. .. i Matrix View

Event Management...

Wirtual Matri= Managerent »
Station Settings 4
Client Settings 3
ideo Enhancement 3

Snapshot Settings

Shapshot Settings
Recording Settings
Wiew Settings

General

laystick

Prowy Settings

Settings
Settings

Please follow the steps below to configure snapshot settings:
a. Click Configuration > Client Settings > Snapshot Settings on the menu bar to open the Snapshot

Settings window.

b. Select a picture format for snapshots (BMP or JPEG). If you select JPEG format, you can adjust the
recompression quality (from 1 to 100). Note that a higher value would generate higher picture quality

but lower compression rate.
c. Fill in a filename prefix for the snapshots.

d. The default storage path for snapshots is C:\Users\Public\Documents\VIVOTEKInc\VAST\Client\
LiveClient. If you want to change the storage path, click Browse - | to select another folder.

%4 Snapshot Seﬂing.@ &H
| Generate a flle name automatically, (O YMMDD_HHMMSS) @
[@ | Foarmat: BMP files (*.brp)
| 5 - |
‘ Prefix @
@fl ‘ Save to! CProgramDatalDocumentsi VIVOTEK Incy |:/

[ Ok l | Cancel |

ﬁe

The recompression quality is only enabled
in MPEG-4 streaming. If your stream source
is MJPEG, the system will directly save the
JPEG image without recompression.

e. If you check Generate a file name automatically, VAST will directly save snapshots with the following

filename format to the storage folder.

l l

File name prefix Date and time

4 Snapshot_ 20100125 _173015_01.jpg )

(YYYYMMDD_hhmmniss)

~

Serial number of snapshots

l

Picture format




If you uncheck Generate a file name automatically, the Save file dialog box will pop up when you
take a snapshot. The file name prefix will automatically be displayed in the Save File dialog box.

Save file RIK

Save ir: |_} Snapshot j £k B

- 1

)

My Recent
Documents

Desklop

My Documents

“!
My Computer
.
My Metwork  File name: |Snapshou j Save
Flaces
Save as type: |JPEG files [*.jpg) j Cancel

Take a Snapshot

Please follow the steps below to take a snapshot of the live video stream:
a. Select the video cell of which you want to take a snapshot.

b. Click Snapshot @ on the quick access bar, or right-click the video cell and select Others >
Snapshot from the popup menu. You also can click Edit > Snapshot to take a snapshot.

1@EEH®|"-‘__‘| @@@E‘@ Edit | View | Configuratior
[(127.00.1) 03 Live View \ﬁl\-fl‘atrmview— Soant Cons

1_FD8161 2010/09/02 PM 04:47:2 ;
_ : i L E]_'mt 3
Fecord to EXE

DB161(192,168.5.111)
| Storage

Hemeve
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c. The snapshots will be found in the preset storage folder on your local computer.



Recording Settings

The VAST Server allows you to record the live video in EXE, 3GP, or AVI format to your storage
folder.

Record video as an EXE file. The EXE is not only a media file but also a built-in media player. When
user execute the EXE, the media file will be played automatically. There is no need to install any other
program. For more information about how to use the EXE player, please refer to page 204.

Please follow the steps below to configure EXE record settings:

a. Click Configuration > Client Settings > Recording Settings on the menu bar to open the Recording
Settings window.
b. Select EXE as the Record Type.

c. The default storage path is C:\Users\Public\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.
If you want to change the storage path, click Browse _-- | to select another folder.

d. Select the Length of each file-- Maximum Size (11~2000MB) or Maximum Time Interval (1~150
min).
a4 Recording Settings ol lEJ L]ﬁ

[@ @ EXE| Record video in EXE forrnat, includes a built-in media
player along with the media file, Executing the file
Record Type: (0 3GP  yaaits in automatic playback, elminating the need to
AT install a separate playback program.

@ Save to;  C\ProgrambDatalDocurments\WIVOTEK InchWAST W ClientLiveClis ||
.||

d

Length of Each File
@) Maxirnurn Size Maxirnurn Tirne Interval

11 1500 2000
- (MB)

U

e. Click OK to enable the settings.

Record video as a 3GP file. 3GP file is a standard MP4 format compatible with players such as VLC
player. Choose this type if you has already installed one of these players.

Please follow the steps below to configure 3GP record settings:

a. Click Configuration > Client Settings > Recording Settings on the menu bar to open the Recording
Settings window.
b. Select 3GP as the Record Type.

c. The default storage path is C:\Users\Public\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.
If you want to change the storage path, click Browse _-- | to select another folder.

d. Select the Length of each file-- Maximum Size (1~2000MB) or Maximum Time Interval (1~150 min).



e R =

EXE Record wideo as a 3GP file, a standard MP4 format
compatible with players such as YLC, QuickTime, ar
Record Type:| @ 3GP | paalone, Choaose this format if vou have already installed
Ay One of these players,

(G  sweto: CiProgramDatalDocuments\VIVOTEK InclyAST\Cientiivecie | ... |

(d] | Length of Each File
@ Maximum Size Maxirnurn Tirme Interval
1 1800 2000
— ME
0 (ME)
3GP Settings
@ Record with only standard codec
[ Ok ] | Cancel |

e. If you check "Record with only standard codec", the video from old models (VIVOTEK 6000-series
products) using H.263 codec will not be recorded.

f. Click OK to enable the settings.

Type 3: Record to AVI

Record video as an AVI file, which uses the popular codecs pre-installed in the Windows OS. Please
note that the speed may be slower due to the need of decoding the video/audio and re-encoding both
into a compatible codec.

Please follow the steps below to configure AVI record settings:

a. Click Configuration > Client Settings > Recording Settings on the menu bar to open the Recording
Settings window.
b. Select AVI as the Record Type.

c. The default storage path is C:\Users\Public\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.
If you want to change the storage path, click Browse -- | to select another folder.

d. Select the Length of each file-- Maximum Size (1~2000MB) or Maximum Time Interval (1~150 min).

exg  Record video as an AVI file, which uses the popular
codecs pre-installed in the Windows 0S. Please note
Record Type: 3GP  that the speed may be slower due to the need to i 3

decode the video/audio and re-encode into a
@ AV compatible codar.

@ Save to:  C\ProgramDatalDocuments WIVOTER InciWAST) ClientiLivedlie | i L.
— Due to the AVI file has a limitation on

| . e )
@] Length of Each File the maximum file size of 2G bytes, if
@ Maximum Size Maxirmurn Time Interval the setting “time length” generates data
1 1500 000 larger than 2G bytes, several files will
0 (ME) be created.
AVI Settings
@ &I Frame Rate: 15 - (1 ~30)
r]’f | Wideo Compression Setting | ' Audio Compression Setting | @
(84 ] | Cancel




e. Select the frame rate/ per second.

f. To modify the video compression settings, click Video Compression Setting to open the AVI Video
Compression Setting window. Select the desired video compression algorithm, compression
quality, key frame intervals, and data rate in the corresponding fields.

Video Compression Setting

LCompreszor

Comprezzion Quality:
<

Key Frame Every |15

Lata Rate 300

Cinepak Codec by Radius

100

]

g‘
:
frames ;}About...
KB/sec

If you do not choose to compress the video, the
generated AVI will be very large in file size.

= To modify the settings of the compression algorithm: Click Configure, then a dialog box will pop
up for you to modify the settings. The dialog box will be different according to the compressor you

select.

Cimepak for Windopws T2 El
d‘
Carwguok H Coathe:
Vetmen 1.100.11
Lol & 135001900 Rlachuis b A Haghls Heserved
() Commpeedd o Color _l.ll'.
Compeeces to flack & Whin [ Cancet |

m To read the information of a compression algorithm (its version for instance): Click About, and a
dialog box will pop up showing the related information. The dialog box will be different according to

the compressor you select.

Cizrpak for Windpws T2

radus

Viersion 110011
Cogmnghd T 19 Flokers b Al Alaghts Fornrrved

%

g. To modify the audio compression settings, click Audio Compression Setting to open the AVI
Audio Compression Setting window. Select the desired audio quality, format, and attributes in the

corresponding fields.

Audio Compression Setting

RE=S

[untitied] v
Farmat: PCH
Attributes: 44100 kHz, 16 Bit, Sterec

Ok, Cancel

172 kbizec
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Record an EXE/3GP/AVI File

Please follow the steps below to record an EXE/3GP/AVI file of a live video stream:

a. Select a video cell or a device from the heirarchical management tree which you want to record to
media file.

b. Click Record to EXE/3GP/AVI E| on the quick access bar, or right-click the video cell and click
Record to EXE/3GP/AVI. You can also click Edit > Record to EXE/3GP/AVI on the menu bar. (The Ul
string will change according to your Recording Settings.)

B0 = 2 ) = e R Y )

n1{127.0.0.1) 10 Live View | 2§ Matrix View Edit | View | Configuratior
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c. For recording a high-resolution video (1600 x 1200) in AVI type, a dialog box will pop up as shown
below to remind you that the CPU loading will increase. Click OK to continue the process.

Coner tng high nemciution vided §08 may ugnificanty nosee Te O Dacng,
leadng o T possibity of sreaming decorrecton or reduced Ty porfor mando

e
d. The icon E| will then change to Recording EXE/3GP/AVI E' and a red text string (EXE/3GP/AVI)
will appear at the bottom right of the video cell. Note that only one video channel can be recorded at a

time. &l Sl wal|B| >R

I Live View | [ Matrin View ée'
1_FD8161 2010/09/02 P D4:56:31

If you save your video via a LiveClient installed
on another computer, the videos will be placed in
where you installed the LiveClient utility: e.g., C:ll
VASTIClient|LiveClientlRecord. On Windows XP:
C:|Documents and Settings|All Users\Documents|
VIVOTEK IncI\VASTIClient\LiveClientIRecord

§2.160,3.81)
12 15A,3,50)
02 168,3, 102)

e. When you want to terminate the AVI Recording, click the icon E| on the Quick Access Bar. The export
process will then terminate and the button will change from | = | to LﬂB The recorded media files will be
found in the preset storage folder on your local computer as shown below.

Below is the file name format for AVI files:

J, \L ""71-; IediaPlayer £ pplication 230 KR

IGFP
Date and time Video format
(YYYYMMDD_hhmmss)

T T T e v
R

it :




Built-in Media Player--EXE

Below is the icon of footages saved as EXE files. Double-click on it, the recorded video will be played
automatically as shown below. You may also open the built-in Media Player in the default location:
C:\Program Files\VIVOTEK Inc\VAST\Client\LiveClient. On Windows XP: C:\Documents and Settings\All
Users\Documents\VIVOTEK Inc\VAST\Client\LiveClient\Record.

20091118 112743 exe
Video Title MediaPlayer & pplication
[ Hfi=dia Playe T = |

File] Edit Wiew

2013-04-01 | U Timeline Slider 2013-04-01

0g:49:13 08:49:45

Status Panel

ll——l‘ li ’7 @ @ 2[?;?19Di'50 Playing

| Total length of the histogram
Control Buttons
The playing rate can be 1/8, 1/4, 1/2, 1X, 2X,
4X.

Current time of the video clip

Icon Function Description
E Pause Pause playback of the focused video clip
E| Play Start playback of the focused video clip

E| Next Frame Go to the next video frame of the focused video clip

Slow Down  Slow down the playback rate

@ Speed Up  Speed up the playback rate




The function menu of the built-in media player are displayed as shown below:

Bdit View Edit N
Crpen 3GF File .. Snapshot (BMP) Full Screen
save az BHE .. snapshot JPED)
Bave az 3GF File .. Comvert to AY]
Print
Exit

® The built-in player is able to playback 3GP and EXE files.

® The built-in player is able to save 3GP files as EXE files.

® The built-in player is able to save EXE files as 3GP files.

® The built-in player is able to convert EXE and 3GP files into AVI files.
® The built-in player also supports snapshot and print functions.

=Y
Below are special notices related to video recording with the fisheye cameras:

m For recorded videos from the fisheye cameras, only the built-in Media Player can playback the
Regional or Panoramic views. If you access the recorded videos using other playback software, you
will end up seeing the circular-shape Original view.

m \When recording videos from fisheye cameras, Regional and Panoramic views can only be preserved in
the EXE and 3GP format. If you save the dewarped views, i.e., Regional and Panoramic, as AVls, only
the circular Original view will be preserved.

= Currently the video playback on the Emap window displays the Original view only.
m To display a Regional or Panoramic view, right-click on the Media Player window.

Qe —— T gl

File Edit View W

2011}07¢27 09:27:11

2Ull-ur-27
09:27:15

2UL1-UF-27F -
09:27:09
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View Settings

This section allows you to set the display mode of a video cell, including Display Location,
Date and time Format, Video Display Mode, and Font Settings. When you change the
settings, the sample window will change accordingly for you to preview the settings.

) =
v R M

Display Location

Camera Name 201441011 T4 03:25:31

Display Area 1 | REERIEERERE

Display &rea 2: | Server Date & Time

This is a sample screen.

Display Area 3; | Wideo Title

Display &rea 4 | Mo Display

[0 B B[]

Date and Time Format Font Settings
@ Same as Local Computer Fant: [S\,rstem ,,.]
() Specify Calar: E
Date Format: | ¥y MDD Size: (10 =
Time Farmat: | Default Time Format
i Video Display Mode
@ Hide borders () Keep top/down borders ) Keep the aspect ratio
[V Shawr motion windoes when triggered
Il [¥IDisplay the connecting message when video is lost
[¥] Show wCa rules
(04 ] [ Cancel
|

Display Location

Display Area 1 Display Area 2

Display Location

= Camera Name 2014101 7~ 03:25:31| |
Display Area 1 | EEEERRERE

Display Area 2: | Server Date & Time

This is a sample screen.

Display &rea 2 | Wideo Title

Ld [ B [

Display &rea <: | Mo Display
Yideo Title

. . ) Display Area 3 ) Display Area 4
As the illustration shows, there are 4 display areas for you to input information about the live video. Each

drop-down list includes many options for you to select: No display, Camera Name, Video Title, Camera

Date & Time, Camera DateTime, Server Date & Time, Codec & Resolution, Address, and Network
throughput & FPS.



Date and Time Format

Date and Time Format

@ Same as Local Computer
Specify
Date Forrnat: |y oD

Time Format: | Default Time Format

m Same as local computer: Select this option and then the date and time format will synchronize with the
local computer.

m Specify: Select a desired format for the date and time from the drop-down list.
Date format: Select YYYY/MM/DD or MM/DD/YY.
Time format: Select the default time format (synchronize with the local computer), 12h AM/PM, or 24h.

Video Display Mode

Video Display Mode
@ Hide borders Keep top/down borders Keep the aspect ratio

¥| Show motion windows when triggered

Camera Name 201040129 PM 02:12:11
m Keep the aspect ratio: In the default settings, the size of
the video window will change according to the layout of This is a sample screen.

the live view window you choose. However, the frame
size may be distorted.

m Keep top/down borders: the camera name, video title, _ _
and time will be displayed on the black borders instead LRI

of displaying floating text on the screen.

m Keep the aspect ratio: If you select Keep the aspect ratio, the video window will be adjusted to the
same frame size as the preview window. This function is disabled as default.

®m Show motion window when triggered: If you select this option, the red frame of the motion detection
window will appear in the video window when motion is triggered. This function is enabled as default.

m Display the connecting message when video is lost:indow will appear in the video window when motion
is triggered. This function is enabled as default.

m Show VCA rules: VCA rules refer to the Line Crossing and Field Detection lines drawn on individual
video screens. These VCA functions are configured on the web consoles with cameras, not on the
VAST LiveClient.

The Display options can also be accessed by a right-click on the view cell.

For detailed information about how to set up the layout of the live view window, please refer to How to
Change Video Viewing Mode on page 114.
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Font Settings
This function allows you to change the font on the video cell.
® Font: Automatically lists all fonts installed on your operating system. Select the desired type.

m Color: Select a desired font color (white, red, green, blue).
m Size: Select a desired font size (8, 10, 12, 14).

Single Vie Y
Font Settings Fuil Screen: Cirlel

Font: [Svstem vl v Strmam 1

Color: | El Streaend
“Send ta Talk Passl

Size: o - i

208 - User's Manual




General Settings

This section allows you to configure the System Settings and Rotation Settings.

s soeisers S

System Settings

Autornatically log in after logging in to operating system
Autornatically display in full screen after login I
I auto add newly-inserted camera to video cell

| Retrigve RTSP strearm on specified port: 954

Connect substation streaming via relay

V| Keep detecting carmera DI/DO status

System Settings Sort camera by name

m Auto login after logging in to operating system: If you check this option, VAST LiveClient will
automatically login after you login to Windows without filling in the user name and password. This
function is disabled as default.

m Automatically display in full screen after login: If you check this option, the video cells will be displayed
in full screen without showing the menu bar or the control panels.

m Auto add newly-inserted camera to video cell: If you check this option, VAST LiveClient will
automatically add the newly-inserted device to a video cell. This function is enabled as default.

m Retrieve RTSP streaming on specific port: The default port for RTSP streaming is 4543. If you want to
change this port, please check this item and fill in a desired port number.

m Setup substation streaming via relay: This option is not checked by default. As the following diagram
shows, VAST Client might directly connect to the streaming under VAST Server 3-2 without requesting
the connection via VAST Server 1 and Server 2-1. If you want to get streaming through relaying,
please check this option.

VAST _ & > VAST
Client |' Server 1

| manages 2 sub-stations

VAST VAST
Server 2-1 > Server 2-2

'|' ST7501 VAST = ST7501 = ST7501
Server 3-1 3 Server 3-2 | .Server 3-3 | .Server 3-4

VIVOTEK IP Camera VIVOTEK IP Camera VIVOTEK IP Camera

VIVOTEK IP Camera

g;

um [f the VAST Server 3-2 is set up behind a firewall, the VAST Client will not be able to access the VAST Server 3-2
directly. You have fto get the connetion by relaying.



m Keep detecting camera DI/DO status: The default for this option is enabled. This option enables the
VAST server to monitor the DI/DO status from the configured cameras. You may also disable this
option.

m Sort camera by name: The positions of cameras on the device tree will be sorted by their camera
names.

Alarm Settings
/| Enable live alarm notification

Enable alert sound(s)

&larm window mode: @ Fixed
Popup
Rotation Settings
Enable rotation after login

Rotate the page ewery 10 “| second(s) (3 ~900)

Display Settings
Maxirmurn nurnber of view cells 64 = (64 ~ 320)
/I Enable auta stream size: |Qualit\,r first v|

Enable de-interlace function

V| Enable Instant Replay on video cell

Default replay length: |30 seconds -

Local streaming buffer time: 0 = milisecond(s) {0 ~ 10000)

= Enable live alarm notification: Select this option to activate real-time event notification. For example:
the event notification of DI/O status on the hierarchical management tree, the event list in the event
window, motion detection windows in video window, or the event notification on E-map settings page,
etc. This function is enabled as default.

= Enable alert sound(s): If you enable this option, you will hear alert sound on the client side when the
event is triggered..

®m Alarm window mode: Select Fixed or Popup mode for the event window. For more information about
event window, please refer to page 75.

m Enable rotation after login: If you check this option, the video cells will start to rotate after you login to
the VAST LiveClient. The default setting of this function is disabled.

m Rotate the page every ] second(s): Fill in a desired interval time for video page rotation. The
maximum value is 99 seconds. The default value is set at 6 seconds.

For detailed information about how to set up the layout of the monitoring window and rotation functions,
please refer to How to Change Video Viewing Mode on page 114.



Display Settings
Maximurm rumber of view cells 64 = (B4 ~320)
J/|Enable auto stream size: |Quality first v|

Enable de-interlace function

¥ |Enable Instant Replay on video cell

Default replay length: |30 seconds -

Local streaming buffer time: 0 “| milisecondis) {0 ~ 10000)

[ ok | | Cancel |

® Maximum number of view cells: This determines the number of view cell on window, and also takes
effect with the number of layout pages. For example, if there are 320 channels using the 1+31 layout,
there will be 10 layout pages in the LiveClient window. The configuration changes take effect after the
LiveClient is re-started.

m Enable auto stream size: The Auto Stream Size feature dynamically adjusts the stream sizes of video
feeds from network cameras in order to reduce CPU load and bandwidth consumption.

It is often the case that in surveillance deployments the physical dimensions of monitors, the
effectiveness of visual stimulus, and the operators' regions of interest can all be very limited.
Streaming large-size videos at all times will be a waste of bandwidth and system computing power.
CIF and VGA size videos are usually sufficient for the operators watching surveillance screens.

When enabled, your LiveClient station automatically requests smaller-size streams as video feeds (any
from streams #1 ~ #4) from the network cameras. For example, the frame size of video stream #4 will
be reduced to 320x240 (CIF). Depending on the actual size of view cells on the LiveClient monitoring
screen, the VAST server automatically requests different video streams.

When the size of view cells is manually expanded, a VAST server requests a different stream. This is
called Stream Jump. Shown below are the details of the corresponding stream jumps.

View cell size Stream jump to...
4:3 resolutions
<= 320x240 stream #4 (CIF)
> 320x240 or 640x480 stream #1
16:9 resolutions
<= 384x216 stream #4 (CIF)
> 384x216 or 640x360 stream #1
1:1 (fisheye cameras)
<= 384x384 stream #4 (CIF)
> 384x384 or 640x640 stream #1

Facts about Auto Stream Size:
* The Auto Stream Size takes effect when,
1. The size of view cell is changed.
2. Inserting a new camera, or when the "Auto add newly-inserted camera" feature is applied.
3. Double-click or click-and-drag cameras into view cells.
4. When Auto Stream Size feature is enabled (the configuration on this window).
5. Through the layout change.

» The LiveClient utility automatically adjusts stream selection according to the size of view cells, no
user's configuration is required.



* The frame size of stream #1 is user-configurable. The VAST server only resizes stream #4.

« |If a user disables the Auto Stream Size function later, the frame size of stream #4 will not be
restored to the previous configuration. Stream jump takes place on the display of all connected
cameras once the function is enabled.

* The Auto Stream Size function does not apply to the Matrix view.

+ If users configured a region of interest before the Auto Stream Size function is applied, e.g., via
the ePTZ control, the view cell might display a different live view.

* Below is the general rule for stream selection:

stream # configured into VGA stream # configured into CIF
4 streams cameras Stream 2 Stream 4
3 streams cameras Stream 2 Stream 3
2 streams cameras none Stream 2

* When a smaller stream is selected, the video quality is set to fixed quality as Good.
* The Maximum frame rate is not configured.

+ The VAST server automatically selects a video resolution of a specific aspect ratio that best fits
the current view cell, and places the video into the view cell.

Limitations:
» For older, single-stream cameras, the Auto Stream Size feature does not take effect.

*  When the Auto Stream Size feature is enabled, the NR and ND series NVR configured under the
VAST server will be considered as substations. The stream configuration of cameras managed by
these NVR substations will not be changed. Only the video codec, bit rate, and frame rate of the
video feeds directed through these NVR substations will be changed into a more economic setting.

* For the NVR, the Auto Stream Size function may not fully apply. For cameras managed by the
NVR, the following will apply:
Large view cell: default viewing stream.
Medium view cell: stream #2.
Small view cell: the last stream.

« a user disables the Auto Stream Size function later, the frame size of stream #4 will not be
restored to the previous configuration.

®m Enable de-interlace function: Select this option if your connected device does not support de-interlace
function. For example: VS7100.

m Enable Instant Replay on video cell: Here you can change the duration of a playback that happened
immediately before a user utilizes the instant playback function.

m | ocal streaming buffer time: Video frames can be temporarily stored on the cache memory of the
VAST server for a short, configurable period of time before they are displayed on the Liveview. If the
networking condition is less than ideal, this can help delivering a smooth video stream. Note that this
feature is not available on a Matrix view and the web console.



Joystick Settings

This section explains how to remote control connected network devices with a USB joystick. It's
easy to install and configure via the USB interface.

Enable Joystick

Connect to the USB plug of the joystick to a USB port on your computer. Supported by the plug-in in the
main page (Microsoft’'s DirectX), once the plug-in in the main page is loaded, it will automatically detect if
there is any joystick on the computer. The joystick should work properly without installing any other driver
or software.

Then you can begin to configure the joystick settings of connected devices. Please follow the instruction
below to enable joystick settings.

a. Select the target device from the hierarchical management tree.

b. Click Configuration > Client Settings > Joystick Settings on the menu bar to open the Joystick
Settings window. If your joystick is working properly, it will be displayed on the drop-down list.

c. Select the joystick you want to configure. Check Enable Joystick, then click Configure Buttons to
open Buttons configuration window.

(System | Edit | W [b) | | Configuration || Layout | Help:l

Camnera banagement r
@l S [eERERE
‘ o @ G . ser Management... = 9 qq
) A zsociation Management. .. ‘ -
= ng_Statn:unl(lE Event Mansgement.. e View | [ Matrix View
5 c ) £
amera Virtoal Matrix Management + FRTS 2010/09/03 PM 01:21:42
el & 1_Fos] _ _ - —~
- 19 Recording Ste_nition Settings d 5

Clisnt Settings Snapshot Settings
B Layout - Recording Settings
View Settngs
Creneral Settings
Jowstick Settings
Prowor Settings
PiP Bettings

+
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&g Joystick Settings - o e i H;E'
Joystick Settings
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Reverse direction of zoom control

Due to different designs in joystick zoom wheel, you can select this checkbox to reverse the zoom in/out
directions.

Buttons Configuration

In Button Configuration window, the left column shows the actions you can assign, and the right column
shows the functional buttons and assigned actions. The number of buttons may differ from different
joysticks.
Please follow the steps below to configure your joystick buttons:
a. Choosing one of the actions and click Assign will pop up a dialog. Then you can assign this action to
a button by pressing the joystick button or select it from the drop-down list.
For example: Assign Home (move to home position) to Button 1.

Assigned Actions
Actions | |Eluttc|r'|s Assigned Actions |
Home ”
£00m 1n
Zoorm Out
FoCus
Iriz
Pan Press the joystick button to assign to "Horme" or
Stop select the button from the list below.
Patrol
Preset
Page Lp Buttonl
Page Down BLttonz
Recard to A\l BLtton
Snapshot Auto Maming Buttong
= ButtonS
Buttong
= Button?
Button3 (84 ] [ Cancel
|__|Buttong
Buttonlo K | | Cancel
Buttonll
Buttonl2




b. Click OK to confirm the configuration.

9 x|

Assigned Actions

Actions @ "Home" g|

Horme

Zoom In

Zoom Out)  Press the joystick button to assign to "Home" or
+- Focus select the button from the list below,

4 Iris
Pan IButtonl
Stop
Patrol

= Presat Click "COk" to assign "" to buttonl

Preset]
Presetd
Preset3

ErESEFf )4 ] ’ Cancel ]

Assigh Clear Selected

[ ok ] [ Cancel

c. The Assigned Action will appear beside Button 1 in the right column as shown in the following diagram.
Note that a button can only be assigned with an action. If you want to modify the settings, select the
action on the list and click Clear Selected.

¥ Butions Configuration g'

Azsigned Actions
Actions Buttons Assigned Actions

Home ~
Zoom In
Zoorm Out
+-Focus
+- Iris
Pan
Stop
Patrol
1 Preset
Page Up
Page Down
Record to AWI
Snapshot Auto Narming

ussign { [Clgar Selected

[0]4 ] [ Cancel
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d. If you want to assign additional actions, repeat step a.~c. When all settings are complete, click OK
to save the settings or click Cancel to discard the settings. You may also assign buttons to jump around
matrix screens.

Assighed Actions

|Actiun5 |Elutt|:|n5 - Assigned Actions

- Stop Alert Buttonl - Record to EXE
- audio Mute ButtonZ - Zoom In
Button2 - Zoom Out

- Rotate

- Record to EXE Buttond - Single view

. Buttons - Pan

Enapshut Auto Naming Buttoné - Stop

- Print Button? - Patrol

- Lock Buttong - Home

- Full Screen Button® - Full Screen

- Gingle View ButtonlD - Snapshot Auto Maming
: ; Buttonll - Presetl

- Previous Matrix

- Mext Matrix Buttonl2 - PresetZ

- Prewious Monitor
- Mext Monitar

Azsign ] [ Clear Selected ]

Cancel

e. Click OK to save the settings or click Cancel to discard the settings.

¥ Joystick Settings |z|

Jovystick Settings
i

Selected Joystick! | cH PRODUCTS IP DESKTOR COM v |

[ Calibrate J [Cunﬁgure Euttons]

QK [ Cancel ]
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m /f you want fo assign Preset actions to your joystick, the preset locations should be set up in advance.

m /f your joystick is not working properly, it may need to be calibrated. Click Calibrate to open the Game Controllers
window located in the MS Windows control panel and follow the instructions for trouble shooting. For more

information, please refer to the MS Windows help files for details.
¥ Joystick Settings |X|

Joystick Settings

Selected joystick! | (H PRODUCTS IP DESKTOP COF |

l Calibrate ' Configure Buttons

[ oK ] [ Cancel J

m The joystick will appear in the Game Controllers list in the Windows Control Panel on your computer. If you want
fo check out your device, go to the following page.: Open Start > Control Panel > Game Controllers.

Game Controllers

These settings help you configure the game controllers installed on
w your cormputer.

Installed qame controllers

Cantroller | Status |

CH PRODUCTS IP DESKTOP COMNTROLLER

[ Add... ] [ Remove J [ Properties J

[ Advanced... J[ Troubleshoat. . J
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Configure keypad

For joysticks that come with a keypad, you can use the combination of a number assigned to a camera
and the Enter key on keypad to quickly move to the camera’s current view. The current view will be
displayed in a single view. To configure the number representative of each camera, double-click to open
a configuration window. The number used for quick switch must be mapped to an existing channel.

Also note the following:

1. The keypad key representative can be a 4-digit numeric combination.

2. If a number key is pressed without pressing the Enter key within 3 seconds, the command is cancelled.
3. You should have at least ONE EMPTY view cell.

4. A Rotation operation will be halted when using the keypad quick switch function.

5. This quick switch function does not take effect on the cameras managed by VAST substations.

ad Joystick Keypad Mappiné ‘ ﬁ
A Set Key Mumber x_iJ-
Carmera Mame Key Mumber
Enter numberic characters starting from "0" to
FEB191-shepherd test 1 "@999" or select the number from the list to map to
Mega-Pixel Metwork Carnera 2 Mega-Pixel Network Camera.
IB3338-H 3 1
sDe161 4 M

oK | | Cancel MJ




PTZ/ E-PTZ Function
In addition to using the PTZ control panel, you may also control the rotation handle of the joystick to
remote control a PTZ/ E-PTZ network camera with ease.

Pan/Tilt: Move the rotation handle of the joystick; you can pan the camera to the desire position. There
will be blue line displaying the moving direction in the center of the video image as the diagram 1 below.

Zoom in/Zoom out: Shift the rotation handle clockwise to zoom in the camera on an image or go
counterclockwise to zoom out the camera on an image. There will be a circle and four vectors in the
center of the video image as the diagram 2, 3 below.

FD8161 FD8161 FD8161
r—

Pan/Tilt Zoom in Zoom out
(Move the rotating handle back and forth) (Turn the rotating handle clockwise) (Turn the rotating handle counter-clockwise)

Proxy Settings

In this section, you can enable, modify, or cancel Proxy Settings for client if your VAST Server
is under a proxy. If you change the proxy settings, please fill in the new value next time you login
the LiveClient next time.

%4 Proxy Settings e
Enable Prosy Y|Log in local station
Address: 127.0.0.1
Address:
Authentication: |Basic Account
Port: an
User Mame: admin
Lzer Mame:
Password: sssess
Paseiiol e} Port: 3454

Dk ] | Cancel | ‘ Priogy Settings

h | Log in | | Cancel | | Hide ==




How to Use PiP (Picture-in-Picture)

PiP (Picture-in-Picture) is an intuitive function for user to simultaneously view a Global View and
ROI (Region of Interest) for live monitoring. The digital zoom in function can only focus on the
interested area and represent the details of megapixel video. Moreover, the multi-touch mode is
a very user-friendly interface for digital zoom in.

Enable PiP

Right-click the video cell and select Enable PiP. If you want to disable PiP, click the option again to
uncheck it. After you enable the PiP function, a movable global view window and a ROI frame will be
displayed as shown below.

Mega-Pixel Network Camera . 2010/6/29 PM 09:24:24

Ctr+I
Hude Global Yiew Ll

Stream 1

Btream 2

Stream 3

Btream 4

Fend to Talk Panel
Het DO

Orthers

G|Oba| View = — B Video Enhancement

Region of Interest
(ROI)

Global View

The global view is the original view with the size scaled down to 160x120. It is movable and you can drag
it anywhere in the live view window. If you want to hide the global view, right-click the video cell and
select Hide Global View from the menu. An icon “*', will appear on top of the live view window.

2:53

1_FD8161

pl.2)

0100916 PM 03:1

Remove

Single Tiew Cil+ d
Full Screen Chl+F ,-

- v Ensble PiP Ctil+]
ol v Hile Global View CtrltH || -

& Streaon 1 rrd

Streaun 2 -
Stream 3 o
Stream 4

Send to Talk Panel
Set DO »
Others r

Video Enhancement L4



ROI (Region of Interest)

The ROI frame is capable of being resized and dragged in any direction upon the global view window as
e-PTZ function.

Digital Zoom In

Through digital zoom in, the live view window will be filled with the zoomed in ROI image. The maximum
magnification of the ROI frame is 16x zooming. The zoomed in area will change as the ROI frame is
dragged and resized. You can also easily zoom in and zoom out the ROI frame by rolling the mouse back
and force.

Edit | View | Configuration

Snapshot & Print Zoomed In Image Spapshot ol
You can snapshot and print the zoomed in image. Erint '
Eecord to EXE

Snapshot Zoomed Tmage
Frint £oomed Image

PiP Settings
The PiP Settings is for you to adjust the initial position of the global view window.

Click Configuration > Client Settings > PiP Settings to open the window. On top of it, you may choose
the horizontal position with left / middle / right side of the live view window, or you can customize the
percentage of space distance from the border of the live view window as an option. It is also fully applied
for vertical position with top / middle / bottom side of the live view window. When it's done, you may click
on Apply to existing windows to enable the settings.

= -

Configuration || Layout | Help | ‘s PiP Settings x
Coamers Management Initial Position for Global Wiess Window

3
Station Management. .. ||"‘H E H‘ l Horizomtal:

ser Management...

S zmnciation Management. .. % aweay fram left border
I8 Live Yiew
Event Management... it ,
: : A ertcal Bottom aligned |
Wirtnal Mateix Management ¥
Station Settings b ) .. % away from top border
; : P .
i ;ﬂﬂpfft SZ ) [ Apply to existing windows ]
Video Enhancement k _'_Em mg RIURE
View Sethings
Feneral Pettings [ OK ] [ Cancel l
Jowstick Settings
Broxor Bettings
Pif Settings

g;

m [f the position of ROl and global view will be saved and applied for the next open. It will be removed when the live
view cell is removed.
® The PiP function is also applied in VAST Playback.



Multi-touch Mode

VAST also supports advanced multi-touch mode for PiP. You can easily zoom in or zoom out the image
by touching the multi-touch monitor with two fingers.

Bilngetolichipeint

) - /4

Ringertolich point
CESN T

. "’1!-_'-‘:“"; P




How to Configure Video Enhancement

The LiveClient allows you to enable post-image enhancement and defog for video live view.

Basic Image Adjustment

This function allows you to configure basic image adjustment including Brightness, Contrast,

Saturation, and Hue.

Please follow the steps below to set a profile for post-image adjustment settings:

a. Select the target video cell.

b. Click Configuration > Video Enhancement > Basic Image Adjustment > Settings on the menu
bar to open the Profile Settings window. (Or you can right-click the video cell and select Video
Enhancement > Basic Image Adjustment > Settings from the popup menu.)

9

Configuration || Layout | Helpj

<>

| Camera Management 3
i 7
[ Swtion Management . “‘“ EE”J
Wzer Management... -
A smnciation Management. . f -
Event Management... e Wiew ﬁ Matrix Wiew

Virtual Matcix Managentent ¥ [RTRI

Station Sethngs ¥
Client Settings r

Video Enhancement

1_FD8161 2010/09403 PM 03:55:08
—— ;

Remove
Single View
Full Bereen Ctl+F
Enable PP

Stream 1
Stream 2
Stream 3
Stream 4
Hend to Talk Panel
et D0

Orthers

Settings

Video Enhencement

Originsl

aettings

Dizble &1 Cameraz
Enable Al Cameras

Crriginal

c. Adjust the values of Brightness, Contrast, Satura-
tion, and Hue. You can preview the image from the
window on the right. A “VE (Video Enhancement)”
text string will appear at the bottom right of the
preview window.

d. When completed, click Save as Profile and enter
a name for the new profile.

e. The new profile will be displayed on the drop-down
list. This profile can be applied to all video cells.

f. If you decide to apply the selected profile to the
target video cell immediately, click the OK button.
Otherwise, click Cancel to close the window.



¥ Basic Image Adjustment - for 1_FD8161

Current Profile:; Ir'u:h:u:ur [~ €]
Profie Settings
@ Brightness:  -128 J 128 |27 -
Contrast: 0 —{J 128 ;.
Saturatian: o —{J 128 1
Hue: 180 J 10 o |2
Ccﬂl [ Save as Profie... ] [ Update Profie ] [ Delete Profile ]

:m

w.

] [ Cancel l

| o

g. Back to the main page, a “VE” text string will also appear at the bottom right of the video cell and the
new profile will also appear and be selected on the popup menu as shown below.

_Cunfiguratiun | Layout | Helpj

Camera Management 3 _
i o a

Station Management... |I“||E‘ H‘_.|| Hq:l‘

User Management... X

Aszsneiation Management. .. .

Event Management... e Vigw ﬁ Matrix Wigw

Firtual Matrix Management v ERFS| 2010{09/03 PM 04:16:10
Btation Settings
Client Settings

¥ideo Enhancemen

Dizable AN Cameras
Enable L11 Cameras——
Dizabled

Oiiginal
v Indoor

Remove

Single View
Full Bcreen
Enable PiP

Stream 1
Streaim 2
Streaim F
Streanm 4
Send 1o Talk Panel

profile

cell
| v Indoor

Click to create a new profile, edit
or delete a customized profile

Click to disable VE on all linked
devices

Click to enable VE on all linked
devices

Click to enable/disable VE on the
target video cell

— Click to create a new profile, edit or delete a

L
— Click to enable/disable VE on the target video



Defog

This function allows you to configure post-image defog.

Apply a Preset Defog Profile
Please follow the steps below to set post-image defog settings:
a. Select the target video cell.

b. Click Configuration > Video Enhancement > Defog or right-click the video cell and select Video
Enhancement > Defog.

c. There are some preset profiles for you to apply to the target video cell. You can select one from the list
accoding to the environment.

[b) [ Configuration | Layout | Help)

l_aimera Managemennt L4 _
i =
e | v Y
Taer Management... x
Asociation Management. .. :
Event Management. . Ve Wiews | ﬁ Matri Wienr
Virtual Matrix Mensgemfnt + PR 2010/09/03 PM 04:2
- == e
Station Jettings » '
Client Bettings 3
Yideo Enhancernent
Dizable &1 Camerss
Enable 411 Cameras
Mormal
Fog
Rainy
o

1_FD&161
Remaove
Single View
Full Screen
Enable FiF

Stream 1
Btream 2
Btream 3
Stream 4
Bend to Talk Panel
Fet DO




d. The string of the selected profile will be selected as shown below. A “VE” text string will also appear at
the bottom right of the video cell.

Configuration | Layout | Help_:l

Camera Management 4
Station Management. |“ |E | I - ||+ | %
User Management. . x —_
Association M t. : - .
Ei’;‘?:{ n ﬁ"::’mn ve View | [ Matrix View Click to create a new pro_flle, edit or
SHEIL EANAZEMEL... delete a customized profile
Virtnal Matrix Management + BRNS 2010409403 PM 05:35:08
| — T—
Station Settings L. w.
Client Settings L

!I 3
Sethings
Dizable A1 Cameras

Enable All Camerss—— Click to enable VE on all linked devices
Click to enable/disable VE on the target
video cell

¥iden Enhancemen
Click to disable VE on all linked devices

1_FD8161 2010{/09/03 PM 05:56:42

Eemove

Single View Cl+¥
Full Bcreen Chl+F
Enable BiF Cirl+]

® Stream 1
Strean 2
Stream 3
Strean 4
Send to Talk Panel
Het DO
Dthers

| Click to create a new profile,
edit or delete a profile

——1— Click to enable/disable VE
on the target video cell

Create a New Defog Profile
e. Click Settings on the popup menu to open the Profile Settings window.



¥ Defog Settings - for 1_FD&161

Current. Profile; | eEEyykEE]

g Fog
Profile Settings Rainy

[y

'[F Block Size: (RS- 5 ¢

Morrnal ‘

4

1_FD8161 2010/09/03 PM 06:07:45

“ 8 7=

Strength: 1 J 5 |3 %
Threshold: 1] J 255|120 | &
@ | Gave as Profile... ] l Upndate Profile l [Qelete Profile l [ ok ] l Canicel ]

f. Adjust the values of Block Size, Strength, and Threshold. You can preview the image from the right

window. A “VE (Video Enhancement)” text string will also appear at the bottom right of the preview
window.

Block Size: Brush diameter from thick to thin (Value 1~5)
Strength: Brush stroke from soft to strong (Value 1~5)
Threshold: Brush pixel from loose to dense (Value 0~225)
g. When completed, click Save as Profile and enter a name for the new profile.
h. The new profile will be displayed on the drop-down list. This profile can be applied to all video cells.

i. If you decide to apply the selected profile to the target video cell immediately, click the OK button. Oth-
erwise, click Cancel to close the window.



How to Search for a Device on the Hierarchical Management Tree

This function allows you to conveniently search for an inserted device, which is useful when
many devices have been inserted.

Please follow the steps below to find a device on the camera list:
a. Click the station on the hierarchical management tree.
b. Click Edit > Find on the menu bar (or right-click the station and click Find).

€ 1)) C TR L a—
S E@ Edit | View | Configuratior 2 - Carnant Nlanag i 'l L E

: B
T | Seabion Mansgement Find what: |IPE161 @
PN E': Spapshot Ctil+d i Logical Tren Visw Manspement
@ — Print » s | 10 B Management ¥ String Options Search in Find Hext
e B Record 1o EXE : M Llser B nnastprnend [IMatch case () Station only
o | Find Associstian Mansgement [ Match entire ward () Camera onky

Algrm Mansgement

LB
|j A Wirtiial Mmtris Management [

(%) Camera and Station

Direction
Shabion Settings . () search up
Hnd (%) Search down

Curtpit Ttrswming LR

Chatput Cameea List

c. The Find window will pop up for you to set your search criteria.

® Find what: Enter a string in the blank. The string can be the full or partial name of the device you want
to search for.

= String Options: Match case represents that the search results should be identical to the string in
lower-case or upper-case letters, the string can be part of a word. Match whole word means that
the search results should be identical to the string for every character, and that the string should be a
complete word or phrase. If you select both options, the search results should conform to all criteria

listed above.
® Direction: Select search up or search down. =~ W T _Station1(127.0.0.1)
m Search in: Select search in station or camera. = E& Camera

w3 1 pr7131(192.168.3.247)
+ - @M 2_IP3161(172.16,200.40)
+ & 2_FDE161(192.168.5.105)

F=r recording Group
Search down . P DefautGroup Search up

+ - [ Layout

d. Click Find Next, the seaching result will be marked as shown below.

= WWTK_Station1(127.0.0.1) @ Find X

= ES Camera
w B 1 pr7131(100,168,3.247) || Findwhat: |IP161
[EM 2_IPB161(172.16.200.40 . ) .
Search results L { ) i Eal coarch in @] .
- & 3 FDB161(192.168.5.105)
= B Recording Group [Match case ) Station anly
= [ DefaultGroup [(IMatch entire ward () Camera only
+ E Layout (%) Camera and Station
Direction
() Search up
(%) Search down

e. If there is nothing found in the camera list, a message will pop up as shown below:

6 Their spwerifond towt weoaes rod o] ol e,

%




How to Print a Video Image

There are two ways to print out an image of live video:

1. Select a video cell, then click Print @ on the quick access bar, or right-click the video cell and select
Print from the popup menu. A Print window will pop up for you to choose the printer.

o &][ < J®|5) al[E/E[ ][> R

(127.0.0.1)

08 Live View ﬁ Matrix View
1_FD8161 2010409102 PM 04:47:2
A o

)8161(192.168.5.111)
Storage

Enclile bitart Repley

SEewen | (19901080
Stremm I (LIR0TI0
Strwmen 1 (1 T8a20]
Strwa 4 (LROGI000
Sarecd 1o TalkPassl
Lt OO

Ot .
Srmpihl Cifed

Feeeail be EXE
Videa Drigley Mode Pt

-’
BT PP Ayt Bai . ‘
2. You can also click Edit > Print to print out an image from a video.
m Focus Cell: Print out an image of the target video.

= All Cells: Print out an image with all video cells in the monitoring window.

Viden Erhanterstnt

Edit || View | Configuration | Layout | F

Snapshot Ctrlss i\ | &= ﬁ
Recond to EXE Al Cells
r
1_FD8

How to Lock LiveClient for Security Concerns

If you are away from your computer, for security reasons, we suggest you lock the program.

When LiveClient is locked, the user must fill in the correct password to unlock and access the

program again.

® To lock LiveClient, click Unlock @ on the quick access bar or click System > Lock on the system
menu. The Unlock @ icon will then turn into Lock @

® To unlock LiveClient, fill in the correct password in the popup window.

Lock Cl+L The application is lacked. Please enter the password far STAdmin.
Enable Click On Image
Language 4

mamuoe|

E-Map oK ] [ Cancel

Lavnch Plavback

Logout
Exit



How to Log out from the VAST Server

To logout from the current server, click Logout |z on the quick access bar or click System >
Logout on the menu bar. A confirmation window will pop up. Click OK to confirm or Cancel to
return to the VAST LiveClient window.

[Syﬁtem | Edit | View |

Lock Ctl+L i 1 2 This will terminate the current connection. Are you sure you want 10 continue?
Enable Click On Image

Lemngmage r ok ]| cancel

E-Map
Lawnch Plavback

Logont
Exit

How to Exit VAST LiveClient

To exit VAST LiveClient, click Exit |©/ on the quick access bar or click System > Exit on the
menu bar. A confirmation window will pop up. Click OK to confirm or Cancel to return to the
VAST LiveClient window. When you exit the program, your user account will be automatically
logged out from the current server.

(System | Edit | View | !

Lock Ci+L ,-r . ': Are you sUre you swant to exit the prograrm?
Enable Click On Image

Language r | ok | [ Cancel

E-Map
Lawnch Plavback

Logout
Exit



How to Configure a Logical Tree

A Logical Tree view is available since rev. 1.10 for both LiveClient and Playback. The Logical
Tree view allows you to re-define the logical relationships between the real-world deployment
and the physical devices (cameras). For example, according to your deployments, you can
designate several cameras to be listed under a logical sub-directory named as "Building A," and
the other cameras into "Building B." In this way, you can re-arrange your cameras and devices
on a tree view that is geographically accurate.

In addition to this, the logical folders can also be used to create privilege groups for users with
different access rights. This enables an administrator to easily and flexibly align user privileges
with his camera deployments.

T VAST CMS Server
‘ | (Root station) é&

Admin: all areas
c Q- >

(Logical folders)

i
|

(Power users:
work area #1)

i
|

(Power users:
main building regions)

|
i pdi=l SIS IST e

CTUEY U E

o—_
(Users:
Building A)
O
(Users:
— Building B Front door and drive
[ lanes)
v - ®
O
&P o e vy




To configure a Logical Tree, either right-click on the Device list root entry (VVTK_Station1), or
visit the top menus through Configuration > Logical Tree View management.

e . W' TK_Stationl | arw Live viev
E Layoud Logical Tree View Management. .
Refresh
Connect All
Find...

You will then enter the Logical Tree View management window. Left click on the root directory,
and then right-click to display the Add command.

e — . -
" ==
= B v

3 i == "
Al Cammy BT "
CAg tara &
- ®
P g we
F R ma
Bl e X
R L =
e a
B e
=pain

F il

i fes

aa

A Logical tree can also display and include the cameras from VAST substations. To enable
connection with substations, make sure the Relay Settings is enabled both on the VAST Root
and substations.

%4 LiveClient

(System | Edit | View | Configuration | Layout | Helpj

Camera Management

Station Management... } g]‘_‘ E]@

Logical Tree View Management...

e WY TR _Station1(19 /0 Box Management 4 @I—

B camera User Management... S2sfiz a4 090
EI Recarding St .
Assaciation Management...
-~ [ Defaulti
Alarm Management...
E Layaut - i
»
M 1/0 Box Wirtual Matrix Management
Search VivoCam Switches...
+ """ E Camera Station Settings 3 General Settings i
BT Recordi Client Settings » Metwaork Settings
B 10 Box

Recording Storage Settings
m NDEI322F‘(192 168.40,75) ) .
Recording Schedule Settings
"""" Scheduled Backup Settings

Setver Settings 3
Relay Settings
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Relay Authentication

Passyword: -

Confirm Passward: 4]

Lo ] [ Cancel ]

To create a logical folder, enter a name for the sub-directory. The name can be a geographical
indicator or whatever name your prefer; such as Building A, Site 1, etc. Add a short description.

(& Add New Folder
Name: |
Description:

ook || cancel |

. Z — A

You can also create logical folders under sub-directories, e.g., a "Corridor" under "Building A."
Do this by selecting a sub-directory with a left-click and then right-click on it.

Logical Tree

3 ...... rEsiel
e @ spatst
......... r M
| Add
Edit

Note that the root directory can not be edit.
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You may also left-click to select a sub-directory, and use the Add, Edit, and Delete buttons to
create, edit, or remove sub-directories. Use the arrow buttons to change the positions of sub-
directories or devices on the logical tree.

When done, click the OK button at the low right corner of the window. Configuratio
changes will be preserved.

You should then insert cameras to a preferred directory:

1. Open the device tree to select camera. Left-click to select the checkboxes in
front of cameras.

2. Select the checkbox of a preferred sub-directory. Make sure the checkbox is
selected and the directory is highlighted.

EIRNRE]

3. Click the Move button in the middle of the screen.
Cameras will be listed under the target sub-directories.

Lopheall Trii g
r B o

- Juitsisionr 1|
T Carmees Sv0EH
ol Cama s
N —
@ e
C & el ratwon Carmami
TP Corra 1900100
[T B Camara 2 - CCEITO
W Comara 3005201
I e Comena +-PUL51
r @ e 70018

BB nesiseon 2

T B e waw

2 ©

Update Add

|

Use the Sort and Find functions on the Device List on the left panel if it is hard to locate a
device.




When done with the configuration, click the OK button, and select from the top menus View
> Logical Tree View. The Logical Tree View will become the standard display for your VAST
configuration.

LiveClient

(System Edit | View | Configuration Layout Help ;I

0[] & e [

PTZ Panel

- B wTk st Y . |
_ h Site v Two Way Audio Pangl

_________ & Instant Playback Panel

""""" @ v Alarm Window

41 [ Full Screen Ctrl+F
i &2l Minirmize

........ E Layout v Ilatri= Wiew




When done with the creation of logical folders, you can move to the User Management
window. You can then define users' access rights using the logical folders you created. For
example, you may let a user access a specific logical folder while forbidding him from the

others.

1. When you assign Accessible Devices for a user, select the Logical tree button on the
lower right.

2. Select the "Selected logical tree nodes" button. You can then select or deselect logical
folders to confine the accessible devices for a user.
Note that an administrator has access to all devices, and hence the selection is not
available for an administrator.

R Ut i g st Ry W Sopien
User List ACoomy W L
I
B wvme_Stationt
B Adninivivaton futherfcation: | BaEC ACCount -
" i
- 'U::: le:::' W L Hama Testl
o Toroiek ajeit tuarg
| R
e, MVOEOR. i frank . chang Pasword -
_:_ e, twikate. wiarg

3 amn Conhim Password. =

P povwier Lser

~ \Jser ool Forvar Lisen =|
& Test -
Ciogy From; Tk Q

Bocadsbla Dewcn: Direst0 Brded @ LOoEd Uda

Permission | Acredsbis Logea Ties

Al pcd e @ Salg i kK v P
= Bl wvme_stanont Q 9
I By numtanon 1
- Caia SVCEAN
Ml comead
¥ [ ) Video Sarver
G ey
M & Megerinel Hatwork Camnsa
& Camera LFERLED
&—T e Camra 2« CCECEMO
i W Camera 3-VCEE01
s A Camera 4-FA151
o M@ Camema TPOOLES
F By niatanen 2
s O Camaa 1FEEEED
F & Cavea TR0O16
¥ ) Video Sarver

= E st useis

3. Click the Add button on the lower right.

Upndate Add

|




4. The User account information will prompt. Click OK to proceed.

- &4 Confirm Iﬁl

Unchecked substations or cameras will have the following permission(s) removed from the account:
"Camera Management”,
"Delete Camera”,

/\ "Wodify Recording Storage/Recarding Schedule Settings”,

"Scheduled Backup Settings",
"Modify E-Map",

"Modify alarm Management",
"Yiew Device Tree"

[ 0K l | Cancel |

5. You can repeat the above steps to create more user accounts using the limited access
configuration via the use of logical folders.

&

* The Refresh, Camera Settings, Output Streaming URL, Send to Talk Panel commands are
available for cameras listed in the Logical Tree View.

+ The DI/DO, Recording Storage, and I/O Box are not available on a Logical Tree View.

» The root directory (default VVTK_Station1) can not be edited or removed.

« A camera can be added to different sub-directories; however, it can not be added twice into
the same sub-directory.

+ A camera managed by a sub-station can be added into the Logical Tree.
« The Logical Tree View can not be edited through a web console with the VAST server.

« Cameras added to the VAST configuration will not be automatically added to the Logical Tree
View.

+ By default, only the administrator and power user are authorized to configure the Logical
Tree View.



VAST Playback Configuration

Activating VAST Playback and Logging in to a Server

VAST Playback allows you to search and playback recorded media data from VAST Server.

Once you insert a device into the hierarchical management tree of VAST LiveClient, it will
automatically be displayed on the hierarchical management tree of VAST Playback. You can
then begin to use VAST Playback to view recorded or backup video clips.

After installing the VAST Playback program, please follow the steps below to activate VAST

Playback:

1. Run the VAST Playback program. If you have already run VAST LiveClient, you can also click System
> Launch Playback to activate VAST Playback.

2. A Login window will pop up. Fill in the information as shown below:

m |f you want to login to a remote VAST Server, enter the IP address, user name, password and
communication port of the server. Click Log in to login the target server or Cancel to exit the
system.

m |[f you want to login to your local host which is running VAST Server, check the Login local
station checkbox, and the local IP Address will be displayed automatically. Enter the User Name,
Password, and Communication Port of the local server to log in. Click Login to log in to the target
server or Cancel to exit the system.

’ & VAST Playback |E| lﬂ?—_J\ ( NS_ Playback |E| et |
Log in local station V| Logn local station
Address: 192,168.6.125 - 127.0.0.1
Authentication: |pasic sAccount = Authentication: |gasic Account =
User Marne: adrmin User Marne: adrnin
Passwaord: . Password: .
| Login | | Cancel | [ More == l [ Log in ] | Cancel | | More >

3. The VAST Playback main window will be displayed.

g;

m /f your network environment need to set up proxy, click More >> tfo extend the login window, then click Proxy
Setting to open the dialog. Then enter related information to link fo your proxy server.

& VAST Playback [-é_&-J %) Proxy Settings | tm | [ﬁj
Log in local station 7 Enable Prowy

Address: -

Address:
Authentication: | pasic account -

Port: a0
User Mame:

User Mame:
Password:

Password:
Port: 3434

oK Cancel

‘ | Proy Settings | } warking Cffine. .. | l |

’[ Log in ] | Cancel | [ Hide << ]

m Available functions of the VAST Playback program will be enabled according to the role of your login account. For
more details about the privileges of the user account, please refer to How to Manage User Accounts on page
129.



VAST Playback User Interface

A. Menu bar B. Quick access bar C. Query panel (Browsing / Time search / Bookmark search /
Event search / Alarm search / Log viewer) D. Status panel E. Recorded video playback window
F. Playback control panel

G. Video clips list

Menu Bar

[System | Edit | View | Configuration | Layout | Help)

Menu Item Drop-down Options
System Lock / Language / Launch LiveClient / Logout / Exit
Edit Snapshot / Print / Snapshot zoomed image / Print zoomed image / Find

Logical Tree View / Device Tree View / Backup Status /Exporting Status /
View Browsing / Time Search / Event Search / Bookmark search / Alarm search /
Log Viewer / Full Screen / Minimize / Query Panel / Video Clips List

Client Settings (Snapshot Settings / Export Settings / View Settings / Proxy

outiasation Settings / General Settings / PiP Settings)

Layout Change Layout
Help About

Status Panel
User Name

Station Name (IP Address)

Login Time (yyyy-mm-dd hh:mm:ss)
Current Time (yyyy-mm-dd hh:mm:ss)
CPU and memory usage in percentage




Quick Access Bar

Ol @] )| )| G| w2 B ET & 3

Function
Exit
Logout
Lock
Volume
Snapshot
Print

SVC Level
Remove All Connection
Layout

Full Screen

Switch Screen

FIE R E[E E &R 5] @] &lC] §

Synchronous Playback

Description
Exit the system
Logout from the current station

Click to Lock the system for security concerns (@ Unclock the system)

Adjust the audio volume of the target video (@ Mute)
Capture the picture of the target video

Print out the picture of the target video

Exert SVC control of video playback frame rate

Remove all live videos from the live video monitoring window
Change the layout of video monitoring window

Maximize the live video monitoring window

Switch to another screen

Click to enable synchronous playback for multiple channels

53

Some buttons will be disabled if the selected device does not support those functions.

Recorded Video Playback Window

The "VIVOTEK" logo indicates that no camera has been assigned to the video cell.

The red frame ( |:| ) represents the focused cell.

Video Cell




Language Selection

VAST current supports user interfaces in multiple languages; and language options are availabe
in: English, Deutsch, Espariol, Frangais, Italiano, HZ:E, Portugués, ff&A#3, and %% ¥ <.
If you want to select another language for the interface, please click System > Language on
the menu bar to select a desired language. Please note that if you want to change the language
option, a message will remind you to restart the system.

'_._ System | Edid | View

Confgu
Lack |
ungraagr * oy
Latireh Lovel beat
Logosy
Euit Espaitol
= (12
B ocda

ée

If you want fo use "User Defined" language, please prepare images and
language strings, and upload the files to the following folders:

...|\VASTIClient\Playbackllanguage|zz_UD (language string)
...|\VASTIClient\Playbacklimage (images)

Query Panel-- Browsing Page

Browsing |[Time Search | Event Search | Bookmark Search | Log' *["
= Managed Stations

W Tk _Station1(127.0,0.1)

Root Station Name (IP address)

= S Cameras

= EM 1 PZ7131

Devices listed

2009-11-24
2005-11-25

[ —

Dates with recorded
video clips

- @M 2_IPs161

under the root
station

Devices listed

2000-11-24
2009-11-25
= @M 3_FDS161
2005-11-24
2005-11-25
: Paul-kun(172.16.4.38)
= e Cameras
= @M 1_IP7138
2009-11-22
2009-11-23
- @k 2 1P7121
2009-11-22

Sub-station Name (IP address)

under the sub-
station

2009-11-23
= @M 3 Pr7is1
2009-11-23

T & B owen(172.16.4.23)

@ Local DB

Local Database

You can hide this panel in order to maximize the single playback view from the View menu.



VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Icon Description

Station list including server and local database

! A station (a computer that has installed VAST Server)
=

A station (a computer that has installed ST7501 Server)

The camera that exists on the hierarchical management tree of LiveClient.

The camera that has been removed from the hierarchical management tree of
LiveClient (off-line). However, its recorded video (if any) is still accessible from
the server.

Local database for backup data. For more information about how to upload
backup data to the list, please refer to page 263.

E
E
[T3] Dates with recorded video clips.

See page 231 for how to configure a Logical Tree View.

242 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Query Panel--Time Search Page

Select station(s)/ device(s) that
you want to search for recorded
files

= . "u'"'u"TK _Station1{127.0.0.1)
E v (Cameras

E I:l F‘aul Kuul{l?E 16.4.38)
[T Camneras
w7 Owen(172.16.4.23)

GMT+08:00 Beijing, Chonaging, Hong FE

Er R e
o

— Specify search period of time

aoosjijzs v Joasons | 2

Click to start to search, the
results will be shown on the
video clips list

You can hide this panel in order to maximize the single playback view from the View menu.

ﬁ;

The Time Zone setting is automatically synchronized with that on your client computer.

User's Manual - 243




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Query Panel--Event Search Page

= WYTK Station1(127.0.0.1) Select station(s)/ device(s) that
=P Cameras _ you want to search for recorded
- 20x Zoom Mega-Pixel Speed Dome Metwark C files

W Mega-Pixel Metwark Camera
Mega-Pixel Metwork Camera

Mega-Pixel Metwork Carmera

Select an Event Category

Mation - Window = Click to add search criteria
Motion - Window 3

Motion - Window 4

Motion - Window S

I - Maoving Object

IwA - Loitering Detection

Click to remove search criteria

‘GHI-+08:00 Befing, Chongging, Hag Kor|»| — Specify search period of time
E
Click to start to search, the

results will be shown on the

video clips list

244 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Query Panel--Bookmark Search Page

Select station(s) that you want
to search for bookmarks

=T WTK_Station1({127.0.0.1)
=" Cameras

=[] Mega-Fixel Network Camera

-7 Mega-Pixel Network Camera

~[ Mega-Pixed Network Camera

<[] Mega-Fixel Mebwork Camera

-7 Mega-Pixel Network Camera

Select a name to serach for

Select a time zone

::j :é-."; " =

o yoiz_ v 14652% ||

__|End Time: __ Specify search period of time

o/ -

Click to start to search, the
results will be listed on the
video clips list

User's Manual - 245




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Query Panel--Alarm Search Page

Select station(s) that you want
to search for bookmarks

Click to configure the search conditions

GEMT+08:00 Beijing, Chonaging, Hong Ko E Select a time zone

]

|——Specify search period of time

Click to start to search, the
results will be listed on the
video clips list

246 - User's Manual




VIVOTEK - A Leading Provider of Multimedia Communication Solutions

Query Panel--Log Viewer Page

&l Local Logs

EMT-+08:00 Esijing, Changaging, Hong k i

aoosfrsjes v oesos |
ol

eoosjusjzs | osous ] -

Select station(s) that you want
to search for recorded logs

Select a Log Category

Select a User Account

Select a Result Type
Select a Log Type

Select a Log Level

__ Specify search period of time

Click to start to search, the
results will be listed on the
video clips list

User's Manual - 247




Video Clips List Window

If you select an option “date”, the video clips will be displayed in the video clips list window. An
option “date” may contain more than one video clip.

Tt | Beart st | ok
Tl gt vistorn
B v sewnnrronn
| — EE
B R Pl St
O e TR E
O bl it

38 AESITLIIRE L 2080
@ ovdre

ot (00 fioaslaifoil
LS o) Eaute)
S
o e A wra Tt Tx's gt
| i il el Ca . SRR CHT 3 D 1196 5% AT 2 hoasi 48 s L s

You can hide this panel in order to maximize the single playback view from the View menu.



Playback Control Panel

When you double-click a video clip to play, the playback control panel will be enabled for you to

use. Playback Histogram

(Displays the period of time of the
video clip being played back)

Playback Timeline Slider

TN
ol

ks

FULA+-33
Axs

[ ][m ff==lfemd [mllml[a) [0, e

| | | |
Playback Status Panel  Playback Control Buttons

Function Description

Manually add a bookmark to pinpoint and extract a 20-second video clip

Add Bookmark o .
from an existing recording

Histogram Zoom In  Zoom in on the displayed period of time of the histogram

Histogram Zoom Out Zoom out of the displayed period of time of the histogram

If you want to export part of the recorded video clip, click to set marker |

MEILEIA on the histogram, which will be the start time of the exported media

Marker Il If you want to export part of the recorded video clip, click to set marker I
on the histogram, which will be the end time of the exported media

Export Media Click to export the selected section of video clip

Last Time Interval Go to the previous video clip on the video clips list

RICIE EE RMEEE B B BE k¢ 8

S

-
+

Pause Pause playback the selected video clip

Play Start to playback the selected video clip

Rewind Reversely plays back the current video

Next Frame Go to the next video frame of the selected video clip

Previous Frame
Next Time Interval
Repeat Mode
Slow Down

Speed Up

Displays the previous frame

Go to the next video clip on the video clips list
Playback the selected video clip repeatly
Slow down the playback rate

Speed up the playback rate

Current time of the video clip

16:17:51

Total length of the histogram

23 MOUrs o3 Mins o3 Secs

The playback status
(Stop/Playing)

The playing rate can be 1/8, 1/4, 1/2, 1X, 2X, 4X, 8X, 16X, 32X, and 64X.



Rewind

The Rewind function enables users to reversely playback from a specific point in time on a video
playback window. Once the occurrence of an event is ensured, this function can facilitate the
process of finding the evidences that appeared before the occurrence.

The Rewind function also applies to the Synchronous Playback mode. The following also apply:
1. The maximum playback speed is 64x. (I-frame only when speed is higher than 16x)

2. When you pull the time slider during the Rewind playback, short interruptions may occur.
3. When switching from the playback mode to the Rewind playback, the playback speed remains
the same. The same applies when switching from Rewind to the playback mode.

Limitations:

1. Short delays may occur when switching from playback to rewind, due to limitations by the
hard disk access speed and network speed.

2. When doing the forward playback, the previous frame function is not available. When doing
the rewind playback, the next frame function is not available.

3. The Rewind playback on multiple streams requires system performance resources.



How to Playback Recorded Video
Select a Recorded Video Clip

Please follow the steps below to select a video clip:
1. On the Bowsing page, click the plus sign (+) to expand the hierarchical management tree.

Browsing | Time Search | Event Search | Bookmark Search | Log Viewer
P

Mo

MO2401(192,1638.4,135)

2. Right-click a station, device, or option “date” on the hierarchical management tree and click Refresh
to display the recorded video clips.

Browsing |T|m: Search |E1.r:nt5:ard1 | Bookmark Search |Log'|.l'|l:w:r

I:lg Maraqod Statoms
S E P LAL IO IE Ld )
L By cameras Logout
,.. &M tega-Pixel Refresh
- (N Mega-Pixel Find...
| - [E8 2012-07-30
ER 120731
i FE 20120801
Ii EM Mega-Pixel Network Camera
' R 2012407-30
EM Mega-Pixel Network Camera
- [P8 2012-07-30
i - 1zo7-31
= N Mzga-Pivel Network Camera
- M8 201207-31
— B Loclts

3. There are two ways to view the video clips of a date.
= View all video clips of a date:
a. Select a option “date” from the hierarchical management tree.

b. Double-click the option “date” or right-click the option “date” and click play, and it will start to
play in an available video cell. (You can also directly drag-and-drop the option “date” to a desired
video cell in the recorded video playback window. The video clip will start to play.)

]

Browsing | Time Search | Event Search | Bookmark Search | Log Viewer Browsing | Time Search | Event Search | Bookmark Search | Log Viewer |
o S Managed Stations
=0 Biocaniice. 1624, 135;

Mega Pixel Network Ca

=R 5 Managed Stations

e [ e =B npe401(192.166.4.135)
- [N Mzga-Pixel Network Camers = h Cameras
(= [ Mega-Pixel Network Camera - (@M Mega-Pixel Network Camera
2l P MM [b) (- (N M=ga-Pinel Network Camera E@
g jgii Refresh -~ EH
C @ vesaPae  Backup | : [ 20120731
i B »uaw FH 20120801
=+ (D Mega-Pixel Network Camera = (M Mega-Pixel Netwark
PR w2or0 EE 0120730
B w0731 F & Mega-Pixel Network Camera

= [ Mega-Pixel Network Camera

B8 201290731

- [Ff 201207-30



= View only one of the video clips of a date:

a. Click on a “date” on the hierarchical management tree. The corresponding video clips will be listed
in the video clip list window.

b. Select a video clip from the video clip list window.

c. Double-click the video clip, then it will start to play in an available video cell. (You can also directly
drag-and-drop the video clip to a desired video cell in the recorded video playback window. The
video clip will start to play.)

4. Then you can make use of the playback control panel to playback the selected video clip. Please refer
to Playback Control Panel on page 249.



Remove Recorded Video Clips from Video Cells

There are two ways to remove a recorded video clip from the video cell:
1. Right-click the video cell and select Remove.

Browsing | Time Search | Event Search | Bookmark Search | Log Viewer |

Mega Pixel Network Camera 2012/07/31PM
=R 5 Managed Stations : S
9 ------ el MNDB401(192,168.4.135)
B B cameras

i [ Mega-Pixel Netwerk Camera
- [ Miega-Pixel Netwark Camera
—

- [EH 201207-31
; FE 20120801
|i_ @ Mega-Pixel Netrork Camera
i ER 20120730
|— - ([ Mega-Pixel Network Camera

2. Drag-and drop the live view from the video ceII to the hlerarchlcal manaement tree window.

é;

Browsing | Time Search |Evmt$¢ald1 | Bookmark search | Log viewer |

E! ------ ND8401(192 168.4.135)
— By cameras

(- (M Maga-Pixel Network Camera

|: - [N Maga-Pixel Metwork Camera

o m
- [ 201207-311

; FR 20120801

|: &M Mega-Pixel Network Camera i =

i FR 200730 = -

|‘ - (EE Mega-Pixel Metwork Camera : :

If you want to remove all live videos from the video cells, please click @ on the menu bar.

O )jge

0[] S

EE(ED Bl (2N

Timeline Slider Bar and Histogram

The red part of the histogram shows the period of time of a video clip. The timeline slider bar will move
forward as the video is on playback. You can manually move forward/backward the Timeline Slider Bar
to the desired position as shown below.

Start

ime of the histogram End time of the histogram

e

The current time of the video clip will be displayed on the status panel. It will change according to the
current position of the timeline slider bar.



Zoom in / out of the Histogram
Histogram zoom out

Mae-ar I Anf-oa-a2
00000 H: pages]

5 =
o R P B EIN
-2 ]
P 156000
) B

Histogram zoomed in Total time length

As the second picture shows, by clicking Histogram Zoom In, the total time of the histogram will shorten
to half of the original period of time, while the red part of the histogram that shows the period of time of
the video clip will extend to twice the original time span.

In addition to clicking @ and @‘ to zoom in/ out of the histogram, you can use the mouse directly to
drag the histogram to zoom in part of the focused video clip.

For example:

a. Drag a section of the histogram. You can drag it to either direction.
iAoz 1 1 140422
Wi‘m L;ﬂ‘-\-z

S L T =
T

b. The section will be extended as shown below.

gy - sz

ool

g;

For more functions of the playback control buttons, please refer to page 249 for detailed description.



Synchronous Playback

VIVOTEK VAST Playback supports synchronous playback, which allows you to review up to
16-channel video clips simultaneously during the specific time point.
Please follow the steps below to enable synchronous playback:

a. Drag-and-drop the option “date”s to the video cells.

e [ Y SR Yy [ Ser—— Py —
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B muorn )
& tosm

b. Drag the Timeline Slider Bar to the specific time point.

c. Click the synchronous playback button ﬂ_ on the quick access bar. The selected channel will start to
sychronously playback as shown below.

I'.D_.m- L | Yims  Gosbpuwion | Layui  list |

e aoar RS
2012/07/31 11:02:03PM

2012/07/31 11:02:03PM

sk (1=l (L




d. You can move forward/backward the Timeline Slider Bar to another time point, and all of the time

stamps on the video cells will change accordingly.

e. If you want to stop synchronous playback, click the non-synchronous playback button B again.

g;

The following illustration shows that during the specific time, there is no recorded video on the camera.
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PEADDEE D E R

The audio function will be enabled if the device is equipped with an internal or external
microphone. Please follow the steps below to adjust the volume or turn on/off the audio of the
focused video:

m To turn off the audio (Mute Mode)

a. Click Audio On [% on the quick access bar and check Mute. Or you can right-click on the video
cell to open the popup menu, then click Others > Mute. The mute option in the popup menu will then
be selected.

b. If you want to turn off the audio of all live video, select Apply all.
c. The Audio icon will then change from [%] to [#<].

! 1 ' xi J[
5 [CloEREEm B [+
L W apply all
] (] Apoly Al | Bookmark Search | Log Viewer | !
o
v 2 lean
i
[ Pixel Network Camera
201240801
[Mute || [2012-08-02 W Mute
2012-08-03
[ Mega-Pixel Metwork Camera
: EM Mega-Pixel Metwork Camera I‘:D; nJ[
o (EM Mega-Pixel Network Camera I~ apphy al
i (M Mega-Pixel Metwork Camera

= To adjust the audio volume |
|
a. Click Audio On [#}| on the quick access bar. R
b. Drag-and-drop the slider bar. Slide to a higher position for louder volume. @ ‘

[ Mute

® To turn on the audio

a. Click Mute [# on the quick access bar and uncheck Mute. Or you can right-click on the video cell

to open the popup menu, then click Others > Mute. The mute option in the popup menu will then be
unchecked.

b. If you want to turn on the audio of all live video, select Apply all.
c. The Audio icon will then change from [# to [4:].

DI e 2l s

|:' ] Apoly Al | Bookmark Search |Lou'\|1:w:r| [@ ‘ I‘B u
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[Pixel Network Camera
20120801
[Cmute  f[2012-08-02
2012-08-03
L EN Mega-Pixel Network Camera
i (M Mega-Pixel Network Camera
i EN Mega-Pixel Network Camera
F EN Mega-Pixel Netwark Camera
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How to Change the Playback Layout

Changing the Layout of the Recorded Video Playback Window

VIVOTEK VAST Playback supports up to 16-CH simultaneous recorded video playback on a
single monitor and allows you to change the layout of the recorded live video playback window
based on the number of inserted devices.

Switch Video Channels

Drag-and-drop a video channel to another empty video window.

To switch two channels, drag-and-drop one view to the other, then the two channels will switch
positions. — - . S e

Configure Layout Mode

Click the Layout button on the quick access bar or click Layout > Change Layout on the menu bar.
Select a desired layout mode and the layout window will change accordingly. Below we illustrate 6 types
of layout modes:

PEEOEREDEERR

Layout mode Description
1x1

2x2

1+5

3x3
1+12
4x4

RN




Maximize/Minimize the Recorded Video Playback Window

= Single View: to maxmize a video cell to the entire video playback window
Double-click the video cell, or right-click the video cell and selec Single View. The focused video will
occupy the entire Playback window as shown below.

2010/09/06 AM 10:41:19

.

Single View Chl+¥
Full Sereen Ctl+F
Enahble FiF Chl4l

Cithers

Video Enhancement

1_FD8161 2010/09/06 AM 10:40:44
W— - .
i..
f "_ﬂ
II_ Wk ! t ¥
I s e . =l /
iy LA~
e f
A4
A 7 4

Enabls PiP

Orthers

Video Enhancement 4

P i/ Y
] | r.-nf' “ . | ¥ .

To restore to the original layout, double-click the video cell or right-click the video cell and uncheck
Single View.



» Full Screen: to maxmize the video playback window to the entire screen

Click Full Screen on the quick access bar or right-click the video cell and select Full Screen.
In addition, you can also click View > Full Screen on the menu bar to maximize the recorded video
playback window.

[:System | Edit | View | Configuration | Layout | Hel|

Backup Status

I(l) l@j I G - Exporting Status ;C |

Time Search

Browsing | Time Seal v Event Search log b ¢

B@ Mamage! v Bookmatk Search
L B E | ¥ Log Viewer

Full Screen Ctrl+F

Minimize
A e e hegar o ME MEt

To restore to the original layout, right-click the video cell and uncheck Full Screen. You also can press
the Esc button on the keyboard to leave the full screen mode.

= Minimize: If you click View > Minimize on the menu bar, the Playback window will minimize
to the Windows tool bar.

View Recorded Video with Multiple Monitors

If you have multiple screens in your control center, you can switch the VAST Playback Window
among these screens.

m |f you have two monitors, click Switch Screen @ on the menu bar, the Playback window of monitor 1
will switch to monitor 2.

Monitor 1 Monitor 2

m |[f you have three or more monitors, a drop-down list will be displayed when you click Switch Screen
@ on the menu bar. The number of options on this list depends on the number of your screens. Select
a desired screen from the drop-down list and the Playback Window will then switch to the specified

screen.
2

Monitor 1
Monitor 2
Monitor 3




How to Backup Recorded Video

In addition to the Schedule Backup function of VAST LiveClient introduced on page 61, the
VAST Playback also features to backup recorded video clips from the local database. Please
open the Browsing page and follow the steps below to backup recorded video:

a. Select the target files.

® To backup all recorded video of a selected device: Right-click the device and click Backup.
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m To backup all recorded video of the day: Right-click the option “date” and click Backup (or select the
date and click the Backup button below).

Browsing | Time Search | Event Search | Log Viewer| (S a0 o] 2011/05/23 T 4~ 04:46:12
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- (M Mega-Pixel Network Ci
/- M Metwork Camera

- (M Network Camera

-------- & NVR(60.251.25.60)

....... Q Local DB

O A-M7n Nr-re-nn
Co00co 0o 22:co

o
I (- (-] | o

Index Camera Start End Time Zone Description
1 MNetwork Camera 2011-05-24 08:25:55 2011-05-24 11:09:01 +08:00 2 hours 43 mins 6 sei

< [ | +

4 n 2




®m To backup part of the recorded video of the day: Select the date and choose the video clip(s)
from video clip window. Then right-click the selected option(s) and click Backup. Note: Use the
combination of the Shift key and left mouse click to select multiple video clips.
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b. A Backup Settings window will pop up. Spetify the time span and select a storage path, then click
Backup. The system will start to backup and popup a window showing the backup status.

[r— eleu

Backup Settings =] @ ==l
gga-Fonel Mg brork Camern

Start Time: 005010 OO-00:00 = 201301-16 T 8905
1/16/2013 = 00:00:00 = i Mgl vk Ciim o e ciegd

A I:]U""
End Time:
1/16/2013 *  23:59:59 :
Save to:
E:\Recording|2013-01-1513 E

| Badwp |[ Cancel

If you close the status window, you can also open it again by clicking View > Backup Status.

(Systeml Edit | View | Configuration | Layout | Helpj.

W 'Eatkup Status '

I_d-)]'i] , Exporting Status

Time Search

Browsing Tumzs-u-;' ¥ Event Search

—— ]
”'5 Managed v Bookmark Search
: '—'|---- wi ¥ Log Viewer

I Full Screen Ctrl+F

d. When the backup is complete, you will see an information dialog. The recorded data will be restored in
the specific folder.



How to View Backup Files

The VAST Playback also allows users to playback backup files, including Schedule Backup by
VAST LiveClient and Recorded Data Backup by VAST Playback.

Please follow the steps below to view backup files:

a. Right-click Local DB and click Add.
b. A Load Backup File window will pop up as shown below. Select the *.dif file to upload.

{ Sptem | Edt | View Cotipuatom  Larsa__bep |
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\ Wipe- T ot Corvm Z5000000 1T
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TN S— s

= = = ——
e P V't Doy 3|3 08 55 05 (8 G0 AT o W Py & e §) -

c. The following is an example of uploaded file, and you can double-click it or drag-and-drop it to a
video cell to playback.

TN T T = £ A
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=Y
If you want to playback the backup files from the local database, you can also click Working Offline in the Login
Window without the account information. The VAST Playback will launch as shown below.

No user account information required

1§ eaprim—— oo s} — o i
A — e an i 1 b T
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Model-specific Functions (FE Series Fisheye)

The VAST PI

ayback program offers model-specific functions through a right-click menu. For

example, if you playback a video clip made from an FE8171V fisheye camera, a right-click on

the playback
while playing

screen will bring up the Display mode options. You can even exert mouse control
a recorded video. You can zoom in, zoom out, and change the view angle as if you

are investigating a 3D scenario kept in a recorded point in time.

Note that ePTZ functions via the mouse control only takes place in a Regional view, e.g., the 1R
or 103R mode.

107 and the fol

The Display mode options and mouse control methodologies are identical to those described on page

owing pages. |

!?!'I] L| Single View
; = ; 1,.' _11' Full Screen
Others
Video Enhancement
SVC fps adjust bar
Fisheye Duplay' Mode

=l Ll
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To configure the SVC-related feature:
1. Right-click on the playback window of an SVC-enabled camera. Select SVC fps adjust bar.

Femove

v Single View Ctrl+W
Full Screen Ctrl+F (ki)

Others 3 =1

Fisheye Settings *

SVC fps adjust bar

2. A slide bar will appear above the view cell. Click and drag the slide bar. A numeric indicator will display
the current selection. See below for the frame rates represented by the numeric indicator.
to page 87 for the introduction of this feature. |[Changing the SVC vaule takes immediate effect on the
number of frames per second shown with the video being played.

Indicator Frame rate per second (fps)
Maximum 30

7 26

6 22

5 18

4 12

3 8

2 4

1 1
Minimum 1/4




How to Search for a Video Clip in a Specific Period of time

Please follow the steps below to use Time Search function:
a. Open the Time Search page.

; 1 [
i et 2 - N iB
[ p—— houp.a—‘-nrﬂ-'j‘ ( 3
|t
¥ umn - mai
it T

W i el i

b. Select the target station(s)/device(s) that you want to search for video clips.

c. Specify the time span. You can choose to set up the start time only, the end time only, or both the
start time and end time. The search results will only include the video clips within the time span. If you
uncheck both the start time and end time, the search results will include all video clips recorded by the
selected device(s).

v Skart Time:

You can manually enter a specific time.

Sun Mon Tue s
25 29 30 1
5 6 7 8
12z 13 14 15 186 17

1wER s 22 23 24 .
26 27 25 29 a0 a1 . Click to select a year

2 3 4 5 & 7 B Click to select a month from the drop-down list
[ IToday: 10/20,2008 — Click here to move the focus to the current date

d. Click Search to start time search.
e. View the retrieved video clips.

Search

o |
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How to Add a Bookmark

Bookmark is a convenient tagging function that allow your to pinpoint and extract a 20-second video
clip from out of a video recording. When you see somehting of your interest while browsing through a
recorded video

1. Click on the E Bookmark button,

2. Enter a name for the bookmark, such as "thief spotted."

3. You may enter a short description in the Description field. You may also search for the bookmarks you
created later on.

A bookmark comprises a video clip starting from 10 seconds of before and ends at 10 seconds after the
point in time you selected.

2! \3‘! il |'ilr

= L]
ﬂ mEmn r:p ‘
Index  Camera Start End Time Zone Description
1 Mega-Pixel Network Camera  2012-08-01 13:17:59.253 2012-0B-01 23:59:59.999 +03:00 10 hours 42 mins

Please refer to page 245 for how to search for bookmarks.
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How to Search for Events

The VAST Playback program offers users an intuitive event search engine for retrieving video
clips from the database of recorded videos based on different search criteria such as motion,
IVA, or DI events.

Please follow the steps below to search for recorded events:
a. Open the Event Search page.
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FF]

t

repeat mode

b. Select the target station(s)/device(s) that you want to search for events.

c. Specify the Event Category. For detailed information, please refer to Select Event Category on the
following page.

d. Specify the time span for event search. You can choose to set up the start time only, the end time
only, or both the start time and end time. The search results will only include the events within the time
span. If you uncheck both the start time and end time, the search results will include all events from
the selected device(s). Please refer to step c. on the previous page for detailed information.

e. Start event search. Please refer to page 273 for detailed information.

f. View the retrieved video clips. Double-click on it or drag-and-drop it to the video cell. It will playback
in repeat mode.

Note: The length of each video clip will depend on your settings of pre-event time & post-event time for
the recording storage. The default setting is 20 seconds. For more infromation, please refer to page
159 for detailed information.



Select Event Category

The following introduces the event search categories: All Events, All Motion Events, All
IVA events, All DI Events, Named DI Events, PIR, Tampering, Tamperature, Video Loss/

Restore, IR Trigger/Normal, and P-PTZ. You can also add or remove customized events from
the list.

Event Category- All Events

If you select the All Events category, all of the events including motion detection, digital input, and
intelligent video analysis, PIR, tamper detection, and tamperature alarm will be listed in the search
results. You can click Add or Remove to change the search criteria options.

Search Categories: | All Events A4

Mation - Window 1 I ~
Mation - Window 2 | a)l 1vA Events

Motion - Window 3 | all DI Events

TvA - Mowing ObieciNamed DI Events

I'V& - Loitering Detection

I'VA - Camera Tarnpering

Iva - Others hs

[ Add ] l Remove l

Event Category- All Motion Events

If you select the All Motion Events category, all detected motion events will be included in the search.
You can click Add or Remove to change the search criteria options.

Search Categories: o - o
Mation - Window 1 |

Mation - Window 2 Event Typac Al Motion Events =

Al Motion Events

i . I
Motion - Window 3 S Criteria

Wirklow'l Witk Wirdow 3 Wirtkow WrowS

[ o || coxe

’ Add l ’ Rermove ]

The parameters of the motion detection windows, such as motion percentage and the time of occurrence
are also recorded in the database of the server. If you wish to change the parameters of the motion
detection windows such as the position, size, detection sensibility, and motion percentage, please link to
the camera's Configuration page to modify the values.

Enable motion detection

Video(TCP-AV)
Window Name
1
Sensitivity
S |_ 802
Fercentage

_I— 10%




Event Category- All IVA events

If you select the All IVA events category, all detected IVA events will be included in the search. Cameras
with embedded intelligent video content analysis are capable of detecting IVA events such as moving
objects, loitering, and tamper detection.

The embedded video content analysis, superior to the conventional motion detection function, is capable
of distinguishing between creature’s motions, static backgrounds or natural movements such as swaying
trees, waves or sunsets to prevent false alarms from environmental noises.

With camera tamper detection, it can detect incidents such as camera redirection, blocking or defocusing
of cameras, or even spray-paint. Additionally, a suspicious object in the pre-defined detection region will
trigger alarms once the dwell time of the object is longer than the given time.

You can click Add or Remove to change the search criteria items.

Search Categories: | ENERN ==

IvA - Moving Object .|.'

TWA - Loitering Detection Ewlrit Typea: (A0 IVA Evanis -
WA - Camera Tampering
Iwa - Others Semrch Criteria
Mo Objact Ladtoring Tarmpuing Cithrs
[ Add ] [ Remnave ] | Cancel

If you want to change the parameters of IVA, such as-the detection region, loitering duration, etc, please
link to the camera's Configuration page to modify the values.

Trigger name: TNggerl
] Enahla thee trigger

Dedecthon Pyp
% Mowing obpect detection

O Loftering detection - duraton: | 10 | seconds [1~90]

() Camara tampanng detaction

Dhsli=clion region

To draw a redtangle regon, chick on the rectangls button and deag
on the videa area.

S To draw a3 polygon regon, ok on the polygon bulton and chek
geveral powils on the wdee ared

B e Delete

_H_.:x:. Claga |
Event Category- All DI Events

If you select All DI Events category, all triggered DI signals will be included in the search. The DI events
signify that there is a Digital-Input signal detected by the camera; its corresponding information such
as DI-Trigger or DI-Normal signal and the time of occurrence are also transmitted and recorded in the
database of the server.

You can click Add or Remove to change s=arh Categories:
the search criteria options. DI - Trigger

Al DI Events

DI - Morrnal

[ Add ] [ Remave ]

For more information about DI/DO settings on the connected devices, please refer to page 137 for
detailed illustration.
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Event Category- Named DI Events

This category allows you to select only Named DI Events--the DI device which you have renamed in
the LiveClient. Please refer to Association Management on page 137 for more information about how to

rename DI device.
Click OK and fill in the name you want to search on the left window.

MNamed DI Events

Search Criteria
Trigger Normal

Remaove W [ﬂ—]

The new search criteria will be displayed in the search categories column as shown below.
You can click Add or Remove to change the search criteria options.

Marned DI Events E

Entrance (DI - Trigger )

e
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Start Event Search

After you specify all of the search criteria mentioned above, check/uncheck Display in new result list
and click Search to begin event search.

= |f Display in new result list is unchecked, all search results will be displayed on the original event list

window as shown below.

Sourch Categores: | A1 Mation Bverits. =

MSBE = Window 1

Maoition - Window 3

ey
0 00
[ _ndd | [ Remove £
Time Zone: | GMT+0800 Beting, Thoroing, Ho +
[+I5tant Tiene! —
2006/11/30 | |09:2547 |3 1
[JEnd Time: ‘,i
4
(] iizplay iy Haw Revsude Lise i sacech
Unchecked

Camdra

Maga-Fel Network Ca,..
Maga-Puel Natwk Ca..,
Miega-Poid Motwork Ca...
Mena-Foel Hatwork Ca,
Maga-bual Nabwork Ca, .,
Mona-Pied Mobwork Ca..
Maga-Pel Mateork: Ca..,

2014-09-25 14:01:20
ZUT4-08-25 14,0239
2014-08-25 1415400
H014-00-25 14:17-37
AR 14 1R
2014.06.35 14:18:16
20140925 14118232

Trng fore:
#0300
+E.00
«08:00
0500
S{E
«[13:00
#0800

Typa

Mitioe -
T8 s =

Miatan

Mo -
MSERC: =

Moo

Mot -

Wirdow |
Wirdow 1
Wirekow 1
Windew |
Wirdkow 1
Wiraciow 1
Window L

Only one page

m In the above picture, The Type field in the search result page shows the event category, and the
Description field displays the motion percentage of the detection window. Please refer to page 270
for more information about Motion Events.

m |f you select Display in new result list and click Search, the search results will be displayed on a
new page as shown below. This allows you to place the search results of each search category on an
individual page. You can set up to 5 pages in the event list window.

Search Categaries: | &l Events v
DI - Trigger ~
OI - Morrnal 0
FIR
Tarnpering
Temperature - Trigger
Temperature - Mormal —
A J0Z23-33-00 Q00-00-0C
0:00icn co3on
— L I -
e (arormooes] | %1 55 RO LR
[“]Start Time: ——— —
- Index = Camera Time Tirme Zone Type Diescription S
2009/11/30 v | (092643 [ { 1 3 FDA16L 2009-11-30 094454 +02:00 FIR Trigger =
W= T 2 3_FDE161 2009-11-30 09:44:54 +08:00 PIR Trigger
: 3 3_FDE161 2009-11-30 09:44:55 +08:00 PIR Trigger
| | | [ 4 3_FDE161 2009-11-30 09:44:55 +08:00 PIR Trigger
5 3_FDE161 2009-11-30 094456 +08:00 PIR Trigger
&l [ l 4] 3_FDE161 2009-11-30 094456 +08:00 PIR Trigger v
[¥] Display in Mew Result List S h
isplay in Mew Result Lis 2arc [ Page 2 ] Page 1

Chlecked

ﬁé

The P-PTZ event type refers to those triggered by the Auto Tracking actions.

You can set up to 5 pages.
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Backup the Event Videos

Please follow the steps below to backup the evnet videos on the results list:
a. Select the video clips you want to backup. You can select more than one video clip.
b. Right-click the selected video clips and click Backup.

Index  Camera | Time | Time Zore | Description

10
Tr‘iEIIIIE!r'

Trigger

Trigger

+08:00 PIR Trigger ~

I Page 2 I[ Page 1

Show Millizeconds

c. A Backup Settings window will pop up. For more information about how to set up the Backup
Settings, please refer to page 261. For more information about how to view backup files, please refer

to page 263 for detailed illustration.
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How to Search for a Bookmark

Please follow the steps below to use Bookmark Search function:

a. Click on the tabbed menu to open the Bookmark Search page.
b. Select the cameras which have video clips you have placed bookmarks on.
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c. Enter the name of bookmark.

d. Specify a range of time during which the video streams were recorded and its points in time were
bookmarked.

Click search. You can then click on a bookmark to display the short video clip extracted from
within the recorded video.

To remove an existing bookmark, left-click to select an entry, and then right-click to display the
Delete button. Bookmarks will be indicated as "Invalid" if the videos where the bookmarks were
appended were erased, e.g., when the original recording was erased by cyclic recording.
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How to Search Logs

The VAST Playback program offers a convenient log engine for searching all local logs based
on different search criteria such as log category, log type, and log level. The search results will
be displayed in the log viewer window along with the detailed log history.

Please follow the steps below to search logs:

o
g
Faf1

T
SN

a. Open the Log Viewer page.

b. Select the target station where you want to search logs.

c. Specify the Log Category. For detailed information, please refer to Select Log Category on page 277.

d. Specify the User Account. If you have added other user accounts to the station, you can select one to
search its login history. For detailed information about user account, please refer to How to Manage
User Accounts on page 129.

e. Specify the Search Result. Select All to display all search results; select Success to display successful
log activities only; select Fail to display failed log activities only.

f. Specify the Log Type. For detailed information, please refer to Select Log Type on page 277.

g. Specify the Log Level. For detailed information, please refer to Select Log Level on page 277.

h. Specify the search time span. You can check the start time only, the end time only, or both the start
time and end time. The search will only include the events within the time span. If you uncheck both
the start time and end time, the search will include all events saved by the server. Please refer to page
267 for detailed information.

i. Start the log search and the results will be displayed on the log list window.

all
[fo; e = oas B e = 2

NEERIERERAEA
REREEEERERARHEYE

FEELEEE

Tewdew

—a



Select Log Category/Log Type/Log Level

The following table shows the breakdown of log category, level, and type. The search results will
be different according to your selections.

Log Categories Log Levels Log Types

Login / Logout
Insert User
Update User Name
Update User Password
Update User Privilege
Delete User
Insert Station
Update Station Information
Update Station Name
Delete Station
Insert Camera
Update Camera Information
Delete Camera
Set Recording Group
Insert Recording Schedule / Update Recording Schedule / Delete Recording
Schedule
Insert Event Management / Update Event Management / Delete Event
Management
Insert Recording Group / Update Recording Group / Delete Recording Group
Insert Recording Path / Update Recording Path / Delete Recording Path
Insert Camera to the Recording Group
Normal Update Camera information in the Recording Group
Delete Camera from the Recording Group
Move Recording Path
Operation Log Move Camera to another Recording Group
Insert Layout / Update Layout / Delete Layout
Set Digital Output
Update Scheduled Backup
Update Server Port
Set Proxy Server
Set UPNP
Set DDNS Server
Create Directory / Rename Directory / Delete Directory
Insert SMTP Server / Update SMTP Server / Delete SMTP Server
Insert Network Storage Device / Update Network Storage Device / Delete Network
Storage Device
Set GSM Modem
Set DI/DO Rename
Set Relay Settings
Update License Information
Update Web Access Information
Insert Matrix Recipient / Insert Matrix Recipient Information / Delete Matrix
Recipient

Manually Begin Recording

g Manually Stop Recording

Camera PTZ, Iris, Focus, Pan, Patrol Control
Low Click on Image
Select Preset Location

Server Start / Server Stop
Trial Expired

System Log High Key Dongle Lost
Virtual Memory Low
Network Lost / Storage lost



Log Categories

Event Log

Time

2009-12-09 09:50:54
2009-12-09 09:50:54
2009-12-09 09:50:55
2009-12-09 09:50:55
2009-12-09 09:50:55
2009-12-09 09:50:56
2009-12-09 09:50:56
2009-12-09 095142
2009-12-09 09:51:44
10 2009-12-09 09:51.47
11 2009-12-09 09:51:48
12 2009-12-09 09:51:50
13 2009-12-09 09:51:51
14 2009-12-09 09:51:51
15 2009-12-09 09:51:52

Index

i N ) (S W L oy

Log Levels

High

Log Types

Camera Disconnected from the Server / Camera Connected to the Server
Parent Station Connection Lost / Parent Station Connection Restore

Sub-station Disconnected / Sub-station Connected

Camera Recording Start / Camera Recording Stop
Start Scheduled Backup / Stop Scheduled Backup
Event Trigger

Log Category

Time Zone Cateqary
+08:00 Systemn Log
+08:00 System Log
+08:00 System Log
+08:00 Systemn Log
+08:00 System Log
+08:00 Event Log
+08:00 Event Log
+08:00 Systemn Log
+08:00 System Log
+08:00 System Log
+08:00 Systemn Log
+08:00 System Log
+08:00 Event Log
+08:00 Event Log
+08:00 Event Log

Clzar All Results ] [ Trace Login Activities ] [ Export All Logs ]

Clic

Result
Success
Success
Success
Success
Success
Success
Success
Success
Success
Success
Success
Success
Success
Success

Log Level
Log Type
Level  Type
High Seryer Stop
High Server Stop
High Server Stop
High Server Stop
High Server Stop
High Camera Disconnecte...
High Camnera Disconnecte...
High Cetyer Start
High Server Start
High Server Start
High Server Start
High Server Start
High Carnera Connected t...
High Camera Connected t..,
High Camera Recording Stop - Success

Lser
Loecal
Local
Local
Local
Local
Local
Local
Loecal
Local
Local
Local
Local
Local
Local
Local

Target

Description

Service Mame=YAST Backup ...
Service Mame=YA5T Event S...

Service Mame=%AST Query 5...

Service Mame=4A5T Recordi...

Service Mame=YAST Configur...

Target Camera Mame=1_PZ7...
Target Camera Mame=2_IP3...
Service Mame=4AST Recordi...

Service Mame=%AST Query S...

Service Mame=%A5T Event 5...
Service Mame=YAST Backup ...

Service Mame=YAST Configur...

Target Camera Mame=2_IP3...
Target Camera Name=1_PZ7...
Target Camera Mame=3_FD&...

b’

[ Local Logs || Login History || Login Activities

Click to export all search results from the list

to remove all search results from the list

Select Login History from the log category field and click the Search button below, the search results,

including all login logs, will be displayed on the Login History page.
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Search Login Activities

This function allows you to search the operations the user performed during the login period of time. You
can search for login activities on the Local Logs or Login History page.

m Search Login Activities on the Local Logs page:
a. Click on the Local Logs page.
b. Select a login/logout option from the list.

c. Click Trace Login Activities (or you can right-click the selected login/logout option on the list, then
click Trace Login Activities).

Iradox T T Form: Cabigey Ll Toypme Rl Lkapr Tt Duecrigalion o
1 20100118 10; 5500 #0800 Systemn Log Hgh  Server Start Success Locd Sanmice Name=VAST Recordng ...

2 20100118 10:56:05 «[2:00 Syt Log High Bprvir Slarl wr=VAST Cuamy Sir...

3 20100118 10:56:16 «[2:00 Syt Log High wir Slarl =YAST Bickup Sar...

4 2010-01-18 10 2 «[2:00 Syt Log Hight vir Slrl

5 2010-01-18 10 1 +05:00 Syibiem Lo High i 0 1

fi i) werabion Log L BT Ackrin (LTl ) U Accownd =5STA,

7 2010-01-18 131122 +02:00 Operation Log LOGK|  Cleny ADl Remlis = STAdmin Loca (Playback) Liser Account=5TAd., .

a 2010-01-18 16:14:24 +02:00 Ewent Log Came (“roen Log= Acthvities Lo Target Camera Mames=1_IPA330

9 2010-01-18 16:14:25 +02:00 Cperation Log [reer N @ STadmin Lo Menw Camera Name=1_IPD300, ...

10 2010-01-18 16:14:25 +02:00 Ewent Log Camé  Fhew Miernmds Lo Target Camera Mames=1_IPA3030

11 2010-01-18 16:14:27 +02:00 Ewent Log LA mocmmny suan— sudBEE Lo Target Camera Mames=1_1PE33, ..

1z 2010-01-18 19:55:22 <0800 Operation Log  Womnal — Logout Success STAdmin Locd (Playback ) Lser Account=5TaAd...

12 2010-01-18 195541 +0E00 Oparation Log  Nomal  Update Layout Success ST Adrmen Locd Tangat LMS Name=Defaut Mag,...

14 2010-01-18 195541 +0E00 Oparation Log  Romal - Logout Success ST Adrmen Locd (LiveChant ) Usar ACCOURT=5TA,..

15 2010-01-18 195912 #0800 Oparation Log  Nomal  Login Success ST Adrmen Locd (LiveChant ) Usar ACCOURT=5TA,...

1 2010-01-18 200724 L-AL Opsration Log  Momal  Logout Succass STAdmin Lo (LivarClont) Usar ACCOUNt=5TA,..

1r OO0 1% LR A (I Systesn Log High Serwer Start SICORES | Sotaes Mamn=WAST (Ratry Sor... %

[Gear a1 Rests | || Trace Logn Acthetes || [ Export A1 Logs | @ [ Local Logs [Logn History || Login actities

d. The search results of the login activities will be displayed on the Login Activities page as shown below.

Index | Time Time Zone Cateqgory Level | Type Result User Target Description

1 2010-01-18 11:26:30 +05:00 Operation Log  Mormal  Login Success STadrmin Local (LiveClient) User Account=STA...
2 2010-01-18 16:14:25 +08:00 Operation Log  Mormal  Insert Camera Success STAdmin Local Mews Camera Mame=1_IP8320, ...
3 2010-01-18 19:58:41 +05:00 Operation Log  Mormal  Update Layout Success STadrmin Local Target LMS Marne=Default Map,...
4 2010-01-18 19:58:41 +05:00 Operation Log ~ Mormal  Logout Success STadrmin Local (LiveClient) User Account=STA...

Clear &l Results Export Al Lags Local Logs ” Login History || Login Activities

m Search Login Activities on the Login History page:
a. Click on the Login History page.
b. Select a login/logout option from the list.

c. Click Trace Login Activities (or you can right-click the selected login/logout item on the list and
click Trace Login Activities).

Index = User Login Time E@ i Ras | Logout Time Logout Result Time Zone Description
STAdmin 2010-02-01 09:41:38 2010-02-01 11:48:52 SLCCEsS +08:00 Playback

2 STAdmin 2010-02-01 11:05:53 SUCCE|  Clear All Results h16:21 Success +08:00 LiveClient

3 STAdmin 2010-02-01 11:48:55 Succe (™7 : . = Success +05:00 Playback

4 STadmin  2010-02-02 09:31:04 Uore| it Login Activities @ +03:00 LiveClient

Show Millisconds

Al

Local Logs | Login History | Login Activities

Clear Al Results ] Trace Login Activities Export All Logs

G
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d. The search results of the login activities will be displayed on the Login Activities page as shown below.

Index | Time | Time Zone | Category | Level | Type | Result | User | Target | Description |
1 2010-02-01 11:05:53 +05:00 Operation Log ~ Mormal  Login SuCcess STAdMmin Local (LiveClient) User Account=STA...
2 2010-02-01 20:16:21 +02:00 Operation Log  Mormal  Logout Success STadrmin Local (LiveClient) User Account=STA...

Clear &l Results | Trace Login Activities | Export Al Logs Local Logs || Login History | Login Activties

=
When you select All in the Log Level field, the search results will include all log levels. If you select Low in the
Log Level field and select Including above level as shown in the picture on the left below, the search results

will include all levels of logs. But if you select Normal in the Log Level field and select Including above level as
shown in the picture on the right below, the search results will only include Normal-level and High-level logs.

All ﬂ Lo ﬂ
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How to Configure Client Settings

On Client Settings, you can configure Snapshot Settings, Export Settings, View Settings, Proxy
Settings, and General Settings. It allows you to save snapshots and media files on the local
computer.

Configuration | Layout | Help /I

Client Settings Snapshot Bethings

Ewxport Sethings
¥ideo Enhancement * _@D E.
—— L1 Setings
- Pronor Bettings
it Search | Log Wienwer General Settings
27.0.0.1) FiF Settings

Snapshot Settings

When you play a recorded video, VAST Playback also allows you to take snapshots. For
detailed information about Snapshot Settings, please refer to page 198.

Export Settings

When you playback a recorded video, the VAST server allows you to export part of the recorded
video in EXE, 3GP, or AVI format to your local computer. Before exporting a media file, please
set up Export Settings first. For detailed information about how to set up EXE, 3GP, and AVI
Export Settings, please refer to Record Settings on page 200.

The default exporting path is: C:\ProgramData\VIVOTEK Inc\VAST\Client\PlayBack\Export

Limitations

1. The size of exported footage depends on the file size limitation. When the limitation is
reached, files will be concluded regardless of the length of your selection.

2. The Export button will not be available when there is another exporting task.

3. If the time settings on camera and VAST server are inconsistent, the export task will generate
files of unexpected length.

4. The minimum export length is 1 minute. The maximum is 150 minutes. However, due to the
embedded limitation, the approximate max. file size is 3.7GB.



Export an EXE/3GP/AVI File

Please follow the steps below to convert part of an EXE/3GP/AVI file of recorded video:
a. Playback a video clip from which you want to export a media file.

b. Set a period of time. Move the timeline slider bar to the desired start time and click Marker | @ Move
the timeline slider bar to the desired end time and click Marker I @

=8
Currently exporting video files from the NVR series is not supported.

ek
wp

(o [a=(

dan

c. Click Export EXE/3GP/AVI @ the server will start to export the data and popup a window showing

the exporting status. If you close the status window, you can also open it again by clicking View >
Exporting Status.

d. When the export is complete, you will see an information dialog. The exported data will be restored in
the preset storage folder on your local computer (C:\ProgramData\Documents\VIVOTEK Inc\VAST\

Client\PlayBack\Export).
I
[orrven | =

@ | (System Edit | View | Configuration
| M-l Moo Carme i |
|

2010166108005 = 2110146105750
Espaitng mada For Moga-Prol Motwork Camera from 20030116 1050 to 20030006 105

— (O (g @]

- w Event Bearch
Browsing | Time Seal , Log Viewer

= @ Manager Full Sereen CthF

5 B




View Settings

This section allows you to set up the display mode of video cell. For detailed information about
View Settings, please refer to page 206.

Proxy Settings

Please refer to page 219 for detailed illustration.

General Settings

System Settings
Please refer to page 209 for detailed information.

Display Settings
m Enable de-interlace function: Select this option if your connected device does not support de-interlace

function. F le: VS7100.
netion. For example

System Settings

[fetrieve RTSP stream.on.snecified nort;

[JConnect substation streaming via relay

Display Settings

[JEnable de-interlace function

[ Ok ] [ Cancel

How to Configure Video Enhancement

The Playback also allows you to enable post-image enhancement and defog for video viewing.
Please refer to page 223 for detailed information.

How to Search for a Device on the Hierarchical Management Tree
The Playback also allows you to conveniently search for an inserted device. Please refer to
page 228 for detailed information.

How to Print a Video Image

The Playback also allows you print out an image of live video. Please refer to page 229 for
detailed information.



How to Lock VAST Playback for Security Concerns

If you happen to be away from your computer, for security reasons, we suggest you lock the
program. When VAST Playback is locked, the user must enter the correct password to unlock
and access the program again.

® To lock Playback, click Unlock @ on the quick access bar or click System > Lock on the system
menu. The Unlock @ icon will then turn into Lock @

® To unlock Playback, click @ and enter the correct password in the popup window.

% Playback
% Confirm e . i

(Sy&tem Edit = View | Configurati

The application is locked, Please enter the passwaord for adrmin,

Lock Chrl+L

. |
Launch LiveClient
Launch System Manager

0K l | Cancel

Logout
Exit

How to Log out from the VAST Server

To log out from the current server, click the station and click Logout |z on the quick access
bar or click System > Logout on the menu bar. You can also right-click the station and click
Logout. A confirmation window will pop up. Click OK to confirm or Cancel to return to the VAST
Playback window.

Lodk Cedel

. B Browsing |T|me Search | Event Search I Bookmark Search | Log '\ﬂewer| Wi =7 |
Lavarr® LiveClemt

Lurnch System Minagar F1- G Managed Statons N

Lagoun =B [ [ o

b = P Carmeras Logout |

= [ Me Refresh
- Find...

—— B 20120802
[

Thn vall TRIToinabs (R CLITERT COSRBCTION. AN VoL BUTE Y3 WaE D3 conhsie?

How to Exit VAST Playback

To exit VAST Playback, click Exit [©| on the quick access bar or click System > Exit on the
menu bar. A confirmation window will pop up. Click OK to confirm or Cancel to return to the
VAST Playback window. When you exit the program, your user account will be automatically
logged out from the current server.

% Playback % Confirm ==)

[ System | Edit = View | Configurati f '*_‘, Are you sure you want to exit the program?
Lock ChaleL '

Cancel ]

J Launch LiveClient 2 )
Launch System Manager

Logout

Exit




Import and Export Utility

VAST supports import and export utility for user to keep record of all server settings. You can
use the export file to copy the configuration on another host.

Export Utility

Please follow the steps below to export the server settings:
a. Under Microsoft Windows, choose "Start > All Programs > VIVOTEK Inc > VAST > Tools > Import-
export Utility." =
G Tools 3 I I Import-Export Utility

b. The Import/Export Utility window will pop up. Click Export and select a target folder. The system will
start to export a .bin file.

| B TmecrtDoad ULy m Import/Export Dtility
Ogtar

Expuil entizal selhing

| Il  5Startservice... ackup. bin
| [ |

o lmpord previows sethings

|I & Reviorm Coay st 13-11 134400

Import Utility

Please follow the steps below to import the server settings:

a. Under Microsoft Windows, choose "Start > All Programs > VIVOTEK Inc > VAST > Tools > Import-
export Utility."

b. The Import/Export Utility window will pop up. Click Import and select the export file. The system will
start to import the file.
You should then select the Restore or Copy settings options.

Restore: If this is selected, the VAST server GUID will also be restored. This option applies when
you need to restore as crashed server.

Copy Settings: This applies you use the exported profile to duplicate your configuration to mul-
tiple computers. A new server GUID will be generated.



! The svsterm will still recycle the video files in the original paths when the new sttings with new paths is imported.

i Tmport will drop all current settings in the station.
L Would you like to continue?

oK | [ Cancel

| MY IropraryExgart Wiility

{iphnna

Buport enrrend sebings

o Impari previnne seftngs

"l 4 Bl Copy sy

Canee]
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VAST Service Control Tool

VAST service control tool is a tool for server control and for user to be aware of the VAST Server status.
It starts up as Windows OS startup.

Under Microsoft Windows, choose "Start > All Programs > VIVOTEK Inc > VAST > Tools >
VMServiceControl."

& LiveClisnt
% FPlayback
&) Uninstall

Y Import-Export Tility
4 VMsServiceControl

You may also find it in the system tray icon of the tool bar, which indicates that the service is running: n
It shows a disconnection icon when the service is stopped: m

A menu for the service control tool will pop up when you right-click on the icon:

Open VAST Servics Control ————————{ &Q VAST Service Control == (e |
Start Service Service Status

Btop Bervice wersion: 1.7.7.4

Restart Service Status: Running

Auta lannch at wind ows stachip [ Start I [ Stop ] ’ askai ]

Here you can manually start, stop and restart the service.
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Appendix A Panoramic PTZ (P-PTZ)
Configuration

Enable Panoramic PTZ on VAST

The process of configuring two cameras (1 fisheye and 1 speed dome) into the Panoramic
PTZ configuration takes place on a PC using the calibration tool. The Auto Tracking feature is
configured using a web console with the fisheye camera. A Panoramic PTZ package should
comprise two cameras running specific firmware for this application and a software CD
containing all necessary utilities. For configuration details, please refer to the Panoramic PTZ

Installation Guide.
—

ﬂ- gj} Calibration tool
-~

All round view

To exert Panoramic PTZ control on VAST:

1. Once these two cameras are configured into an interactive pair, insert these cameras into
your VAST configuration.

2. Select a preferred layout using the Layout @ button. The 1P+2, 1P+6, and 1P+8 layouts
are specifically designed for the Panoramic PTZ configuration.

3. Taking the 1P+2 layout as an example, once they are listed on the device list, click and drag
the fisheye camera to the upper left and the bottom view cells. Place the speed dome in the
upper right view cell.

Fisheye 10 Speed Dome

Fisheye 1P




4. Right-click on the fisheye's view cell to change its Display mode either into the 10 (Original)
or the 1P (Panoramic) mode. Note that the Panoramic PTZ control does not take effects on
the "R" (Regional) mode and the combinations of other display modes.

5. There are two different ways to quickly exert Panoramic PTZ control. The pan, tilt, and zoom
actions are made from the fisheye's 360° hemispheric overview:

5-1. Click on a spot on the fisheye's Original or Panoramic view where you detected a
condition of your interest. The speed dome will aim its lens at the corresponding position
to cover that field of view.

5-2. Click and drag a region of interest either on the Original or on the Panoramic view. The
speed dome will move to that region and zoom in to fill the same proportion of view into its
view cell.

» On the Original view, click-and-drag creates a circular region of interest.

* On the Panoramic view, a square region.
+ If you draw a small region, the speed dome will zoom in on the scene. The smaller the

region, the larger the zoom-in ratio. A large region makes the speed dome to zoom out.
B o oo mae popTe— -
. Je Jocrs LOOGE Dl D
ST a2
B Limcnr
=

Object
of your interest

L LY

Click and drag Click to move

Object
of your interest

T 12) T
Click and drag

w el - = S

The speed dome camera automatically performs optical zoom in/out to best fit the selected
field of view until the maximum and minimum zoom ratio is reached.

) Tips: Object

1. When drawing a region of interest, click and drag from of your interest
the center of your interest over a diagonal line to the
bottom right. It is not like drawing a diagonal line from
corner to corner.

2. To swipe the Panoramic view left or right, press and
hold down the Ctrl. key and the left mouse button.

S
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g;

1. The fisheye and the speed dome are made into an interactive pair using the calibration tool. The VAST
software provides the control interface only. If the cameras have not been properly configured, the
Panoramic PTZ function will not take effect.

2. If the password of the speed dome camera has been changed, you will need to open a web console
with the fisheye camera to change the coordinate password.

3. You may need to reset the fisheye camera if the speed dome camera is powered on after you started
the VAST software.

4. The precision level of the interactive positions between the view cells of the fisheye and the speed
dome is determined by the mapping table. Make sure you have inserted a sufficient number of
reference points and make good association of these points using the calibration tool.

5. Currently the associated event trigger by Auto Tracking is not supported on VAST. The associated
event triggering is configured through a web console with the fisheye camera:

Applications > Panoramic PTZ

__t:;ieneral-setli.l-lgs" i-—illpﬂmpu“ xport files l‘.ﬂlu|

[¢] Enable Panoramic PTZ
Enable Auto tracking

Auxiliary camera information

IP m;: 1?2.13%.1?2
HTTP port: 80
Confroller camera account
User name:
Password:
Associate the auto tracking event with the auxiliary camera’s manual trigger [7]1 [7]2 773

5-1. You should then create an event setting using the manual triggers as triggering sources.
5-2. When Auto Tracking takes place, the pre-configured event settings on the speed dome camera
can take associated actions, e.g., taking a snapshot, recording to SD, or triggering the DO pins.

6. The Panoramic PTZ function is currently not available on the Matrix or web console mode in VAST.

7. If the interactive camera pairs (Panoramic PTZ cameras) are managed under VAST substations, then
all of the VAST instances, such as the primary VAST server, the substations, and the client side must
be running the revision that supports P-PTZ.
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Panoramic PTZ - Event Trigger

The P-PTZ-related event types include: "triggered" and "returned to normal" when Auto Tracking
takes place. Below are the configurable options with the event configuration:

1. When configuring a recording schedule, the Auto Tracking actions can be selected as one of the event
triggers. The configuration is found in Configuration > Stat

Settings.

etwdde i Detafi Schecie [s[| add | e | Gy | Lo Tetriate || e an Terrcie |
Tirrm i jammar Ling.

|
ity Sty (D bineed)
Wmkly Sattreg iy baneed)

{ I,

(¥ g e harmmad Bhate

rrem

Miagi- o P ek Cinrain s
fhe Soarn NPl Sigesic] Coarads Harlwork Carfen s

Mgy P PP werl: o a
|2 Znom 10500 Soeed Come Hetwork Camer

— ‘

-Ith Adcris Lr a1 =]
Mg Poosl e 13016060508 Defaitliog
2w Toom Me... 1501626101 DefafGoup
Moca ol e 152.186.6.127  DefaliGoup
2w Toom 108, 1921856130 DefalGoup

ion Settings > Recording Schedule

2. When Auto Tracking is enabled, its actions are considered as one of the system event types.
In Configuration > Event Management, P-PTZ is configurable as a Trigger Type in Event
Management > New Event > Trigger. This event trigger can be associated with different actions,
such as Email, recording, moving to a preset location, GSM message, HTTP, Client notification, etc.

MNew Even

An evenl & 5 combeation of tigoens, sctors, and scheduke. You Can add 3 e event or

ekl an exiybing orm. General P

Evamit List

Trigger ==  Action == Schedule == Detail

sctions rredie
Sand dhent et Always

Enshila  Name Triggers
© et o (Tieos)

© oema

P-PTZ (Trpger)... Gend dhent natl.. Abwavs

Add Event by: ) Device @ Trigger Type

(@ Add Event

x)
Moton )

Category: [Camera Events

Type:

Iotwew || et | | Remwe | | Cotdas |

Motion
DI-1
= Remove
]

DI-3
DI-4
DI-5
DI-6
DI-7
D-a

e

0o-1
Do-2
Do-3
DO-4

DI-2

Time Zane

Do-5

Do-6

Do-7

Do-8

Wideo Loss/Restore
PIR

Tampering
Termperature

IR

Iv'A - Maoving Object
Iva - Loitering Detection

IvA - Camera Tamﬁerini
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Auto Tracking can also function as a Device type in the Event Management configuration.

Select the trigger(s) from the following list,

Once triggered, the P-PTZ Trigger and

(= ) YWTK_Stationl(127.0.0.1) P-PTZ Normal events will create two
=TT @M Mega-Pixel Network Camera( 192, 166.6,228) short videos for a length of 30 seconds.
“oT i Motion

T Dl Note that the P-PTZ event is not

-7 [ 20% Zoom Mega-Pixel Speed Dome Metwark Camera(192, trlgge.red by Pgnprarmc PTZ control on
=¥ @@ Mega-Pixel Network Cameral( 192, 168.6.127) the view cells, it is triggered by Auto
o[ b Motion Tracking. Auto Tracking takes place
-V & DI when a moving object enters the pre-
V@ o1 configured region of interest. Please
[ g Tampering . .
7 & PETZ refer to the Panoramic PTZ Installation
- 20x Zoom 1080p Speed Dome Metwork Camera(192.168, Guide.

[ e MDB401(192.168.6.128)

L] i | 3

[ Ok ] [ Cancel ]

3. Events triggered by Auto Tracking are also recorded into system logs.

Instant Payback  Source Tme Time Zone
w SF8172 2013-06-19 15:41:47.087  +08:00 P-PTZ Normal

P7160 2013-06-19 03:41:43.821  +08:00 Mation - Window 1 13%
P7160 2013-06-19 03:41:40.488 +08:00 Mation - Window 1 25%
P7160 2013-06-19 03:41:37.156  +08:00 Hovon _Window 1 12%

w SF8172 2013-06-19 15:41:36.844  +0B:00 P-PTZ Trigger I

4. As the result, in Playback > Event Search panel, Auto Tracking (P-PTZ Trigger/Normal) is also a
search condition.

Search Categories: | Al Events -

Wideo - Loss -
Video - Restore
IR - Mormal

IR - Trigger
P-PTZ - Trigger |—|
P-PTZ - Mormal

Add ] ’ Remove

Tirme Zone:  GMT+02:00 Beijing, Chongging, Hong Kong, Kuala IZI
Start Time:

2013f 7f 3~ 13s205

["1End Tirme:

2013 7 9 14:52:05

[ I Display in Mew Result List
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Enable or Disable the Panoramic PTZ Functions

You can manually enable or disable the Panoramic PTZ function in Configuration > Camera
Management > Camera Configuration:

Delete
Refresh
Carmera Settings

...... ED

Carnera Managerment » Insert Camera...

Output Streaming URL Upelzts Comera...

Send to Talk Panel Lielsts Cameres..

| Carmera Configuration...

Open Recording Folder

1. Select the fisheye camera by a single click, and then open the panoramic PTZ panel from the tabbed
menu.

2. You can enable or disable the panoramic PTZ or the Auto Tracking functionality using the checkboxes.

3. Click the Save button, and the saving progress window will prompt.

o]

Camera List .

Video stream: |stream 1 M
Codec type: [sve -
Frame size: | 1056x1056 =
Maximum frame rate: [_15@, v.]
Video quality: [constantbitrate  +| [4Mbps =]

4. Click Close to end the configuration process.
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Appendix B ONVIF Support

ONVIF is supported in an environment where the VAST server can detect and record video

streams from the cameras made by other manufacturers.

The following are supported.

1. ONVIF camera icons on the device tree. M Bl

Brand name selection is also available on the configuration window.

& Megarusl etwork AT b WaLTe Gl
Wl P | AR
MaC dddrors |DOCED1190002

Corrmction Seltres | Rocondng Suttgs |

. Corracion Tar

LR [Rarac I Pasrwond:

Corfration Botoeel: (HTIP =) Conbouabion Pt 60 =
Tital Viewrg Strpam: 1 i3

¥ austormaticaly adl carmen o ecordng stonage | Defairon =]

(it | [ cone |

2. Insert/update/delete camera from the device tree.

2-1. Detect ONVIF cameras.
2-2. Connection test.
2-3. camera password authentication.

2-4. Supports HTTP and HTTPS streaming protocol.

2-5. Supports multiple streaming.
3. Live view/recording/playback.
3-1. Audio G.711 support.

4. Mechanical PTZ support with the exception of Focus, Iris, Pan, Patrol, and preset location

operation.
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Limitations:

The following limitations apply to ONVIF cameras made by other manufacturers. Some features
may be implemented in later releases of software.

1. Users should ensure that your other brand cameras support ONVIF.
2. The connection statuses of the other brand cameras will not be displayed on the device tree.

3. For mechanical PTZ cameras, the Focus, Iris, Pan, Patrol, and preset locations functions will
not be supported. The associated buttons and control elements on the Ul screen will not be
disabled.

. Does not support the Batch Insert Camera function.
. Does not support Camera Configuration.
. Does not support Active Adaptive Stream (AAS) function.

N O O~

. Does not support Event related functions, including event recording, event management,
instant playback, event search, etc.

8. Does not support camera DI/DO.
9. Does not support Two Way Audio.
10. Does not support Auto Stream Size.

11. The ONVIF user authentication (account and password) may not comply with those
configured via a web console.

12. The number of multiple profiles can vary.

13. The number of accessible profile can vary. Some might have only one profile to be
connected.

14. Does not support Click on Image.



Appendix C Support for Digital I/0
Modbus TCP Modules

The VAST revision 1.9, supports Advantech's I/O Modbus TCP Modules 6000 series. The VAST
server can receive digital inputs and trigger digital outputs via the I/O modules.

The Advantech I/0O modules come with configuration utilities, such as the Adam/Apax.NET.
Connect the DI/DO wires to the module and the Ethernet wire from the module to the local
network.

Proceed with the following to configure the 1/0 module:
1. Use the Search function to locate the 1/O module on the network.

Advantech Adam/ 1 i
File | Tools | Setup Help

= B| Zearch Device |

Add Devicesto Group
Group Configuration Hing l

Terminal for Cammand Testing

Metwork setting:
Print Screen Lpply change

Monitor Stresr /Event Data MAC address: |DD—DD-C9—FD—EF—3B
Monitor Peer to Peer
Monitor GCLIO Data Message 11? eekess |1'7"2-18-IDD-22
- Monitor APAX
- ggroom Subnet address: 255 255.00
E@) Wireless Sensor Networks
ﬂ COM1 Defanlt zatewray: |1?g_15_g_1

2. It is recommended to configure a static IP for the 1/0O module.
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3. You may then test the DI/DO device connectivity using the software utility.

i = -
Fle Tools Sewp Help
OHS"rhprn
w f.'“" ATIAM 50152 36-¢h maree £ype D60 module

-4} Bthemet Chacura] imtiing | Modbe |
165254 18720

162 254 A5 127
=g IR LR

= @ 190686 1A (ADA RS
& 5 B

The Fad Sade Value (FEV) of commuentice WDT.

Each DO wnll mareh i @ FEY if fhe moduie's WOT o erabied and 8 prét mogessd

FEV chackad — Logk: Migh Shie, FEV mchicked - Logk Low Sus. AgglyFEV I
™ Commoication WDT [~ FINOCL WDT

4. To configure the 1/0 modules in VAST, open the Configuration > I/O Box Management >
Insert 1/0 Box Device window.

System | Edit | View | Configuration | Layout | Help)

Camera Management »

Station Managerment...

-

[/0 Box Management Insert [0 Box Device. .

User Management... Update [/ Box Device...
Delete /O Box Devices...

EI -' Zamera

i Mega-F
- [N Mega-P
- (M Mega-P

Association Management...

Alarm Management...

Wirtual Matrix Management

- [ Recording St Station Settings
o [ Layout Client Settings

Video Enhancerment

5. Select the Module model name, enter IP address, User Name, Password, and then click the
Insert button.

1/0 Dok List
T B wnsseninzrony
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6. Click Close to close the window. The 1/0 module and its DI/DO entries should be listed on the
device tree under the 1/O box sub-directory. As shown below, once a Dl is triggered from the
I/O module, the associated DI icon will be lighted. Audible notification can also be heard from
the VAST server.

i+ (@ Mega-Piel Network Camera(16! _
% [ Recording Storage Meqga-Pixel Network Gamera
B Layout
£ B 1O Box
Ea " ADAM-E052(192.166.6.136)
— @ o
ol-2
ol-3

¢
g

g33%3E8EER

7. You can also double-click on a DO icon to manually trigger the digital output. Double-click
again to cancel the trigger.

System | Edit | View | Configuration | Lay

l - &M Mega-Fixel Metwark Carmeral 16t =
- Recording Storage
- Layout
=} . 1j0 Box
‘:‘ ADAM-B052{192,168.6.136)
DI-1

DI-2

DI-3

DI-4

DI-5

DI-6

DI-7

DI-3 X2
Do-1

Dio-2

Do-3

OD-4

5
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8. You can also implement the digital inputs and outputs from the I/O module in your alarm
setting. For example, a DI can be wired to an intrusion detector; and when the DI is triggered,
an associated DO can be used to sound an alarm.

To configure the Alarm setting, enter the Configuration > Alarm management window.
Configure a new alarm. On the Trigger window, select the Trigger Category as External
Device Events.

11
| General ., Trigger .. Acton .. Schedue ., Detal

&4 Add Event

Add Event by: @ Device () Trigger Type

Cateqgory:
Camera Events
Camera Status
Substation Connection Status
Storage Status

Station Status

External Device Events

Remove

i [ Back ][ Mext ][ Firish ][ Cancel ]

9. The DIs and DOs on the I/0O module will be listed. You can then select one or more Dls as the
triggers.

Select the trigger(s) from the following list,

........ “ DI-1
........ D 0 nl-2
........ 0 nl-3
........ 0 OI-4
........ D 0 0I5
........ D 0 DI-6
........ D 0 OI-7
........ D 0 nl-8
........ D “ Oo-1
........ D “ 0o-2
........ D “ 0o-3
........ D “ D04
........ D “ 005
........ D “ Dio-5
........ D 0 Do-7 i
........ D . Do-2 l
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10. On the Action panel, you can select to trigger DOs, for example, as the reacting actions

Skt P D001 B P Prllonng bt
| = B Wi staminzrang i N Type:
0 apaae o0 e || el

F to1 [ Trigger

I ooos |

7 BN .

F oo 1

F oos |

r ooe
= r o7 *|
Rl o

|l |
| S

Note that once a DO is triggered, you should manually disable the DO.

é;

If an 1/0 module is started later than the VAST server, you may not be able to access the 1/0 module.
You should then re-start the VAST service.
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Appendix D Other Parameters

Disable background decode:

Administrators can choose to disable the background decode for other view cells when entering
a single view of a specific camera. This can help reduce the CPU load on a server short of
system resources.

This function can be evaluated in two aspects:

1. For a server with abundant system resources, there is less stress when disabling and
enabling background decode. When a user leaves a single view and enters a multi-cell
view, the background decode starts again, and a powerful server handles this process more
smoothly.

2. For a server with less resources, this feature can reduce CPU load. However, latency can
occur during the process when returning from a single view back to a multi-cell view.

This feature is enabled by editing the ClientSetting.ini file in C:\ProgramData\VIVOTEK Inc\
VAST\Client\LiveClient.

64 [F[GeneralSetting]

65 AutoFullScreen=0

66 AutolddCam=1

67 S5E=1

68 EnableRTSP=0

69 RTSPPort=4543
StreamingRelay=1

1 SubscribeCamera=0

2 SortCamera=0
LiwveEvent=1

74 Localilert=0
EventWindowType=0

76 RotateSec=10
AutoRotate=0
DeInterlace=0
SynchudioVideo=0
AutoStreamSize=1

B1 AutoStreamSizeMode=0
B2 InstantReplay=1

5 DefaultPlaybackLength=1
B4 BufferTime=0

85 GDICnly=0

B& GPUDecode=0

87 GPUDecodeMaxNumber=0
H MinPTSpeed=-1
MaxPTSpeed=-1
—DisablEEECkgroundDecode=ﬂ




Technology License Notice

AMR-NB Standard

THIS PRODUCT IS LICENSED UNDER THE AMR-NB STANDARD PATENT LICENSE AGREEMENT. WITH
RESPECT TO THE USE OF THIS PRODUCT, THE FOLLOWING LICENSORS’ PATENTS MAY APPLY:

TELEFONAKIEBOLAGET ERICSSON AB: US PAT. 6192335; 6275798; 6029125; 6424938; 6058359. NOKIA
CORPORATION: US PAT. 5946651; 6199035. VOICEAGE CORPORATION: AT PAT. 0516621; BE PAT. 0516621;
CA PAT. 2010830; CH PAT. 0516621; DE PAT. 0516621; DK PAT. 0516621; ES PAT. 0516621; FR PAT. 0516621;
GB PAT. 0516621; GR PAT. 0516621; IT PAT. 0516621; LI PAT. 0516621; LU PAT. 0516621; NL PAT. 0516621;
SE PAT 0516621; US PAT 5444816; AT PAT. 819303/AT E 198805T1; AU PAT. 697256; BE PAT. 819303; BR PAT.
9604838-7; CA PAT. 2216315; CH PAT. 819303; CN PAT. ZL96193827.7; DE PAT. 819303/DE69611607T2; DK
PAT. 819303; ES PAT. 819303; EP PAT. 819303; FR PAT. 819303; GB PAT. 819303; IT PAT. 819303; JP PAT. APP.
8-529817; NL PAT. 819303; SE PAT. 819303; US PAT. 5664053. THE LIST MAY BE UPDATED FROM TIME TO
TIME BY LICENSORS AND A CURRENT VERSION OF WHICH IS AVAILABLE ON LICENSOR’S WEBSITE AT
HTTP:/WWW.VOICEAGE.COM.

i“fE' HEVC;‘.‘ «. ﬂ” e

a_f. Covered by Patents at pate ﬂ[|l5[ hevc Ljunwm

Notices from HEVC Advance:

THIS PRODUCT IS SOLD WITH A LIMITED LICENSE AND IS AUTHORIZED TO BE USED ONLY
IN CONNECTION WITH HEVC CONTENT THAT MEETS EACH OF THE THREE FOLLOWING
QUALIFICATIONS: (1) HEVC CONTENT ONLY FOR PERSONAL USE; (2) HEVC CONTENT THAT
IS NOT OFFERED FOR SALE; AND (3) HEVC CONTENT THAT IS CREATED BY THE OWNER OF
THE PRODUCT. THIS PRODUCT MAY NOT BE USED IN CONNECTION WITH HEVC ENCODED
CONTENT CREATED BY A THIRD PARTY, WHICH THE USER HAS ORDERED OR PURCHASED
FROM A THIRD PARTY, UNLESS THE USER IS SEPARATELY GRANTED RIGHTS TO USE THE
PRODUCT WITH SUCH CONTENT BY A LICENSED SELLER OF THE CONTENT. YOUR USE OF
THIS PRODUCT IN CONNECTION WITH HEVC ENCODED CONTENT IS DEEMED ACCEPTANCE
OF THE LIMITED AUTHORITY TO USE AS NOTED ABOVE.

H.264

THIS PRODUCT IS LICENSED UNDER THE AVC PATENT PORTFOLIO LICENSE FOR THE
PERSONAL AND NON-COMMERCIAL USE OF A CONSUMER TO (i) ENCODE VIDEO IN
COMPLIANCE WITH THE AVC STANDARD ("AVC VIDEO") AND/OR (ii) DECODE AVC VIDEO
THAT WAS ENCODED BY A CONSUMER ENGAGED IN A PERSONAL AND NON-COMMERCIAL
ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO PROVIDER LICENSED TO PROVIDE AVC
VIDEO. NO LICENSE IS GRANTED OR SHALL BE IMPLIED FOR ANY OTHER USE. ADDITIONAL
INFORMATION MAY BE OBTAINED FROM MPEG LA, L.L.C. SEE HTTP://WWW.MPEGLA.COM


HTTP://WWW.VOICEAGE.COM
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